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DESIGNING WITH FAILURE IN MIND 

No design is perfect; all designs have a probability of failure and an associated risk. To prevent 
failure, or at least reduce it dramatically, there are varieties of techniques that may be employed 
during and after the design stage. Such methods are briefly described herein. Case studies and 
discussions will help you learn about the methods, and how to apply them to open-ended 
engineering problems and situations. 

One major goal in design is to reduce failure, through: 
1. identification of the modes and root causes of failure; 
2. identifying and reducing the effects of failure; 
3. identifying and reducing the frequency of occurrence; 
4. identifying and reducing the degree of severity;  
5. identifying and assessing (potentially increasing) the ability to detect failure; 
6. identifying design, process, or human factor corrective actions; 
7. assigning individual responsibilities for corrective action; 
8. imposing completion dates; 
9. identifying and implementation design validation tools; 
10. identifying and implementing design monitoring and failure reporting; 
11. verifying completion of design and other actions; 
12. re-evaluation of risk after corrective actions have been taken. 

Designing to avoid failure can be a proactive approach, or a reactive approach, or combination of 
the two.  

Proactive:  Mainly a brainstorming and spreadsheet calculation technique called 
“Failure Modes, Effects, and Criticality Analysis” (FMECA, aka FMEA). 
FMECA is a tool developed by NASA back in the mid-1960’s as a result 
of APOLLO missions1 (where there were a lot of failures…)–the original 
NASA report detailing the method can be found here. FMECA is meant to 
be used as a proactive tool to be used during the design process to prevent 
failure through design changes and monitoring, specifically through 
minimization of Risk Priority Numbers (RPN). FMEA can be applied to a 
variety of engineering products: 1) systems, 2) processes, and 3) designs. 
Non-destructive evaluation is another way to be proactive about failure. 

Reactive:  Failure analysis and prevention is the main approach of reacting to 
failures. Failure analysis aims to identify all root causes of failure (design, 
process, human, or otherwise) through brainstorming, creation of Fault 
Trees (FT), Failure Modes Assessment charts (FMA), and Technical Plan 
for Resolution charts (TPR). FT, FMA and TPR charts are linked and are 

                                                 
1 Though there were serious issues with Apollo missions (Apollo 1: fire and tragedy in 1966; Apollo 13: explosion) the NASA 
FMECA method was published 8 months prior to the Apollo 1 incident, and was in its infancy for a while. Visit: 
https://ntrs.nasa.gov/citations/19700076494  

https://ntrs.nasa.gov/citations/19700076494
https://ntrs.nasa.gov/citations/19700076494


John A. Nychka University of Alberta W21 

2 

living documents during an investigation which are used to find the 
ultimate root cause(s) and then plan for corrective actions for prevention.  

Both of the above approaches benefit from creation, maintenance, and frequent review of failure 
databases created specifically for the institution of interest. Statistics are very important for 
dealing with failure from all angles (at all rungs of the Human-tech ladder as well).  

 
Failure Database Example [1]: 
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A statistical treatment of data from database [1] in form of a Pareto chart to show cumulative 
probability of failure is shown below; fatigue accounts for about 45% of the failures whereas 
stress rupture occurs for about 3% of failures. However, such statistics can be misleading…what 
is missing is the cost of the failure types (e.g., monetary, human, environmental). As mentioned 
in [1], it could be that the failures from fatigue cost $5M/yr and those from stress rupture cost 
$20M/yr, so even though stress ruptures only occur 3% of the time significant effort is placed 
upon their prevention. The tables below [1] help to assess the importance of failures, which must 
be accounted over and above just the frequency.  
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Proactive tools (FMECA) are described later in this document. 
 
The reactive tool of Failure Investigation 

 
From [1]. 
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The above figure shows the timeline for a well-planned organization [1]. Of important note: 
during the formation of the failure investigation team the purpose of the investigation should be 
decided.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 



John A. Nychka University of Alberta W21 

6 

 
Example: 
From [1]… 
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From this example, one can generate a fault tree with all conceivable root causes [1], as shown 
below: 

 
 
There are many ways to generate fault trees, with various logic methods (such as Boolean 
symbology)… the main goal is to generate root causes, and style will vary from industry to 
industry or company to company.  
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From fault trees, the numbered headings are used to generate a Failure Mode Assessment chart 

(FMA) [1]:  
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Based on the FMA once can then generate a Technical Plan for Resolution TPR chart [1]: 
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Once the FMA and TPR are “complete” (recall that they are living documents) a corrective 
action tree can be generated which helps connect back to the original fault tree [1]: 

 
 

The priority of each corrective action is listed in the TRP chart, and following up is aided by 
having individuals assigned with deadline completion dates. The corrective action tree does not 
necessarily emphasize the priorities, however the tree does show how each of the actions are 
interrelated and from analysis of the tree one can determine critical paths for corrective action. 
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