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Abstract

Congestion control in high-speed wide area networks (HS-WANs) is a very
important issue since the presence of congestion may have catastrophic re-
sults. Reactive mechanisms applied to existing slow speed networks are not
entirely suitable for HS-WANSs due to the relatively long propagation delay.
On the other hand, preventive mechanisms which have been proposed as pos-
sible solutions to this problem assume that traffic charateristics are known
a! the time of call setup. Window mechanisms do not make such an assump-
tion, but modifications that have been proposed to adapt it to HS-WANs fall
short of the fast response required in HS-WANs.

The Leaky Window (LW) mechanism is proposed in this thesis as an at-
tempt to solve this problem. This mechanism is a modification of the sliding
window that permits users to transmit traffic in excess of their window sizes
based on an estimate of the network load. The estimate is based on acknowl-
edgments received within a fixed time interval. Excess traffic is distinguished

by “marking” cells. Marked cells are discarded at congested nodes. Conjges-



tion control therefore, is a local decision executed by the congested node.
Through the use of a simulation model, it is shown that the LW has an
average end-to-end delay and probability of loss that is lower than the sliding
window mechanism. Comparison to the Virtual Leaky Bucket (VLB) mech-
anism shows that at lower load (0.7), the VLB has an end-to-end delay and
a probability of loss that is lower than that of the LW under the same condi-
tions. At higher loads where congestion is a real problem, the performance

of the LW is significantly better than that of the VLB.
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Chapter 1

Introduction

1.1 Introduction to networks

Despite its many facets, the term “Networking” collectively means “to link
together for the purpose of sharing.” Used in the context of computers, net-
working is the configuration of transmission facilities to serve a number of
geographically dispersed users. The transmission facilities are shared for ef-
ficient utilization. Such sharing is achieved by using one of a number of
switching techniques.

Circuit switching is one of those methods in which a complete path of
connected links is set up before the start of communications. In this method
of switching, the links in the established circuits remain connected for the

entire duration of the communication session. At the end of the session, the
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connection is torn down. Time division multiplexing (TDM) and frequency
division multiplexing (FDM) are other methods of switching. in FDM, the
frequency spectrum is divided among the communicating sessions, with each
session having exclusive possession of its frequency band. TDM may be syn-
chronous or asynchronous. In synchronous TDM one or more time slots is
dedicated to each communicating session. Asynchronous TDM does not allo-
cate channels permanently to communicating sessions. Instead, channels are
allocated to active sources on demand. This technique, therefore, introduces
overhead required to identify the channel user.

In message switching. complete messages that include a header, the users
data and a trailer are forwarded by the switch on a link after accumulating
the whole message. Message switching is usually done in a store and forward
manner. Packet switching is similar to message switching except that in
the former, long messages are segmented into smaller blocks. As in message
switching, a header and a trailer are attached to each block.

Economical connectivity is the primary goal behind the employment of
switching. To achieve such an economy, a compromise between the com-
munication link cost and the complexity of the switching system must be
struck.

Different network classifications exist. For example, networks may be
classified according to geographical coverage, the method of switching em-

ployed, the services provided, topology or the operational strategy.
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Geographical classification categorizes networks into Local Area Networks
(LANSs) that usually cover an area of a few kilometers, Metropolitan Area
Networks (MANs) that cover an area equivalent to a metropolis or Wide
Area networks (WANs) that may span thousands of kilometers.

The choice of switching method classifies networks as either circuit switched,
message switched. or packet switched. Hybrid networks which employ com-
binations of packet and circuit switching may also exist.

In LANs and MANs, several nodes may share a the same communication
medium. Medium Access Control (MAC) strategies therefore, must be used
in LANs and MANs to resolve and avoid contention. The IEEE 802 commit-
tee has standardized several MAC protocols for LANs [59] and MANs [41].
Some of the commonly used LAN protocols are the Ethernet, the Token ring

and FDDI [53]. Reference {1] surveys the existing LANSs.

1.2 Wide Area Networks and B-ISDN

Wide area networks in form of point-to-point connections over telephone lines
have existed since the early 1950's. This was motivated by the advent of dig-
ital computers, and the resulting military and commercial interest in farge
scale data processing. The availability of cheap and powerful microproces-
sors in the past two decades brought about migration from large centralized

systems towards smaller autonomous machines. With the increased use of
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autonomous machines, the advantages of having an interconnection facility
became apparent.

As LANSs provided the capabilities to interconnect computers over a lim-
ited geographical area, the need to interconnect those LANs and their com-
ponent machinery increased. The Internet was built as a response to inter-
connect the many LANs which were geographically dispersed. It is a packet
switch WAN that is based on the X.25 protocol. The emergence of high-
speed LANs and workstation, and the growing role of supercomputers in sci-
entific computing have led to a new, largely unfulfilled requirement for high
speed computer communications. Such devices and applications that require
bandwidth higher than that provided by the traditional slow speed networks
have been the impetus for the development of high speed WANs (HS-WAN).
HS-WANs are expected to provide a variety of services. This include inter-
connection of intelligent nodes requiring large bandwidth, interconnection of
isolated networks, and applications such as distributed processing, full mo-
tion video (e.g., HDTV) and computer imaging (e.g., seismic, medical and
weather), all of which require large bandwidth, in addition to applications
that are adequately served by existing slow speed networks.

The decreasing cost of optical fiber and advancement in laser technology
have been the vehicle for the rapid development of high speed networks. To
incorporate the diverse requirements mentioned above, broadband integrated

services digital networks (B-ISDN) concept has been conceived as an all
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purpose digital network. The network capabilities which B-ISDN is expected
to support include [39):

-Interactive and distributive services

-Broadband and narrowband rates

-Support for bursty and continuous traffic

-Connection-oriented and connectionless services

-Point-to-point and multi-point communications
There are still a number of problems that must be addressed before high
speed networks can be implemented.

WANSs typically consist of arbitrary topologies with a large number of
interconnections. The interconnections are made via switches. The nature
of traffic that such switches must handle cover a wide spectrum, as indi-
cated by the variety of services to be provided by HS-WANs. Each traffic
type may have different requirements. To meet these requirements, several
switching and multiplexing techniques (transfer modes) have been proposed
for B-ISDN. These schemes include the circuit-switching based synchronous
transfer mode (STM) and the packet-switching based asynchronous transfer
mode (ATM). The STM technique was initially considered an appropriate
transfer mode for B-ISDN because of its compatibility with existing systems.
In STM the transmission capacity is organized into periodic time frames
which are themselves comprised of time slots. Each call is assigned a partic-

ular slot within a frame. Thus, a call is identified by the position of the slot.
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Assignment of time slots to calls is based on the peak transfer rate of the call
so that the required quality of service (QOS) can be guaranteed even at peak
load. An STM-based interface tends to be rigidly structured. To provide the
capacity requized by different services, multiple STM channels must be used.
This may increase the complexity of the switching function [39].

In ATM. the usable capacity (bandwidth) is segmented into fixed-size
information-bearing units called cells. The ATM cell consists of a 5 octet
header, and a 48 octet information field. Cells are transmitted over a virtual
circuit, and routing is performed based on the virtual circuit identifier (VCI)
contained in the cell header. ATM'’s fundamental difference from STM is
that slot assignments are not fixed; instead, the time slots are assigned in an
asynchronous (demand-based) manner. By allocating handwidth on demand,
ATM has the advantage that it can easily be adapted to suit the requirements
of different applications. ATM has therefore been chosen as the transfer mode
for B-ISDN.

A layered architecture similar to the ISO OSI model has been defined for
ATM. A discussion of the structure and functions of the ATM architecture

is presented in [3)].
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1.3 Protocol data units

To transmit a message a network, it is usually represented as a string of
binary symbols, that is one and zeros. This symbols are commonly referred
to as bits. When transmitting these message bits across a network, control
overhead in the form of additional bits must be added to ensure factors
such as reliable communication, correct routing, and prevention of network
congestion. In addition, transmitting long messages as one complete unit
is generally not employed since this is detrimental to message delay, buffer
management and congestion control. Therefore long messages are normally
broken up into shorter bit strings.

Segmentation and reassembly of messages may be done according to the
Open System Intcrconnection (OSI) reference model which has been stan-
dardized by the 1SO. The OS] model consists of seven layers. The layers
starting from the bottom are the physical layer, data link layer, network
layer, transport layer, session layer, presentation layer and the application
layer. The following are protocol-data-units at each layer. The physical
layer is concerned with lransmitiing raw bits stream over a communication
channel. The data link layer breaks input data up into data frames. At
the network layer, data is represented in packets with header containing the
routing address added to the packet received for the transport layer. The

transport layer segments messages into packets and reassembles packets into
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messages. The remaining higher layers process complete messages.

In the OSI model, messages are segmented into packets at the transport
layer are sent through the network as individual units and are reassembled
into complete messages at the destination station. The sending data link
layer module places overhead control bits at the beginning and the end of
each packet, resulting in a longer bit string referred as a frame.

In the ATM architecture, the adaptation layer accepts packets from higher
layers and adds a header and a trailer to form frames. Frames are further
segmented into 48 octet blocks before being submitted to the ATM layer. At

the ATM layer. a header is added to form a 53 octet ATM cell.

1.4 Congestion in B-ISDN

The phenomenon of congestion has been well known in packet switched data
communication networks since their inception [6]. In such networks, bursty
sources are statistically multiplexed to gain bandwidth efficiency. Even
though the sum of the average rates of these sources is kept less than the
bandwidth of the link they are multiplexed on, the instantaneous aggregate
rates of packet generation can exceed this bandwidth. Buffers are provided to
queue packets during such intervals; however, congestion which is defined as
the visible degradation of QOS seen by the communicating sessions [20] may

result if the durations of these periods of “overload™ are long enough, such
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that packets are lost when the limited amount of buffer space is exhausted.
Congestion can also occur because of the failure of network components; for
example, traffic rerouted due to failure of a common link can cause a sudden
rise in the traffic intensity in other links.

The congestion control problem in broadband networks is considerably
different from that in traditional packet-switched data communication ne’ -

works. Some important differences are:

o The presence of a wide range of traffic in broadband networks, each
with its own traffic characteristics, QOS and performance requirements.
Traffic to be supported include those applications requiring bandwidth
of a few kilobits (e.g., slow terminal) per second to those that require
several hundreds megabits per second (e.g., moving image data). Traffic
characteristics also vary with applications such as interactive data and
video which is highly bursty while some traffic, like large fiie transfers,
tend to have a continuous nature. B-ISDN is also expected to meet the

diverse service and performance requirements of multi-media traffic.

o Broadband speeds make it harder to engineer efficient feedback mech-
anisms to quench sources to relieve congestion. For example, suppose
two nodes, A and B, are 4,000 kilometers apart. An electromagnetic
signal launched at node A would take 20 milliseconds to propagate to

node B. Consider a data network that uses 56 kilobits/second links be-
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tween the two nodes. The transmission time of a 53-byte packet is 7.57
milliseconds. Thus when the first bit of the first packet transmitted
by node A arrives at node B, node A would be transmitting the third
packet. If a node B is congested and signals node A to stop sending,
about six packets would be on their way to node B, before node A
shuts itself off. No packet would be lost if six extra packet buffers were
available at node B. If the network used 45 megabits/second links,
the transmission time of a packet would be 9.42 microseconds. Sup-
pose node 4 is sending data to node B. It takes 9.42 microseconds to
fully inject each 53-byte packet into the transmission link. If node A is
transmitting continuously. the first bit of a packet will arrive at node

B while node A has transmitted another 2,123 packets.

Thus f node B signals node A to stop send, about 4,246 packets would
be on their way before node A could respond. Therefore, using a 45
megabits/second, congestion is more serious than in a data communica-
tion network based on 56 kilobits/second links where feedback control

is used. At higher speed this problem is even more pronounced.

o It is recommended that the layers of flow contro} should be reduced into
as few flow control mechanisms as possible [38]. This will minimize the
processing at intermediate nodes, which is a major consideration in

high speed networks. Layer 2 data link control procedures are not
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terminated at intermediate nodes in broadband networks but instead,
only a relay function is performed at these nodes. Thus, link-by-link
controls which would take advantage of the smaller propagation delay

between adjacent nodes of a network cannot be applied.

e Software based mechanisms are slow and dedicated hardware could be
expensive. Therefore, algorithms to control congestion should be as

simple as possible.

Congostion control in B-ISDN has therefore received increasing attention in

the past few years.

1.5 Thesis objectives

A major consideration of congestion control mechanisms in high speed net-
works is simplicity. Part of the success of the sliding window mechanisms
(will also be referred to as window mechanisms) in narrowband networks
it's simplicity. Such mechanisms achieve flow control objectives and efficient
bandwidth utilization by employing statistical multiplexing of traffic sources.
Window control mechanisms which are reactive, control the rate of transmis-
sion of traffic sources based on feedback from the network. The presence
of a relatively longer propagation delay in HS-WANs renders the existing

reactive control mechanisms inadequate. We would like a congestion control
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mechanism that retains the desirable features of window mechanisms, and at
the same time, overcomes the drawbacks of reactive controls in broadband
networks.

A congestion control mechanism based on the window with these objec-
tives is proposed in the thesis. The proposed mechanism modifies the window
mechanism by permitting sources to transmit traffic in excess of their win-
dow size based on an estimate of the load in the path of the connection.
Sources are assumed to transmit traffic in the form of ATM cells. Cells that
are in excess of the window size are “marked,” and may be discarded at any

congested node in the path of a connection.

1.6 Thesis outline

The rest of this thesis is organized as follows. In Chapter 2, we survey
congestion control mechanisms that have been proposed for HS-WANs. Such
schemes are classified as preventive or reactive controls. Admission control
which is considered a preventive mechanism is presented on its own, as it is
applied at a higher level to both preventive and reactive schemes. At the
end of Chapter 2, an analysis of the existing congestion controls is presented,
and the congestion control mechanism proposed in this thesis, namely, the
Leaky Window (LW), is briefly introduced. In Chapter 3, the LW window

mechanism is proposed and its operation is discussed in detail. In Chapter
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4, the simulation model used to test the LW and performance results using
this model are presented. Finally in Chapter 5, we present the conclusions

and future research directions.



Chapter 2

Literature Review

In this chapter techniques that have been proposed for flow and congestion
control will be reviewed. Flow control is an agreement between a source and
a destination to limit the flow of packets without taking into account the load
in the network. Congestion control is primarily concerned with controlling
the traffic to reduce the overload on the network. Flow control limits traffic
based on buffer availability at the destination, whereas, congestion control
limits traffic based on buffer availability at the intermediate nodes [35]. Con-
gestion control can be either preventive or reactive. Reactive controls react
to congestion after it happens and try to bring the degree of the network con-
gestion Lo an acceptable levels. Preventive controls on the other hand, try to
prevent congestion before it happens. The objective of preventive controls

is to ensure a priori that the network traffic will not reach the level which

14
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causes unacceptable congestion [3].

Congestion control mechanisms which do not strictly ensure that conges-
tion is prevented but instead distinguish cells or frames that may be discarded
if an unacceptable level of congestion is reached, are included in the class of
preventive mechanisms. Discarding techniques applied at nodes (routers,
switches or multiplexors) are also categorized as preventive mechanisms.

Resource management schemes are used to enable the integration of di-
verse traffic types with different performance requirements. These schemes
focus on the management of bandwidth, buffers and, uses appropriate schedul-
ing and queueing algorithms at nodes to minimize congestion. We classify
resource management schemes as preventive.

Admission control mechanisms can be preventive or reactive, depending
on the strategy used. However, admission control operates on a time scale
of call duration, which is longer than the time scale of operation of the
preventive and reactive congestion control mechanisms mentioned above [6).
Admission control may therefore be applied in addition to preventive and
reactive congestion control mechanisms that operate on a shorter time scale.
We shall therefore mention issues addressed by admission control and some
of the admission control strategies without specifying them as preventive or
reactive.

In this chapter, preventive and reactive control mechanisms for congestion

control will be reviewed first. The controls mechanism reviewed include those
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proposed for implementation at the transport layer and therefore described
in term of packets while others are to be implemented at the ATM layer
and therefore described in terms of cells. The actual layer at which the
mechanism is to be implemented is not mentioned in the discussion, but the
level of implementation will be clear from context. We shall also discuss some

of the criteria and admission control techniques that have been proposed.

2.1 Preventive mechanisms

Preventive mechanisms may be subdivided further into short and medium
term flow and congestion control mechanisms according to the time scale
of operation of the mechanism. Short term mechanisms will be categorized
into bandwidth enforcement and congestion control by priority discarding
schemes. Medium term flow and congestion control mechanisms are generally
integrated resource management schemes, and will also be presented in this

section.

2.1.1 Bandwidth enforcement
(i) Stop and go congestion control

This method of flow control avoids congestion by employing a per connection

packet admission policy at the edge of the network, and a particular service
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discipline at switching nodes, namely the stop-and-go queueing. Central to
both parts of the strategy is the notion of time frames, hence the name
framing strategy. Starting from a reference point in time common to all
nodes, the time axis is divided into periods of some constant length T', which
are referred to as frames. A time frame of size T seconds during which no
more than rT bits are admitted is referred to as (r, T') smooth. The admission
policy requires that for a connection k once set up and a transmission rate r
assigned, it hzs packet arrivals to the network which are required to be (r,T)
smooth.

This strategy ensures bounded delay at each node and hence a bounded
delay on any path. Bounded delay is achieved at the cost of the strict admis-
sion policy enforcing the smoothness property on packet arrivals, which may
result in added delay. Low utilization of the iransmission capacity may result
if the framing strategy is uniformly applied to all services in a broadband
network.

Appropriate combination of the framing strategy with other traffic man-
agement schemes swuch as the inclusion of a category of users whose traffic is
not sensitive to delay, may be employed. The traffic from these low priority
users can be transmitted when there is no high priority traffic scheduled for
transmission. This allows low priority traffic to benefit from statistical multi-
plexing. while the higher priority users continue to enjoy guaranteed services

of the framing strategy. The analysis in [24] shows that such features can
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Figure 2.1: Functional diagram of a LB

be implemented without violating the negotiated rates. The impact of frame

size T on queueing delay and bandwidth allocation is also discussed in [25].

(ii) The Leaky Bucket (LB)

The LB may be implemented at the cell or packet level. The following
discussion is the cell level implementation of the LB. A functional diagram of
the LB mechanism is shown in Figures 2.1. The source peak bandwidth, By,
is first checked and enforced by dropping cells when their inter-arrival times
are smaller than a minimum value calculated from the declared value of B,.
The mean bandwidth, B,., the burstiness, b, which is equal to B,/Bp, and
the average burst length, L, are enforced as follows. A counter is incremented
with every cell arrival, and is decremented at a rate B,. If a cell arrives when
the counter has reached the maximum value @, it is considered to be in
excess of the peak rate and is dropped. If either B, = By or Q = oo, no

enforcement on B, or L applied. On the contrary, if B, = B, and Q = L,
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then the utilization factor of the pseudo-queue is too high, which may result
in an unacceptable cell dropping rate [22].

Simulation studies [22] show that a fraction of cells, which is determined
by the source characteristics, is dropped before entering the network. This is
because the LB is a policing mechanism and the number of cells dropped de-
pends on the policing parameters used. If B, = By, and Q = L as mentioned
above, a high rate of discarding would result.

Further analysis of the LB has been presented in [7, 50, 56}. In [50], the
LB is analyzed as a G/D/1-s queue. When the service time in the model
is equal to the mean cell inter-arrival time, the offered load is 100%. In this
case, a very high counter limit would be required to obtain an acceptable
cell loss probability. Although the realization of a high counter limit is not
very difficult. the dynamic behavior of the mechanism becomes very poor,
because it takes too long to detect a parameter violation. This problem
may be solved by decrementing the LB counter faster than the mean cell
inter-arrival time. The counter limit required for a given cell loss probability
decreases because the offered load of the corresponding queueing model is
below 100%. Numerical results show that a counter limit of 50 is sufficient
to obtain a probability of cell loss of 10~19, if the counter is decremented in
intervals corresponding to 80% of the mean cell inter-arrival time[50]. Thus,
the dynamic bhehavior of the system improves significantly, but the source

may exceed the negotiated mean cell rate by 25%.
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repeat
vai¢t_event(inconing cell)
it (buffer is not full)
queue_arriving.cell(butfer)
else if (buffer full)
it (cell is marked)
drop_cell
else if (marked cell in buffer)
remove.marked_cell(buffer)
queue_arriving.cell(buffer)
else
drop.cell
until(forever)

Figure 2.2: Algorithm executed by a node

The virtual leaky bucket (VLB) [22] is a modification of the LB that al-
lows cells that exceed the negotiated rate into the network. The VLB uses
the same pseudo-queue mechanism as the LB shown in Figure 2.1 and those
cells recognized as excess cells are transmitted into the network after being
marked instead of being dropped as done in the LB mechanism. Therefore
all cells enter the network and are dropped by the network nodes if and only
if congestion develops. To implement the VLB mechanisiz, ihe “dropping”
function in the scheme of Figure 2.1 is substituted by a *m z-king” func-
tion, and the network nodes manage the cells in the buffer according io the
algorithm shown in Figure 2.2. For the same offered load, it is shown by sim-
ulation that the percentage of cells that are dropped is reduced by employing

the VLB [22]. This is because unlike the LB, the VLB mechanism overcomes
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merging of policing and congestion control by marking excess cells instead of
dropping them. Discarding of marked cells at congested nodes rather than
at the network interface as is done in the LB, is a local decision based on the
state of the congested node at the arrival time of each cell.

Another variant of the LB is the generalized leaky bucket GLB [4]. The
GLB is to be implemented at the packet level, unlike the LB or the VLB
which may be at the cell or packet level. We shall therefore discuss the
operation of the GLB in terms of packets. This scheme proposes to use
packets marked red and green, where the green packets are transmitted at
the rate guaranteed at the time of call setup, while the red packets represent
the rate in excess of the negotiated rate. Red and green packets are processed
at the intermediate nodes according to traffic conditions in the network using

one of the following policies:

Policy # 1. The total number of red packets at a node cannot exceed a

threshold Br.

Policy # 2. The total number of packets at a node cannot exceed a limit
Br. Both green and red packet are allowed to enter the node until the
total number of packets at the node equals the threshold By. When
the number of packets exceeds Br, any red packets that arrives at a

node is discarded.

Simulation studies show that the second strategy has a performance (through-
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put against threshold) closc: to the ideal case (green packets dropped only
when all buffers are filled by green packets) for a Poisson arrival process
of traffic at an intermediate node. The bursty nature of data makes exact
estimation of traffic requirements and parameters difficult.

The LB has received a fair amount of analysis [4, 7, 22, 50}. The low
multiplexing efficiency makes this method an unlikely candidate for practical
use in congestion control of HS-\WANs. The VLB and the GLB flow control
techniques are improvements over the LB and may be more suitable in high
speed WAN. Below, we shall discuss the reasons why the VLB may be more
suitable for HS-WANs. In the VLB,

1. Sources do the policing without dropping cells. Instead, cells are marked
as eligible for discarding at congested nodes. Higher statistical multi-

plexing can therefore be achieved, and

o

Each node can act autonomously, discarding cells only when congestion
occurs. This is an attractive aspect, since it minimizes the amount of
information exchanged by nodes during congestion which may other-

wise lead to congestion collapse ! [23].

The challenging problem is to determine the policing parameters [4, 50).

Using either of these schemes requires foreknowledge of the traffic charac-

!Decrease in useful throughput caused by an increase of offered Joad beyond the critical
system capacity.
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teristics of each source. Policing parameters may be assigned according to
traffic classes such as those suggested in [28]. This however, is done at a
higher level and not the cell level where the VLB operates. The issue of
reallocation of resources when some calls terminate may be addressed as to
whether the policing parameters should be static or dynamic. A problem
that the VLB or the GLB does not address is the priority of transmission.
This would be required at the intermediate nodes in order to determine the
order in which cells arriving within the same slot are transmitted or which

cells to discard if unmarked cells arrive at a congested node.

(iii) Peak counters

The peak counter [42] input rate control is a mechanism where the decision
to mark or delete a packet is based on the period of time that an input
source has been operating above its nominal average rate. The mechanism
is implemented with two counters. The first counter is used to compute the
average behavior of the input source. The second counter keeps track of how
long the first connter is kept above its threshold, i.e. how long the input
source has been operating above the nominal rate. The range of the second
counter is between zero and a maximum value T,;. Its value is increased at a
constant rate while the average counter is above the threshold; otherwise, it
is decreased at the same constant rate. Cells that arrive while the source has

been operating beyond the threshold value longer than some maximum value,
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(Tpk), are marked. There are two variations of the peak counter approach.
In the first one, which will be referred to as PC1, the average counter is not
limited but marked cells are not counted. Ia the second, which we will refer
to as PC2, the average counter has a maximum value Q, and marked cells
are still counted. The performance of both variations of the peak counters
scheme is compared to the LB. In [42], simulation results show that PC2
introduces the smallest probability of loss on well-behaved sources. Rignetion
time is defined as the time it takes a mechanism to go from a predefined state
to the marking state. A comparison of the reaction time of the LB and the
peak counter mechanisms is performed under the following assumptions. In
order to obtain a lower bound. cells are assumed to arrive at the peak rate
until the marking state is reached. Reaction time for the LB is found to be
linearly dependent on the bucket size. For a fixed buffer size of 50K (cells),

the reaction time of the LB is the smallest followed by PC1 and then PC2.

(iv) Virtual Clock

The Virtual Clock flow control mechanism is proposed in [67). Data transmis-
sion by a user i is referred to as a flow;. At each switching node or gateway, a
data flow is assigned a Virtual clock (Vclock;), whose step (Vtick;), is equal
to the mean inter-packet gap, 1/AR;, where AR; is the average transmis-
sion rate indicated in the request. Each switch performs the following set of

operations:
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1. During the setup of a flow; request, compute Vtick;.

2. Upon arrival of the first packet fram flow;, set Vclock; to the value of

real time.

3. For each arriving packet from flow;, advance Veclock; by Viick;, and

stamp the packet with the value of Velock;.

Packets are transmitted in increasing order of Velock stamp values at a node.
if. on arrival of a packet, the buffer is full, the packet with largest value of
Velock is dropped from queue. To police each flow, an inspection period
Al; is set. Each Vclock; is inspected at Al; intervals for violation of the
negotiated rate. Whenever flow; exceeds a threshold T, a warning message
is sent to the source.

If a burst of packets arrives from flow; that hés been idle for a while (with
an Al; period), the burst can cause sudden queueing increases to other flows.
This is because the algorithm is designed 1o tolerate flow variations within
each average interval (which is primarily chosen by individual application).
For a flow that has been idle, Velock; will not be advanced after the last
checking point, until AI;R;(= AR; x Al;) packets have been received. This
conflict is resolved by assigning an auxiliary clock auzVC; to each flow.
The algorithm presented above is modified to use auzVC; as follows. Upon

receiving each packet from flow;,

1. auzV'C; — max(real time, auzVC;)
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2. Velock; — (Velock; + Viick;), auaVC; — (auxVC; + Viick;)
3. stamp the packet with the value of auzVC;.

Flow monitoring Upon receiving every set of ALR; data packets from

flow;, the switch checks the flow in the following way:

1. If (Vclock;— real time ) > T , a warning message should be sent to the

flow source.
2. If (Velock; < real time ). Vclock; « real time.

[t is difficult to choose proper values of threshold T, such that whenever
(Velock;— real time ) > T. the switch can assume that flow; has indeed
been transmitting too fast. The difficulty arises because of variation of the
flow’s data generation over each average interval which intuitively should
cancel each other out and hence, the Vclock reading would stay within some
vicinity of real time. However, the variation is found to grow unbounded [67].
A user-behavior envelope is therefore used to regulate the behavior of sources
so that a meaningful value of T may be set. The user-behavior envelop is a
window that permits flows to transmit AI;R; packets in an average interval.

Transmission of packets by the order of time stamps at intermediate nodes
ensures that each flow is serviced according to its priority. For example, flows
of higher rates or priority get preferential treatment. A the same time, lower

priority packets are not denied a chance for service completely. Simulation
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results [67) show a high link throughput for homogeneous traffic. For diverse
throughput flows, different flow rates have a minor impact on the average
queueing delay. Lower rate flows experience a higher queueing delay. The
reason is that the virtual clock ticks for the lower throughput flows are bigger
than for a higher throughput flow. A packet arrival in a lower throughput flow
causes the Velocki; to be advanced by a quantity that is much greater than
that of a higher throughput flow. A packet arrival in a lower throughput flow
will therefore have to wait for one or more packets from higher-throughput
flows to be transmitted hefore the next scheduled transmission time of the
lower throughput flow.

The above phenomenon has also been observed in {22]. It indicates that
the GOS seen by different flows depends on the network load. Results in
which users transmit faster than the negotiated rate show that this technique
detects violating sources in the event of congestion [67).

This scheme incorporates flow and congestion control as well as priority
of service. However, it entails time stamping and priority handling, all of

which are computationally intensive.
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2.1.2 Congestion control techniques by priority dis-

carding
(i) Optimal Discarding

In [46], the effects of the choice of packets to be discarded in the event of
congestion are investigated. A queueing system associated with an outgoing
link of a switch or statistical multiplexor in which the primary queueing
occurs at the output link is considered. The service interval is a constant
value 7, corresponding to packets of a constant length and a constant bit
rate communication link. During a service interval, up to L packets may
arrive at the queue. The paper analyses the case in which packet arrivals
are not correlated and the arrival process is stationary. The arrival statistics
can therefore be reduced to a set of probabilities as follows. D levels of
packet priorities are defined. py is the probability that an arriving packet is
of priority d,1 < d < D, and ¢ is the probability of { arrivals in a service
slot 7,0 <1 < L. The header of each packet contains a delivery priority. A
cost function ¢z, 1 < d < D is associated with discarding a packet of class d.
The discarding policy is a control decision per service interval and is based
on the queue size and delivery priorities. All packets in the waiting queue
may be discarded, but not those already in service, i.e. those at the heads
of their queues.

Consider the case of a queue of size N with B as the number of buffers
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occupied by packets awaiting service. ! is the number of packets that arrive
while the server is busy. Before the server goes into service, it discards N - B
packets if N > B, according to the discarding policy, so that B packets are
left in the queue. The number of possible states, S, is therefore YN5! Di.
Each state s; has an associated discard policy which results in a specific
discard action. The number of policies can be large even for moderate values
of (N,L,D). A single policy which minimizes the expected cost per arrival
is used. which is referred to as optimal discarding.

In [46], optimal discarding is compared to the default policy of discarding
only arriving packets. Let & be the probability of discarding a packet of

priority d. The expected cost per arrival can be expressed as

D
E(c) =) bapsca
d=1

It is demonstrated that the optimal policy has a lower E(c) than the default
policy when the network is overloaded. For example, comparison of the
maximum load that can be sustained by the default policy and the optimal
policy without exceeding E(c) = 0.35 shows that the optimal policy can
sustain a larger maximum load than the default policy. In this comparison,
a larger maximum load indicates a better performance.

To apply this discarding technique to HS-WANs, the number of states
S must be kept small to minimize the computation required to determine

which packets should be discarded. This condition is further emphasized by
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the fact that the discard policy computation must be done at the beginning

of each service slot.

(ii) Bit dropping

In [57) the smoothing effects of bit dropping during congestion on the super-
position of traffic in a packet voice multiplexor is investigated. Bit dropping
is justified by the fact that voice is tolerant to bit dropping to a certain
extent. Although speech exhibits a high degree of burstiness, when the less
significant bits in voice packets are dropped during states of congestion in
the multiplexor, significant smoothing of the packet voice process is achieved
by speeding up the packet service rate during critical periods of congestion
in the queue [57]. By this argument. the superposition of packet arrivals can
be viewed as a Poisson process. This model is analyzed as an Af/ DNIK
queue. where ) denotes the deterministic but state dependent nature of
packet service times.

A 2-phase burst/silence model voice generator is used in simulation stud-
ies of this bit dropping scheme [57]. Two arriva! patterns with mean speech
talkspurt and silence lengths of 532 and 650 milliseconds respectively (35%
activity) and 420 and 550 milliseconds (42% activity) respectively, are tested.
Simulation results of the mean queue length and the mean delay match closely
those obtained analytically. The packet loss fraction is generally negligible

up to fairly high number of active voice sources. Mean delay (in milliseconds)
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for the case without bit dropping is about an order of magnitude higher than
the corresponding mean delay for the case of bit dropping at a link utilization

of about 95%.

(iii) Selective packet discarding

Reference [65] proposes to selectively discard packets from arrival streams
at a packet voice multiplexor during periods of congestion. Digitized voice
packets are classified into two classes. A fraction, a, of the packets are in
Class 1 and the rest, 1 — @, are in Class 2. Classes 1 and 2 can be considered
to contain the mosi and the least significant information respectively. The

classification of packets can be determined by:

1. Embedded coding: this technique groups encoded information into

more and less significant bits.

=S

. Even/odd sample: speech samples are identified as either odd or even,
the odd samples being put in Class 1 and even samples in Class 2 or

vice versa.

3. Speech energy detection threshold: the energy in a segment of speech
corresponding to one packet is estimaled and compared to each of two
thresholds. If it lies below both thresholds, no packet is transmitted.

If it exceeds the lower threshold but not the higher one, the segment
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is classified as a “semi silence” and is placed in Class 2. Speech with

energy exceeding both thresholds is placed in Class 1.

During congestion Class 2 packets are discarded. Two methods used to detect

the onset of congestion are:

1. Speaker activity: When the number of active callers exceeds a threshold

T, incoming Class 2 packets are discarded.

2. Buffer content threshold: When maximum queue length exceeds Qo ,

Class 2 packets are discarded on arrival.

Performance analysis of three congestion control schemes is done with con-
gestion thresholds chosen so as to obtain approximately the same blocking

probabilities for the following control strategies:

vel : Packet classification by embedded coding or even/odd samples, and a

fraction, B3, of Class 2 packet arrivals from each source is discarded.

vc2 : Packet classification by speech energy threshold method and all Class

2 packets are discarded during congestion.

ved : Packet classification done using embedded coding or by even/odd
samples. and newly arriving Class 2 packets are discarded when buffer

occupancy reaches the threshold Quqs.
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Numerical results obtained for control strategies vcl,vc2 and vc3 show that
when the voice traffic is not heavy {less than 48 voice sources), vc2 performs
better than the other two strategies in terms of the mean waiting time (mil-
liseconds) and blocking probabilities. However, as the voice traffic further
increases, ve3 has a better performance in terms of mean waiting time than
vel and vc?.

Another scheme proposed in [66] uses a bivariate model as in [65] to

analyze two discard methods:
1. Instant discard of arriving packets when buffer is full.
2. Random selection of packets to be discarded when congestion occurs.

In this scheme, discarding of packet is done only when there is an overflow.

Let S, = (1,.b.) be the system state at the beginning of the n** slot,
where ¢, is the number of voice users in a talkspurt and b, is the queue
length. Let a slof be equal to the packet transmission time and 7 be the
number of slots in a checking interval. M is the buffer size. For discarding

strategies 1 and 2, overflow may occur under the following conditions:
1 by2>2yandt,>M-0b,+1.
2. by<yandt, > M -b, +1.

The probability of discarding is different for the two schemes which results

in different queuc lengths after the discarding process.
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Numerical results obtained using a two phase speech generator show that
the larger the delay constraint, the smaller the discard probability for the
two strategies. The mean discard probability as a function of the numher of
active voice sources of the first scheme is slightly lower than that of scheme 2,
but the difference is very small. For instance, a talk spurt in scheme 2 never
looses more than 11 packets but there is a 0.2% chance to loss more than 11
packets in the first schemec. For an average packet loss probability of 0.01,
the distribution of the number of lost packets per talkspurt indicates that
scheme 2 has fewer talkspurts that incur loss than the first scheme. Scheme
2 has a lower variance of the number of discarded packets per talkspurt than
scheme 1, for example, the lowest value of variance for scheme 2 is 0.008
while it is 0.03 for the first scheme. For increasing number of active voice

sources, the variance of scheme 2 is always less than that of scheme 1.

(iv) Congestion control for real-time traffic in high speed networks

In [34], a method for congestion control for real time traffic is proposed and
analyzed. The scheme discards packets according to one of the following

criteria:

o Discard packets if the time spent at the node under consideration ex-

ceeds the end-to-end deadline, d.
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e Discard a packet if the time to be spent in the current node ¢ exceeds

a fixed local deadline 7;.

These congestion control techniques are analyzed using a FIFO bounded
system time (BS) model and a FIFO bounded waiting time (BW) model. A
study of total loss composed of paci:: dropped at intermediate nodes and
packets missing their end-to-end deadline w< a func_ion of the local deadline
is done in [54]. Analytical and simulation results for a network with 5 nodes
and a throughput of 0.8 show that the FIFO-BW dropping scheme reduces
total losses from 5% to 3.1%. Drop losses incurred by tight local deadlines
are not compensated for by reduction in downstream iraffic. It is also shown
that for very tight deadlines, almost all packets that have not been dropped
at intermediate nodes make their deadlines. A comparison between hetero-
geneous and homogeneous traffic deadlines show no significant changes in

packet loss.

2.1.3 Resource management for traffic integration
(i) Fratta's proposal

Fratta [51) has proposed an input regulation scheme that guarantees traffic
parameters through a shaper device and then optimizing the bandwidth as-
signment for required grade of service (GOS). The GOS is obtained through

a suitable bandwidth assignment based on the parameters guaranteed by the
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shaper, rather than that enforced by the policer. The physical parameters
of a shaper are set at call setup based on traffic characteristics of the user.
The shaper is composed of a server operating at a bit rate B, and a window
mechanism that allows the transmission of at most m cells in a time interval
of D slots. The window permits transmission of traffic with mean bit rate
equal to min [B,m/D, B,.}, where B, and B,, are the peak and the mean
bandwidth, respectively, and the maximum burst length is limited to the
value m. The output of the shaping device has a peak bit rate equal to min

[By, B,). To minimize cell loss, the shaper parameters have to be chosen so

that B,m/D > B,,.

(ii) Bandwidth management scheme by Dighe et al.

The scheme proposed in [12] effectively combines datagram and virtual circuit
traffic. Two priorities, lo for low priority packets and hi for high priority
packets are used. The 2-queue system is based on the observation that if the
amount of circuit-like traffic (hi-queue) can be predicted, an allowance can
be made for it when statistical packets (lo-queue) are scheduled. At a node
(gateway or switch) packets are served according to priority by scheduling
packets in the lo and hi queues. A time of scheduling is associated with
the scheduling of each lo priority packet. Thus when a lo priority packet
is scheduled for service. an allowance for the hi priority packets is made.

The allowance is based on the number of packets awaiting service at the
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output queue and the expected number of arrivals of hi priority packets.
The number of parkets awaiting service indicates the amount of delay that
an arriving high priority packet will incur before being transmitted.

An access node with four types of input traffic is used to test this strategy.

The input traffic patterns used are:

1. A source gencrating fixed length messages with an exponentially dis-

tributed inter-arrival time transmitted as datagrams (D).

(8]
.

A virtual circuit data source with exponential message arrival distribu-

tion and a bursty message length distribution (VC1).

3. A virtual circuit data source with bursty arrivals of fixed length mes-

sages (VC2).
4. Circuit traffic whose packet arrival process is uniformly distributed
(CT).

When the 2-queue method is applied, CT traffic is placed in hi-queue while
the rest of the traffic types defined above are placed in the lo-queue. The

following service strategies are applied at a node:

1. Rate control with priority to CT traffic and all the other traffic being

treated as virtual circuit traffic.

2. Rate control with the 2-queue method and all types of traffic being

treated as virtual circuit traffic.
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3. Rate control with 2-queue scheduling of packets. Here, VC1, VC2
and CT are given virtual circuit treatment and D is given datagram

treatment. That is, packets from D are made to join the shortest queue.

Simulation results show that the 2-queue strategy is effective in giving high
priority to the CT traffic with a minimum of delay jitter. The 2-queue
strategy with rate control and alternate routing of datagram packets is better
than all the other strategies in the following performance measures: mean
and standard deviation of packet delay distribution in the output queue and
message delay distribution. At the expense of a slightly longer average delay
for CT traffic, the throughput of datagram traffic is doubled. A similar
or better performnance is obtained for virtual circuit data sources and the
maximum delay for data traffic is bounded. This is achieved without giving

up the jitter requirement of CT traffic.

(iii) A flow control scheme by Hac

In the flow control scheme proposed in [28), traffic is classified into three
classes. Class 1 consists of isochronous circuit-like traffic that has a guaran-
teed low bounded delay by the network. Class 2 is non-isochronous traffic
with modest peak data rates where individual virtual circuits are capable of
using only a small fraction of the total capacity of the transmission facilities
in the network. Finally, Class 3 is for traffic which has high peak data rates

and is bursty. In this class, a single VC may transfer data to the full capacity
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of internal links of the network. Classes 1 and 2 are allocated guaranteed
bandwidth.

The network has the ability to completely shut off any bursty data sources
or at least delay their packet transmissions at the nearest node if congestion
occurs. When a buffer threshold is exceeded, then either the source or the
nearest node directly sending packets to this point is shut off. Buffer capacity
adequate to accommodate packets sent during the shut off period is provided
at potential points of congestion. It is shown analytically that the elapsed
time of packet transfer at a switch increases as the number of packets buffered
and the shut off time increase. The results show that this congestion control
algorithm sho:!d be used in networks in which the propagation delay from
the conges:. - - to shut off node is short. This however, contradicts the
view that node-by-node flow control may not be a very suitable flow control

technique for HS-WAN [38]

(iv) Duration-limited statistical multiplexing (DLSM)

The scheme proposed in [26] is composed of 3 elements. Call admission, and
packet admission are imposed at the edge of the network, and a stop-and-go
queueing service discipline at the switch nodes. During call admission, a call
is set up based on availability of resources to support the desired grade of
service and a set of traffic regulations for the call. A call may be associated

with a set, Q. of priority classes of the network. For each connection k, loss
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free transmission of traffic with priority w €  is achieved by allowing an
aggregated length of admitted packets with priorily w € Q to be limited
to 1T bits, where r is the regulation parameter assigned to connection k
subject the constraint that

Y i <a, [=1,.1

kel
where [ is the number of links in the path and C) is the capacity of the link [.
The stop-and-go queueing discipline is used at switch nodes. The end-to-end
delay is bounded, and loss {ree transmission is guaranteed only to the highest
priority class. Other priority classes experience a degree of packet loss that

increases as the priority goes down.

2.2 Reactive mechanisms

Reactive mechanisms rely on feedback from the network in order to adjust
the traffic input in response to the current state of the network. Because of
the relatively long propagation delay in HS-WANs compared to slow speed
networks, reactive mechanisms are slow in responding to network congestion
in HS-WANs. Most of the mechanisms in this category are based on the win-
dow mechanism. Congestion control of data transmission using the window
mechanism is well established. This is discussed in {23, 33, 48, 67] and in

many hooks dealing with communication networks such as [5, 55] and [63].
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In a conventional window mechanism, the window size W is negotiated at
the connection setup. A source node is permitted to have a maximum of W
unacknowledged packets outstanding. The two main objectives of congestion
control are to strike a reasonable compromise between low delay and large
throughput and still maintain fairness for all users. The end-to-end fixed win-
dow strategy is not satisfactory in either respect [5]. What is really needed in
end-to-end window flow control to achieve a good delay-throughput tradeoft
is dynamic adjustment of window sizes. Such proposals have been made in
[19, 30. 40. 48].

In this section, reactive mechanisms that have been proposed for high
speed networks will be reviewed. The methods that are used for window

adjustment will be presented first.

(i) Analysis of the increase and decrease algorithm for congestion

avoidance in computer networks.

Reference [10] analyses different increase/decrease methods for the window
flow control mechanism. The methods considered are a combination of mul-
tiplicative and additive increases and decreases of the window size. These

schemes are compared on the following criteria:

Efficiency measures resources utilization,
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Fairness measures the allocation of resources to the different users. The
mazmin fairness criterion has been widely adopted [21, 34, 47]. Essen-
tially, the set of users is partitioned into equivalence classes according
to which resource is their primary bottleneck. The mazmin criterion
asserts that users in the same equivalence class ought to have equal
shares of the bottleneck. If we denote the load of the i** and the jt*
users by x;(t) and (1), respectively, then a system is operating fairly

if x;(1) = x;(1),Vi, j for users sharing the same bottleneck.

Distributedness indicates status information is required by the method to

make control decisions.

Convergence mcasures the time it takes for the system to reach equilib-

riun.,

To satisfy distributedness. convergence, efficiency and fairness, it is shown
analytically that the decrease policy should be multiplicative and the lin-
ear increase policy should always have an additive component. Optionally,
it may have a multiplicative component with a coefficient that is not less
than 1. Nonlinear adjustment is not pursued for reasons of parameter sen-
sitivity and computational complexity. DECBIT, the flow and congestion
control technique proposed in [36] uses an explicit feedback, and the window
size adjustment mechanism is based on additive increase and multiplicative

decrease. This scheme is shown to have small amplitude oscillations. The
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control method is also shown to be responsive to changes in network load.
However, these tests are performed in slow speed netwerks where propagation

delay is not as sigmificant as in HS-WANs.

(ii) Fairness and congestion control on a large ATM data network

with dynamic adjustable windows.

Reference [38] proposes a window control scheme with the objectives of fair-
ness, efficiency and stability. At a node, the buffers is divided into a number
of buffers, one for each virtual circuit, together with some unassigned mem-
ory space. Traffic arrivals at a node from each virtual circuit are queued in
the buffer assigned to it. The per circuit queues are served in a round robin
fashion. Routers enforce edge-by-edge cell windows on virtual circuits. Each
virtual circuit is assigned a default window at connection set up, and it re-
tains a window of at least this size for as long as the circuit exists. The input
v wter 'may request an increase or a decrease in the window size. A maximum
of a full round trip window may be assigned. Increases in window sizes may
be requested at intervals as short as one round trip. A request travels around
the virtual circuit and the routers to either confirm or modify it at the same
time making changes to the respective buffer allocation. The router may
begin to use a larger window after the “increase” buffer allocation request
has been confirmed. Window size allocation for new connections is based on

available bandwidth and the activity of the existing connections. The rene-
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gotiation timer is a timer that monitors the duration of idle intervals. When
a communicating session has been idle for some predefined duration of time,
the renegotiation timer triggers a reduction in window size. The duration of
the idle time could be as short as one round trip time; however, the network
will probably allow the communicating sessions a few seconds of idle time
before reducing their windows.

'This scheme may achicve stability and fairness depending on how requests
for additional bandwidth are allocated. Efficiency may however be harder to
realize with this scheme because of the dependence of the buffer allocation
procedures on the round trip propagation delay and the limits imposed on

the user idle times.

(iii) Dynamic adaptive windows for networks with multiple paths

References [19. 40} propose an algorithm for dynamic window control for high
specd networks which have multiple links, as shown in Figure 2.3. The links
may have different propagation delays. Only one connection consisting of M
nodes is fully depicted in Figure 2.3. and cross-traffic from other connections
which is also referred to as exogenous cross traffic, are shown as incomplete
paths. The theoretical treatment assume that the network in Figure 2.3 is
balanced, i.e.

A=r—py=r-—-mn=..=rm—Vy
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Figure 2.3: Model of a multi-hop virtual circuit with propagation delays and
window control

where at node i, r, is the service rate and v; is the exogenous cross traffic
rate. The parameter A is called the common reduced nodal processing time
for the virtual circuit. M is the number of hops and K is the window size.

For a window of size I, there are three basic operating regimes
1. K/A < 1: light usage
2. K/ ~ 1 : moderate usage
3. K/A > | : heavy usage

The design or choice of values of i and X is done with a desire to optimize

source power’
It is shown analytically that the power increases linearly at light usage

with increasing K, when all other parameters are constant. At heavy usage,

2The power of any rescurce is defined as: power = %,wherc :0<a<l.
a = 1 used here, maximizes power at the knee of response time curve, which is the point
at which the increase in throughput is small while the response time increases rapidly with

load.
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power is inversely proportional to K, when all other parameters are held
constant. Hence, power is maximized in the moderate usage regime.

The main results obtained by maximizing the power with respect to the
window size K’ are given below. These are asymptotic solutions for large .

The superscript “*,” indicates optimizing values.

1. K*~XA=a"V}

o

. Nr ~ 3VEE

w

. U'(A’l) ~ 9V K-

where Ny and a(\}) are the steady state mean and standard deviation of the
number of packets of the virtual circuit which are queued at node 1. These
statistics are common to all queueing nodes, and a°, 3*,4" are universal con-
stants since they depend neither on A nor on ' (and are therefore oblivious
to the details of the physical world).

Adaptive windowing: A framework for adaptive windowing based on the
above theoretical results gives the following equation which will be referred

to as the design equation [40]:
(R = 1)WWK ~ Mp".

This design equation is a property of the asymptotic optimal design and
expresses the desired relation between R (the mean round trip response time),

which can be established from observation, and X (the window length), which
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is to be controlled. The quantity (R” — 1)VK is a monotonically increasing
function of K for all fixed A.

The problem of adaptively estimating K™ from the design equation in
a stationary environment with a fixed buffer size, where the value of \is
unknown and the number of hops, M, is fixed and known, is of the form
¥(I) = C. where C is a given positive number and ¢(K) is a regression
function.

An algorithm for solving this type of problem by stochastic approximation

is given in [52], which, in this case, is of the form:
Kopr = Ko = a(Re = 1)VEK, - 8],

where n indexes the packets acknowledged at the source. The gain parameter
a affects responsiveness to changing exogenous conditions as well as long-term
variability of the window around its optimal value.

In data networks. the residual processing rate A is not only unknown,
but is also non-stationary. Since A= changes with ), it is necessary for the
algorithm to track A'*. This is achieved by a choice of design coristants which
compromise the opposite requirements implied by tracking capability and a
good behavior in the stationary mode. Several variations of the algorithm

have been proposed:

o Adaptive windowing based on measurements of the nodal buffer con-

tents [40].
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o Adjustment done less frequently than with the arrival of each acknowl-

edgment to allow for averaging [40], and

o Hybrid algorithms as suggested in [48], where K is incremented addi-

tively and decremented multiplicatively.

The adaptation algorithm is extended to the case where multiple circuits
share a common path. It has been shown in [67] that some adaptive win-

dowing algorithms lead to:
e Large amplitude oscillations in the queues,
o Unfair tzeatment of virtual circuits with long paths.

Simulation results for a 45 Mbit /sec link with a round trip propagation delay
of 47 milliseconds show ne large amplitude oscillatory behavior in eithe: “he
windows or the nodal packet queues in this scheme.

This scheme responds to neiwork traffic much faster than schiemes that
accumulate acknowledginents. but suffers from the fact that feedback frem

the destination is still required in order to varies the window size.

(iv) Tri-S Scheme

Tri-S. the scheme proposed in [64). addresses the problem of oscillations in the

window size due to the additive increment/multiplicative decrement method
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of window size adjustment [33]. Traffic load is deduced from acknowledg-
ments by using the normalized throughput gradient (NT'G). The throughput
gradient, TG(W,), is equal to ﬂ%ﬂ’%ﬂl, where W, and W,,_, represent
two sequential window sizes and T(W,,) is the throughput at window size
Wa. NTG(W,) is equal to % The basic-adjustment-unit (BAU) is the
minimum size by which the window can be adjusted. A reasonably small
value of BAU’ is recommended if the packet size is large so the adjustment
of the window size can be fine and gradual.

Distribution of available transmission capacity, is done whenever there is
a significant change of traffic in all connections. As an example, resource
distribution is done when a uew call is established and the overall traffic
demand (or window size) can no longer be accommodated with the resources
available and therefore results in the overflow of buffers. In such a case, all
users start a new session of demand adjustment.

Three operation modes are defined. At connection set up, the window
size is set to one (BAU). The window size is incremented on receipt of each
acknowledgment until the maximum allowed size by the end user is reached.
When a packet is timed out it is retransmitted and the user enters decrease
mode. The window size is set to one BAU. Upon receiving an acknowledg-
ment, the NT'G is checked. The window sizeis increased by one BAU if NTG

exceeds a threshold, NT'Gy. otherwise it enters the increase mode. In the

increase mode. the window is increased by /BAU/current window size) each
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time an acknowledgment is received. If the accumulated increase is greater
than the packet size, NTG is examined. If NTG is less than a threshold
NTG;, the window size is decreased by a packet size, otherwise no action
is taken. The Tri-S scheme is found to have smaller amplitude oscillations

compared to other schemes.

(v) Congestion avoidance mechanism in high speed transport pro-

tocols

In the high speed transport protocol proposed in [44], control packets that
contain complete state information are exchanged between the transmitter
and the receiver at intervals Tyx, equai to max[-’rz—D, 1PT). where RTD is
the round trip delay. k is a constant and IPT (inter-packet time) is the
average time between two data packet transmissions. If a logical connection
is inactive since the last state transmission, Ty s increased by a factor of
2 up 1o a maximum of max[BL2 [ PT ]. The information in a receiver state
packet includes the number of buffers available at the receiver and the bit
map representing the outstanding blocks that may have been transmitted but
not acknowledged so far. The transmitter state packet contains the interval
between the two state transmissions Ty, the number of blocks queued for
transmission and the number of all transmitted blocks (including those that
have not been acknowledged). The queue length may be used for flow control

within the network and admission control of new connections.
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(vi) Distributed source control (DSC)

Distributed source control. the protocol proposed in {49], uses rate-based
control managed by individual sources. At the connection setup, the window
size W, and smoothing interval 7, are negotiated. For a virtual circuit i,
the DSC parameters W,; and T; are chosen such that %‘* = min (X, Aq) ,
where ); is the requested average throughput during active periods and A,
is the speed of the access link. The minimum value of Ty; 2 Thin ( Tmin 18
suitably chosen for the link speed) that yields an integer value W,; for the

DSC window and satisfies the above equation is chosen. That is, if

. & W,
TN,

with
T],Tz. Z Tmim

then the smoothing interval T,; = min (T}, Ty, ...) and the DSC window W,; =
2iTsi.

The window size W, for any virtual circuit (VC) therefore, is the mini-
mum of all the window sizes that are allocated by each of the links along the
path. The smoothing period is similarly negotiated. The window size and
the smoothing interval may be renegotiated again when resources become
available. Simulation results [49], show that the number of buffers needed
to achieve a given blocking probability is reduced when DSC is used in ¢com-

parison to when it is not. Delay in non-prioritized systems decreases with
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the use of DSC. For prioritized service, DSC has a negligible effect on delay.
The varianee of delay depends on values of Ws and T,. The variance in the
inter-departure interval is large (6> = 1.12) when W, = 320 packets and
T, = 50 milliseconds, and reduces to ¢ = 0.002 when W, = 8 packets and

T, = 1.25 milliseconds.

(vii) Explicit congestion notification in broadband packet networks

In the flow control modeled in [2] explicit congestion control notification is
made to traffic sources in the cvent of congestion. To implement the control
procedure, cach packet contains a field in its header to convey congestion
information. known as the explicit congestion notification (ECN). The ECN
field is initially reset to zero. to indicate that the packet has not experienced
any congestion. Intermediate routers, upon experiencing congestion, set the
ECN field to one to indicate congestion. Defining W), is the maximum
window size and Wy, is the eflective window size at time ¢ of a connection.
Packets are admitted into the network queue when the number of packets
awaiting acknowledgment is less than W,;;, packets not instantaneously ad-
mitted to the network are queued at the access queue. W, is adjusted
according to the network congestion status. At the network nodes, the av-
erage queue length is used as an indication of congestion at the node. The
duration over which the average queue length is observed is of variable length

and is related to the queue regenerative cycle as shown in Figure 2.4. At the
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Figure 2.4: Averaging cycle

arrival instant of each packet the average queue length, @ is evaluated as

0= A+ A
D

If Q exceeds the threshold Br. the ECN in the acknowledgment packet is set.
At the destination. the ECN field is copied into the acknowledgment packet
¢nd transmitted to the source. The acknowledgment packet suffers a propa-
gation delay of 7 to reach the source. The source accumulated the arriving
acknowledgments until it equals the window size. The decision to increase
or decrease the window size is based on a majority the sign of the ECN in
the acknowledgments received. If 50% or more of the ECN received indicate
no congestion, the window size is additively increased by one, otherwise, the
window size is multiplicatively decreased by a window reduction factor.

Simulations results [2] of this scheme over DS1 and DS3 channels show
that the probability of overflow increases with the buffer threshold. The
window reduction factor used to reduce the window size during congestion

has a marked effect on the probability of overflow. Using a window reduction
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factor of 0.5 results in a probability of loss that is an order of magnitude
smaller than that achieved with a window reduction factor of 0.875. In
general, this scheme has a lower probability of overflow when compared to
a fixed size window scheme. The fixed size window scheme however, has a
lower end-to-end mean delay than the ECN scheme. This can be regarded as

an example of the classical notion of trading delay for a higher throughput.

(viii) Versatile message transaction protocol (VMTP)

VMTP is a trausport protocol described in [8]. Flow control is based on a
packet group in which the transmitter is allowed 10 send a group of data
packets in one operation- one VMTP message. An acknowledgment for the
group is awaited. This scheme has advantages over the window mechanism
in a client server system where requests for response such as files transfers
are made. Once the client is ready to transmit. it transmits a chunk of data
and waits for a response. Resources are therefore not tied down unneces-
sarily. However. the server must be prepared to accept the packet group
at once. Transport protocols in the same category as VMTP include the
express transfer protocol (XTP) and the network block transfer protocol
(NETBLT) [14]. XTP merges the network and transport layers into a com-
mon transfer layer. Its design is built on many ideas from earlier protocols
such as rate control. selective retransmission and implicit connection estab-

lishment. NETBLT was developed for high throughput bulk data transfer. It
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is designed to operate efficiently over long-delay links such as those provided
by satellites. Flow control is performed by means of windows and through
the use of rate control, which limits the number of packet transmissions in
a negotiated time interval. In XTP and NETBLT, rate control specifies the
rate of transmission and the maximum burst size while in VMTP it specifies

the inter-packet gap.

(ix) Loss-load curves

A loss-load curve characterizes the percentage of packets that may be dropped
at a given client and network load, allowing the client to determine and
control the delivered packet loss by controlling its packet rate [9]. Using
the loss-load curve information, a host can choose its own tradeofl between
throughput and packet loss. In this scheme, gateways monitor network load
and provide explicit feedback to source hosts. Feedback is based on the
loss-load curve. derived from observed traffic intensity and the capacity of
the gateway. The probability of loss for each user is evaluated at a géteway
based on the netwovk load. The level of network load is estimated by packet
counting and exponential averaging of the number of packets received over
an interval of time. The gateway counts the number of packets received in a
fixed interval of time. At the end of the interval, an average rate is computed
for each sender based on the number of packets received in the interval. The

gateway maintains an exponentially weighted average of sender rates over
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the last several intervals. These average rates are used for loss-load curve
updates, and for rate enforcement in the next interval.

Two parameters, a and b, measure the total (excess) traffic arriving at the
gateway arnid the distribution of traffic among competing users, respectively.
The parameters a and b are sent to traffic sources every averaging interval
for loss-load curve updates. The averages are also used to enforce the rate
of transmission in the next interval. The interval may be chosen to suit the
sophistication, stability, responsiveness and the overhead of the scheme. In
the presence of congestion. appropriate loss-load curves reduce the amount of
loss-sensitive traffic in the network while making random inter-burst band-
width available for less loss-sensitive traffic. A type of service field in the
header allows the gateway to bias packet drop towards less je« ssnsitive
traffic for a saurce-destination pair. Since the loss-load curve is a function
of the network load. the grade of service seen by a user is a function of the

network load and the user’s chosen imposed load.

2.3 Admission control

Admission control decides whether to accept or reject a new connection based
on whether the required performance can be maintained. Reference [3] sur-
veys some of the proposed adimission control schemes. The major issues being

studied in admission control are:
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1. Traffic parameters (traffic descriptors) required to accurately predict

network performance.
2. Criteria used by the network to decide when to accept a new connection.

3. Dependence of network performance on the various traffic parameters.

(i) Traffic descriptors

Wlen a connection is requested, the network needs to know the traffic char-
acteristics of the new connection in order to accurately predict its ability to
maintain a certain performance level. The peak rate, the average bit rate
and a measure of burstiness are among the most commonly used parame-
ters for traffic descriptors. Among these traffic descriptors, burstiness is the
most important [3]. However. no consensus Las been reached on an appro-
priate way 1o describe the burstiness of a traflic source. Some definitions of

burstiness include:

1. 'The ratio of peak bit rate to average bit rate [11, 13, 22},

[ N4

The average burst length. i.e., the mean duration of the interval during

which the traffic source transmits at the peak rate [31],

‘3. Cell jitter ratio defined as the variance-to-mean ratio of the cell inter-

arrival times, or Var [cell inter-arrival times]/ E{cell inter-arrival times] (32]
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4. The squared coefficient of variation of the inter-arrival times, or Var [cell

inter-arrival times]/ E*[cell inter-arrival times] [58] , and

5. Peakedness defined as the variance-to-mean ratio of the number of busy

servers in a fictitious infinite server group [17].

(i1) Decision criteria

The transmission delay and the cell loss probability are good indicators of
the degree of network congestion and are therefore the most commonly used
decision criteria in admission control [3]. When transmission delays and
cell loss probability are applied to admission control, their long-term time
average values are usually used [11. 13, 31, 43]. Using long-term averaged
values however. may not be sufficient in an ATM network because here, the
network traffic changes rapidly and dynamically, forcing the network to move
from one degree of congestion to another [37). In [37], an instantaneous cell
loss probability is proposed and used as a decision criterion to consider the
temporal behavior of the netwvork.

The decision to accept a rew call should be based on the remaining un-
used bandwidth that may be allocated to new calls (residual effective band-
width) and the effective bandwidth requirement of an arriving call [16]. The

desirable features of an admission control scheme are:

e On line computation should be small.
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o The amount of stored data required for on line computation should not

be excessive.

e The approach should operate in terms of the effective bandwidth al-
located for each call and the residual effective bandwidth available for

new calls.

o If the approach is not close to exact in terms of GOS requirements,
it should be conservative rather than optimistic. This feature ensures
that the required GOS for calls already in progress and the calls to be

accepted into the network can be met.

It is pointed out in [15] that a comprehensive congestion avoidance strat-
egy and control plan consists of control policies that operate on various time
scales that range from distributed real-time controls to long term network
engineering procedures.

Preventive mechanisms such as the LB, VLB, GLB, stop and go, and the
Virtual clock mechanisms are all rate based. These mechanisms require the
traffic characteristics to be known at call setup time in order for the transmis-
sion rate or the policing parameters to be assigned to sources. Determining
policing parameters is a challenging problem [4, 50]. These mechanisms can
be made mmore dynamic by using resource management methods in order to
take into consideration various traffic types and varying network conditions.

Reallocation of bandwidth when new calls are accepted into the network or
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when some calls terminate can be done by instructing active users to re-
adjust their policing parameters using a strategy such as the loss-load curves
[9].

Reactive mechanisms in general rely on feedback to control the rate of
transmission. Knowledge of the traffic characteristics at call setup in this
case is not necessary as the sources will adapt their rate of transmission
accordiug to network conditions. Due to relatively long propagation delay
HS-WANs, reactive control mechanisms are not as effective as when applied
to slow speed networks.

Window mechanisms have been applied successfully to traditional slow
speed networks. However. in 11S-\WANs, the rate at which the window size

may adapt to the network conditions is subject to the following delays:

1. Propagation and processing delays at intermediate and destination

nodes.

[\
.

Delay incurred while accumulating acknowledgments in order to take
into consideration the effect of the previous window adjustment which

is usually done in order to minimize oscillations of the window size.

This makes the response of a window mechanism unsuitable for HS-WANs

because:

1. Using accumulated feedback to adjust the window size achieves the

aims of flow corvral if the delay incurred (while accumulating feedback)
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does not exceed the time that the traffic sources take to significantly
change their transmission pattern. In a HS-WAN, traffic sources are

expected to vary much faster than the end-to-end delay.

)

Depending on the maxiinum window size allowed, maximum statistical

multiplexing of traffic in the network may not be realized.

3. Real time traffic that will be transmitted using HS-WANSs has an upper
bound on admissible end-to-end delay. Traffic from such an application
may suffer heavy losses if the delay incurred while waiting for credits
to become available is greater than the maximum delay that can be

tolerated.

Attempts to make the window mechanism more suitable for HS-WANs have
been made in [2. 19. 30, 40]. These however, still fall short of the fast response
expected of a congestion control mechanism in the broadband regime because

window adjustiment is based entirely on feedback.

2.4 Summary

In this chapter, congestion control schemes that have been proposed for high
speed networks were reviewed. The schemes are categorized into preven-
tive and reactive controls. Preventive controls such as the LB, VLB, GLB,

stop and go. and the Virtual clock are all rate-based mechanisms. Priority
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discarding techniques that may be applied at nodes such as optimal discard-
ing, bit dropping, random discarding and selective packet discarding were
found suitable for applications like voice and video which can tolerate loss.
Discarding mechanisms are also categorized as preventive controls.

Resource management for traffic integration utilizes basic mechanisms
such as LB or stop and go. to control individual sources. The traffic control
parameters assigned to the basic control mechanisms may be based on the
traffic classification and the network load.

Reactive mechanisms in general rely on feedback to adjust the rate of
transmission according to network conditions. The window mechanism is the
most common in this category. The main differences between the window
mechanisms reviewed in this chapter is in the use of received feedback and
method of window adjustiment.

We have also briefly reviewed the admission control techniques, which
covers the policy of whether a new call should be accepted or not. Adinission
control employs traflic descriptors and decision criteria.

In the next chapter, we propose a modification to the window mechanism
that improves the response time of the window mechanism by permitting a
window size of unacknowledged frames to be outstanding and in addition al-
lows traffic that is in excess of the window size to be transmitted. The excess
frames are marked and are eligible for dropping at congested nodes. As in the

other window schemes, the window size is adjusted periodically as a function



CHAPTER 2. LITERATURE REVIEW - 63

of accumulated feedback and/or the number of marked frames transmitted
successfully. The number of marked frames transmitted from a source may
be determined from the fecedback and the window size which reflects the
transmission capacity that may be utilized and the delay encountered over a

connection.



Chapter 3

Leaky Window

3.1 Introduction

The flow and congestion control scheme proposed and studied in this chapter
is referred to as the Leaky Window (LW). It is applicable to both connection
oriented and connectionless services. In the ATM architecture, the adapta-
tion accepts packets form higher layers and add a 5 octet header and a trailer
to form frames. Frames are segmented into 48 octet block before being sub-
mitted to the ATM layer. At the ATM layer, a header is added to form a
53 octet ATM cell. We shall use these definitions of a frame and cell in the
remainder of this thesis.

The LW mechanism is an end-to-end protocol which uses the window

n*=chanism to control the number of unacknowledged frames that each source

64
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may have outstanding in the network. Each traffic source performs the fol-

lowing operations:
1. Transmit data in ATM cell format,
2. Receive acknowledgments from the destination, and
3. Adjusts the window size.

The entity that performs the operations listed above is referred to as the
uscr. The term end-user and user may be used interchangeably. Routing
nodes will be referred to as routers. The destination will reconstruct frames
from the reccived cells. Positive acknowledgments (PAK) are sent to the
source when complete and error free frames are received by the destination,
while negative acknowledgments (NAK) are sent for frames that are received
in error. Transmission between routers is in the form of ATM cells. The
LW mechanism may be implemented at the transport, the network or the
adaptation layer. In this chapter, we shall discuss the principles of operation

of the LW mechanism. and the operation of the routers and users in detail.

3.1.1 ATM cell structure

The ATM cell consists of a 5-octet header and a 48-octet information field
[60, 61]. The CCITT header format which will be used at the User-Network-

Interface (UN1) is shown in Figure 3.1. The header contains a 4-bit “generic
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flow control” (GFC) field, a 24-bit label field containing the virtual path
identifier (VPI) and virtual channel identifier (VCI), a 3-bit payload type
(PTTI) field, a 1-bit cell loss priority field (CLP) field, and an 8-bit header
error check (HEC) field. At the Network-Network-Interface (NNI), the 4-bit
GFC is used as part of the VPI field.

The GFC field is used to assist the customer premises equipment in con-
trolling flow of traffic for different qualities of service. The exact procedures
of how to use this field are not agreed upon as yet. The VPI provides an
explicit path identification for a cell, while VCI provides an explicit channel
identification for a cell. A virtual path is a bundle of virtual channels which
can be switched as one unique channel. The PTI field can be used for main-
tenance purposes, and it indicates whether the cell contains user information
or network maintenance information. When the cell contains user informa-
tion, the PTI field is set to 000 or 001, for a cell that has not experienced
congestion. If congestion is experienced in any of the network elements along
the VP/VC to the ATM destination terminal, the PTI field in the cell header
is modified. The PTI field is therefore used for forward conveyance of the
encountered congestion condition along the VP/VC to the ATM destination
terminal.

The CLP field indicates the cell priority. This provides a capability for
selective discarding under congestion conditions and therefore enabling net-

work resiliency to traffic uncertainties. If the CLP is set to 1, it signifies that
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the cell may be discarded in any of the network elements along the VC/VP
path if local congestion above a threshold is encountered. The CLP indi-
cator serves a dual purpose: setting of the CLP indicator in a cell to 1 by
the sending terminal signifies that the cell carries non-essential information
(and that the cell may be discarded under congestion); setting of the CLP
indicator of a cell to 1 at the access point to the network indicates that the
cell is in violation of the traffic limits agreed upon in the service contract.
Setting CLP to | by the network for excessive traffic cells is termed a “traffic
violation tag” for descriptive reasons: however, once the CLP has been set
to 1. the handling of the cell ls independent of the cause of this CLP setting
[18]. The HEC field provides single bit error correction or multiple bit error
detection capabilities on the cell header. The HEC monitors errors for the
entire header.

The cell loss priority (CLP) and the payload type (PTI) are the two fields

that enable the L\ to provide the functionality discussed in this chapter.

3.1.2 Principles of operation

To illustrate the scheme let us consider Figures 3.2 and 3.3 which depict the
PT1field of an ATM cell that is transmitted from one end-user to another over
a network. End-users are shown as square blocks while routers are shown as

circles. A user queues cells at the router. The router transmits cells which are
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GFC VPI 1 GFC: Generic Flow Control
VPI VvCl 2 VPI: Virtual Path Identifier
VCi 3 VCI: Virtual Channel Identifier
VCl PTI |CLP| ¢ w PTI: Payload Type Indicator
HEG s o CLP: Cell Loss Priority
HEC: Header Error Checker
PAYLOAD er Error ©
(48 octets)
53

Figure 3.1: ATM cell structure
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Figure 3.2: PTI field modified when congestion is encountered
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Figure 3.3: PTI field remains unchanged when no congestion is encountered
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in the ATM cell format on the desired VC/VP. A cell may traverse multiple
hops, one or more of which may be congested. When a cell encounters an
intermediate router that is congested above a certain defined threshold, the
router sets the second bit of the PTI field to 1. Thus for a cell that has
not experienced congestion, the value of the PTI field which is either 000 or
001 is set to 010 or 011, respectively. We will refer to a network element
that is congested above some defined threshold value simply as congested.
A cell traversing a number of hops with an intermediate congested router
is shown in Figure 3.2. The PTI field is originally cleared by the user to
indicate no congestion. All routers that are not congested ignore the PTI
field. Figure 3.3 depicts the situation where none of the routers is congested,
and in this case, the PT] field remains unchanged, indicating no congestion.

Congestion at a router may be measured by the utilization of the router,
the instantaneous queue length. or an average value of the queue length over
an interval of time. The interval over which the average is performed will
influence the responsiveness and stability of the scheme. In [48] an adaptive
interval is recommended. This averaging technique will be discussed in more
detail in a later section.

At the destination, cells belonging to a frame are accumulated until the
entire frame is received. The number of cells that make up a frame may
vary, so when a frame has been received, the PTI field of the last cell or an

average of the congestion indications of all the cells of the frame received
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may be used to determine the congestion feedback to be transmitted back to
the source. This congestion feedback information is copied into the header of
the acknowledgment frame. The acknowledgment frame is then transmitted
by the destination to the source.

Once the acknowledgment frame is received, the user copies the congestion
indication bit in the acknowledgment frame header into an appropriate data
structure to be used by the window adjustment and estimation algorithm.
Since the user clears the congestion indication bit before transmitting a cell,
the congestion indication bit reccived in the acknowledgment frame indicates
the state of the routers in the network. Users are required to adjust the
traffic that they transmit based on their interpretation of the feedback from
the routers in the network. This is achieved by users adjusting their window
sizes. We define a window to be the value of the current window size and
credits as the number of frames that may be transmitted by a user before
the number of cutstanding frames exceeds the window size.

In the LW scheme. when the assigned credits are exhausted, a user does
not have to suspend its transmissions. Additional frames may be transmitted
depending on an estimation of the availability of resources. The availability

of resources is estimated by a user based on:
o The current window size. and

¢ The number of positive acknowledgments received within a given time
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period.

These two measures indicate the rate at which frames are being transmitted
by the router and the rate at which acknowledgments are being received from
the destination. That is, conditions in the two way route from source to
destination are reflected in negative acknowledgments, because on congested
paths. marked cells may be discarded resulting in reception of incomplete
frames at the destination, which subsequently are negatively acknowledged.

Using the window size and the number of positive acknowledgments re-
ceived within an estimation interval. an estimate of the additional transmis-
sion capacity that may be used to transmit cells in excess of the window size
is made. We will refer to the transmission capacity in excess of the window
size as the creess capacity and the cells that are transmitted by a user using
this capacity as creess cells. Cells that are transmitted within the window
are not marked. and such cells are not discarded at routers if congestion de-
velops. The performance of the network seen by users that are transmitting
within the window size should not be affected by users transmitting excess
cells. Thus. users may transmit excess cells on condition that they may be
dropped in the event of congestion at any router in the network. Excess cells
are marked by the user before transmission. A marked cell may be discarded
at any router which is congested. At the destination, discarded cells will

r

result in an incomphs. % = ar frames. Error detection procedures at the

higher layers such -+ ke adapr=tion layer or the transport layer flags such
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frames. Entire frames that are discarded are detected by missing sequence
numbers. In the LW scheme, frames that are received in error are selectively
retransmitted. The choice of selective retransmission is based on studies
in {45, pages 306-312] that has demonstrated its suitability for high speed
networks. The operation of the LW is therefore similar to that of any sliding
window mechanism with explicit congestion notification such as the explicit
binary feedback schieme [18], except for the excess cells that may be trans-
mitted by users. Transmission of excess cells in the LW has the following

advantages over the conventional sliding window mechanism.

1. Transmission of excess cells will normally occur when a user has ex-
hausted the assigned credits but knows that the network has available
resources 1o handle a few more cells. Cells transmitted using excess

bandwidth reduces the users backlog.

~
.

Acknowledgments received in regard to excess cells increase the rate at
which the window adjustiment is done in comparison to the conventional
window mechanism. The LW is therefore, able to respond to changes

faster than a comparable sliding window mechanism.

3. Real time traffic which requires a bounded delay are transmitted using
excess capacity with some probability of success in this scheme. Using
the window mechanism, this type of traffic may suffer excessive losses if

the delay incurred while waiting for credits to becorie available exceeds
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the permitted end-to-end delay.

The cost of permitting the transmission of excess cells is increased delay for
frames whose cells may be discarded at congested nodes because such frames
have to be retransmitted.

Routers and users are hoth responsible for implementing flow and con-
gestion control in the network. The operations performed by the routers and

users is outlined below.

3.1.3 Router operation

A router has two main processes. “receive” and “transmit” processes whose
states are shown in Figure 3.4. These two processes may be executed con-

currently when the buffer is not empty since the links are unidirectional.

The receive state

When a .« <. 7ves at the router, it is queued for transmission if the buffer
threshold 17 i...s not been exceeded. Marked cells are discarded on arrival
at the router .f the number of cells queued for transmission at the router
exceeds By. All cells that are not marked are :eued for t:n::sinission unless
the buffer is full. If the buffer is full on arrival of a cell t;:a: is not marked,

the arriving cell will be discarded only if there is no marked cell in the buffer,
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Figure 3.4: States of router processes

otherwise. it will replace the marked cell. The router queue length and cell
loss record are updated every time a cell is received. If the bufler is empty
at the arrival of a ccll. the receiver schedules the transmission of the received
cell in the next time slot. The receiver may go into the wait state if there

are no incoming cells.

Transmit state

When the buffer is not empty. one cell is transmitted per time slot. After
transmission of a cell, the queue length at the router is updated. The average
queue length ! of cells awaiting service is determined based on the number

of cells queued for service at the router over an averaging interval T,,,. We
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shall defer discussing the choice of T, to a later section. The transmitter
may go into the wait state only when the buffer is empty. The instant when
the transmitter resumes transmission after an idle period because the buffer
was empty is referred to as the time of regeneration. T, is updated every
regeneration, that is, when the transmitter resumes transmission after it was

in the wail state.

Congestion detecticn

The router sets PTI = 000 and PTI = 001 to PTI = 010 and PTI = 011
respectively. in the cell header of cells arriving at the router when the average

queue length. I exceeds the threshold By

Congestion control.

A marked cell is dropped if it arrives at a router when the buffer or queue
length threshold By has been exceeded. Otherwise, it is queued for trans-
mission. Cells that are not marked are all queued for service, except when
the router buffer is full. lu this case, all incoming cells are dropped. We
note that the cell loss priority (CLP) bit in the ATM header can be used to

implement this special priority scheme.
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Figure 3.5: States of user processes

3.1.4 User operation

The user has two processes. “transmit” and “receive” processes. The states
of the two processes are shown in Figure 3.5. In a similar way as the router

processes, the user transmit and receive processes may executed concurrently.

Transmit frame

Traffic sources generate traffic according to the message arrival process. Mes-

sages generated for transmission are comprised of packets. A headrr and
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trailer are added to form frames by the user. The user subdivides frames
into cells and attaches the required header field before transmitting it to the
router, such frames remain queued until a NAK or PAK is received. Before
transmission, the PTI field of each cell is set to 000 except for the last cell
of a frame in which the PT1] field is set to 001 to mark the end of a frame.
Cells are transmitted from the user to the router at the access link speed,
subject to availability of credits. If the credits are exhausted but excess
capacity is available. the user marks cells before transmitting them to the
router. When credits as well as excess capacity are exhausted, all arriving
frames (newly generated as well as retransmission requests) are queued in the
access queunc until more credits become available. After transmitting a frame
to the router, the number of credits assigned to the user is decremented by

one, i.¢ one credit permits transmission of one frame.

Receive acknowledgment

Acknowledgments received may be positive (PAK) or negative (NAK). When
a PAK is received, the number of credits is incremented, and the acknowl-
edged frame is removed from the queue. Similarly, when a NAK is received,
the number of credits is incremented but this time, the acknowledged frame
is queued for retransmission. This is the “queue retx” state shown in Fig-

ure 3.5.
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Parameter update

The window size is adjusted after receiving a number of acknowledgments
equal to 2W, where ¥ is the current window size. Of the 21 acknowl-
edgments received, only the last W’ are considered for purposes of window
adjustment, while the rest are ignored. This is to take the effect of the
last window adjustment into consideration. If more than 50% of the W ac-
knowledgments considered for window adjustment carry positive feedback,
the window size is incremeuted. Otherwise, it is decreased geometrically by
multiplying it by a reduction factor. In addition, an estimate of the excess

capacity is made every 27, where 7 is the one way propagation delay.

3.1.5 Receive cell

The destination receives cells and acknowledges all received frames. A user
enters the receive state depicted in Figure 3.6 due to the arrival of a cell.
In this state. the user performs the folloviing operations. Arriving cells are
accumulated (“queue cell” state. shown in Figure 3.6), to reconstruct frames
before passing them on to higher layers. If, after a cell is queued, the end
of frame is detected. then an acknowledgment for the received frame is sent.
Otherwise, the receiver stays in the wait state. The received frames can
be regarded as either complete or incomplete. Complete frames are frames

with no lost cells, while any frame with one or more lost cells is considered
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Figure 3.6: User receiver state diagram

incomplete. Incomplete frames and frames received with errors are detected

at the ATM adaptation laver through the use of:

1. The frame length which is transmitted as part of the frame,

o

. Error detection of reccived frame by cyclic redundancy checking (CRC),

and

3. A reconstruction timer which limits the maximum duration of time

required to reconstructed a frame.

The destination therefore accumulates cells until an entire frame or an in-
complete frame is detected. For each received frame, an acknowledgment is
sent by the destination. The acknowledgment is positive for complete frames
while it is negative for incomplete ones.

When the received frame is complete and is in sequence, it is positively

acknowiedged. and the user either returns to the wait state or continues
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to receive incoming frames. If the frame is incomplete but in sequence,
a negative acknowledgment is sent to the source as mentioned above, and
serves as a retransmission request. Such incomplete frames are discarded
by the destination. If the received frame is out of sequence (complete or
incomplete), then it is either a retransmitted frame or there are missing
frames between the received frame and the expected one. A retransmission
request is made for all missing frames.

Acknowledgment frames are also used to deliver feedback of congestion
experienced by the cells of the frame being acknowledged to the source. The
congestion status is determined for the PT1 field of each cell as follows. The
congestion sign in the PTI field in each received cell is noted. The congestion
feedback sign sent to the source is based on a majority of the congestion sign
in the PTI fields of cells in a frame. The feedback is copied into the header of
the acknowledgment frame. which is transmitted to the source of the frame.

In the remainder of this chapter, the router and user operations are pre-

sented in detail.

3.2 Router Operation

In this section. we discuss the policy of congestion feedback signal generation

duc to congestion at routers feedback filtering and congestion control.
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3.2.1 Feedback signal generation

In the LW scheme, each router is viewed as a single server. The service
discipline of the server may be first-come-first-served (FCFS) or round robin
[29]. Different sources of traffic may share the same path, or have different
paths, only interacting at routers common to the different paths. A common
buffer is shared by all the traffic that passes through a router. If congested,
a router sets the PTI = 000 and PTI = 001 to PTI = 010 and PTI = 011
respectively, of each arriving cell to indicate a state of congestion at the
router. Congestion at a router may be detected by the level of utilization of
the router, by queue length or both.

The utilization of a router depends on the service requirements of each
virtual channel with the router in its path. A router serving virtual channels
with different paths may be heavily utilized depending on the service require-
ments of each of the virtual circuits. Utilization of a router therefore, may
vary considerably depending on the traffic in the paths of virtual channels
that are served by the router. With such a variation, utilization is not a good
indication of path congestion. Therefore, in this scheme, congestion detec-
tion is based on the queue length at the router. A single threshold value,
Br, is used as a decision point for feedback generation. This is chosen based
on studies in [48], which test the policy of using a single threshold as well as

hysteresis to set the congestion indication in the PTI field in the header of
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a cell. In [48], it is found that the power' is maximized when hysteresis is

nonexistent with a threshold value = 1.

3.2.2 Feedback filtering

The congestion indication bit in a cell header is set if the average queue length
at the router exceeds the threshold Br. As mentioned earlier, congestion
detection at a router is based on the average queue length rathc. than on
the instantaneous queue length, since using the instantaneous queue length
to indicate congestion may trigger false alarms causing users to reduce their
window sizes while the router is not necessarily congested. This may also
result in an unacceptably low throughput.

The queue length is therefore averaged over a certain period of time. A
number of averaging methods have been proposed but we choose to use the
adaptive averaging in this scheme. In the adaptive averaging method, the
cycle time is determined by a router adaptively. A cycle, T, as shown in
Figure 3.7, is defined as a busy + idle interval seen at the router. This
interval is also called the ‘regeneration cycle’ and the beginning of the busy
period is called a regeneration point. The average queue length is given
by the area of the shaded curve shown in Figure 3.7 divided by the cycle

time. This average will be used for the duration of the next cycle. Some

a=1l
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Figure 3.7: Adaptive averaging

refinements to account for the case where the regeneration cycle may be very
long is adopted. For example. when the busy period is very long, it may be
necessary to reflect a more current average queue length than the previous
cycle’s average. The feedback based on the previous cycle may not reflect the
current situation. Therelore, basing the average queue length on the previous
cycle as well as the current. though incomplete cycle, as shown in Figure 3.7
will take the condition of both cycles into account. The queue length average
l is calculated by romputing “the area under the queue length curve” since
the beginning of the “previous” cycle and dividing it by T,,,. The averaging
is therefore performed as each cell arrives at the router. Thus, as the current
cycle gets longer, the average duc to the current cycle begins to dominate

and the average of the previous cycle decays.
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3.2.3 Congestion control

Marked cells may be discarded depending on the state of a router when a cell
arrives at it. If the instantaneous queue length L is less than the threshold
By, the cell is queued for transmission at the router. Marked cells are served
in a way similar to other cells . ~the same connection that are not marked.
If the service discipline at a router is prioritized, all cells of a connection are
served according to the priority of that particular connection. If the number
of cells queued at a router exceeds By, marked cells are discarded. When the
buffer is full, unmarked arriving cells will be discarded only if there are no
marked cells in the buffer. Otherwise, a marked cell in the buffer is discarded

in order to accommodate the arriving cell that is unmarked.

3.3 User operation

A number of decision parameters may affect the window adjustment policy:
¢ The choice of the frequency of window size adjustment
o The choice of the type of congestion feedback information
o Use of congestion feedback information (signal filtering)
o The window size increment and decrement algorithms

¢ The excess capacity estimation algorithms
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o The maximum time that an established connection may be idle for and,
on resumption of transmission, continue using a window size equal to

the size at the start of the idle period.

o The initial window size of a user that has an established connection
when it resumes transmission, after it has been idle long enough to be

regarded as a dormant user

o Re-adjustment of the window size by users that have been transmitting
using a capacity less than the current window size for a period of time
that exceeds some preset limit, to the size required for the current rate
of traflic generation. Such a situation may occur when an active user
at some point has less traffic to transmit than permitted by the current

window size.

3.3.1 Window size adjustment frequency

First, we define W_; and W’ to be the window size before adjustment and
the window size after adjustment, respectively. We distinguish W;_, from W;
for clarity of exposition and to maintain consistency with the conventional
window mechanism. We shall justify why it is not necessary to distinguish
between W_; and 117, thus we use a single value of the window size, W, equal
to W} in the window adjustment and estimation algorithm. It is assumed that

the user has sufficient traffic to fill the window size in following discussion.
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In a window mechanism, window size adjustment is done after receiving
W,_, + W, acknowledgments since the window was last adjusted. The window
size is adjusted after receiving Wi_; + W; in order to take into consideration
the effect of the previous window size adjustment, before a new adjustment
is made. Suppose the window size adjustment policy increases the window
size additively by w and decreases the window size multiplicatively by a fac-
tor 7, In Figure 3.8, we denote the one-way propagation delay by T. As
shown in Figure 3.8, the window size is increased by w at time 1, to make
W, = Wi,_, + w. At time {,. there are W;_; outstanding frames. The win-
dow size will be adjusted again after receiving Wiy + W; acknowledgments.
Congestion feedback from the first Wi, received acknowledgments will be
ignored since these acknowledgments are due to frames transmitted before
the adjustment of the window size. Wi_y + w acknowledgments are consid-
ered in increasing the window size which, as shown, in Figure 3.8 will happen
at time # = {; +47. Clearly. this corresponds to adjusting the window size
after approximately 47, where 27 is the round trip propagation delay, given
that the window size, W', is small compared to 27.

In the LW, we maintain the window adjustment frequency to be every
Wi, + W of received acknowledgments. We define W, to be the excess
capacity estimated by a user in the L\V mechanism. We shall refer to the
excess «apacity, W,. as excess credits since with this excess capacity, W,

frames snay be transmitted. W, excess credits in addition to W; credits are
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therefore available to a user in the LW mechanism. Similar to the window
mechanism, the current window size W; = W;_; + w after it is incremented.
The shaded region of the LW diagram in Figure 3.8 is the excess window
size W.. As stated earlicr. credits are in terms of frames, but transmission
of frames is in the form of cells.

With W. excess credits. W, ex.cess frames may be transmitted. We define
E 10 be the number of received acknowledgments due to the transmission
of excess cells in addition to W,_; + W; that would be received when using
the window mechanism in a window adjustment interval. Two methods of
frame transmission are proposed. The first method does not distinguish
hetween the two types of credits which means that any mixture of marked
and unmarked cells may be transmitted within a frame. The second method
distinguishes excess credits from normal window credits. We shall discuss

the implications of the use of each of the two methods.

I. Using the first method of frame transmission, a mixture of marked and
unmarked cells within a frame may occur as follows. Suppose that dur-
ing transmission of some cells. only excess credits are available. The
cells transmitted will therefore be marked. Furthermore, suppose dur-
ing the transmission of marked cells and before the entire frame has
been transmitted. additional credits become available. Cells transmit-
ted after the arrival of credits will not be marked. Clearly, a mixture of

marked and unmarked cells can be transmitted within the same frame.
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The decision to decrement either the credits or excess credits after a
frame has been transmitted is made as follows: The number of credits
is decremented if the cells transmitted in a frame are all unmarked or
partly marked, while the number of excess credits will be decreased only
when all the cells of a frame transmitted are marked. The significance
of transmitting marked cells in this case is that, in total, we expect
a higher rate of transmission than in the window mechanism. This is

reflected in the number of received acknowledgments.

As has already been stated. the window size is adjusted after receiving
Wi_, + W, acknowledgments. Some of these acknowledgments are due
to marked cells transimitted while others are due to transmission of un-
marked cells. In order to evaluate the effects of transmitting marked
cells on the rate of window adjustment, we should identify acknowledg-
ments received due to the transmission of marked cells. This. however,
is not possible since acknowledgments do not distinguish between the
use of credits or excess credits. For discussion purposes, we let E be
the number of received acknowledgments due to the transmission of
marked cells within a window adjustment interval. Therefore, in one
window adjustment interval, we can say that E of Wi_; + W] receiwed

acknowledgments are due to the transmission of marked cells.

2. Using the second method, all cells in a frame are transmitted either
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marked or unmarked. After a frame is transmitted, the decision to
decrement either credits or excess credits is straightforward because if
all the cells transmitted are marked, then the number of excess credits is
decremented; otherwise, if all the cells transmitted are unmarked, then
the number of credits is decremented. In this case, E, which is defined
as the the number of acknowledgments received due to the transmission
of excess cells in a window adjustment interval has a definite value.
However, the actual value may not be known, because entire frames
may be discarded, which means acknowledgments for such a frame will
be received after the destination detects that there is a missing sequence
number. Some acknowledgments may therefore arrive after the end of

window adjustment interval in which it was expected.

Using either of the frame transmission methods discussed above. E addi-
tional acknowledgments will be received within 47. The expected window
size adjustment interval in the LW is therefore reduced to 47 — E.

Finally, let us consider the cffects of resetting the window size by a user
after it has been idle for a predefined time duration. Resetting the window
size does not affect the basic interval of window adjustment because users are
allowed an idle period greater than 47, which is greater than the adjustment
interval. before any reduction in their window sizes can be implemented.
This interval is chosen in order not to unnecessarily throttle users that may

be waiting for outstanding frames to be acknowledged.
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3.3.2 Signal filtering

The decision to increase the window size is made by the user based on a
function of the number of positive congestion feedback received within W
acknowledgments. We use the threshold function determined in [48] by which
the window size should be increased if the positive feedback exceeds 50% of

U acknowledgments received. or is reduced otherwise.

3.3.3 Window size adjustment and estimation of ex-

cess capacity

An additive increase/multiplicative decrease algorithm is used to adjust the
window size W'. The additive factor is 1, while the multiplicative reduction
factor is a parameter rp,.. After adjusting the window size. Wi be greater
than W,_; when the window size is increased. But when the window size is
decreased, W', is lees o0 Wi_;. However, in the window adjustment and

estimation algori. it W= W for the following reasons.

I. Increasing the window size by one does not introduce a significant dif-

ference between Wi_; and Wi,

2. When the window size is reduced by a factor, ryen < 1, the cur-
rent window size W', becomes smaller than W;_;. Depending on the

value of 770, W; may become significantly smaller than W;_;. 1In
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the window mechanism, window adjustment is done after receiving
W,_, + W, acknowledgments. If no distinction between W; and W;_,
is made, i.c. W = W, then the window is adjusted after receiv-
ing 2W = 2rpq x Wi_; acknowledgments, which may be less than
W;+ W,_;. Thus after the window size is decreased, the rate of window
size adjustment will be higher than in the case where explicit values of

W,_, and W’ are used. A higher rate of window adjustment is desirable

as it enables users to respond to the state of the network faster.

A similar window adjustineut policy has been proposed in {2].

The excess capacity that a user may use to transmit marked cells is based
on an estimate of the network load along the path of the connection under
consideration. The estimation is performed &5 follows: each user is assumed
to have an estimate of the round trip delay 27; of connection i. The estimated

excess window size, W', of a connection i is calculated as
I YRR i "
We = A,(27) =€), x W,

where 4}, (27) is the number of positive acknowledgments received within
2r;, W'is the window size and €, is an estimation factor. The values of
€}qe are determined experimentally.

The rationale behind this estimation technique is as follows. In Figure 3.8,
we show that one expects to receive W' acknowledgments within a round trip

time interval 27; if the network is uncongested. We permit some excess cells
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to be transmitted and measure .Ll;a,(Qr), the actual number of positive ac-
knowledgments received in 27,. The number of positive acknowledgmentis
received in any time interval indicates the resources available to the connec-
tion during the transmission time, which is equal to A_,(27) frames over a
time interval of 2r; for user i. Therefore, if A}, (27) ~ W' > 0, then user i
could have used 4}, (2r) — W additional credits without causing congestion
in the network., We make a prediction of the excess capacity for user i based
on this quantity by introducing an estimation factor ¢}, ,,.

In making the estimate H?. we attempt to get an idea of the number
of additional {iames that may be transmitted by a user without causing
congestion in the path of the connection. An interval that is a multiple of
27,. the round trip propagation delay. is chosen hecause over such an interval,
a user that has sufficient load is expected to receive acknowledgments equal
to the window size 1’\, The vajue of 27; need not be known precisely, but it
should be kept comstant for the duration of the connection.

An aspect that came out of experiments is that we can get a lower prob-
ability of loss by incredsing the frequency of estimation. For example, a user
may observe the number of PAK received in 7; instead of 27;. The PAK re-
ceived in 7; is modified to reflect the number of PAK that would be observed
in 27;. This is done by introduring a gain factor G into our estimation equa-
tion. G adjusts the number of PAK received in 7; to reflect the number of

PAK that would be received if an observation of acknowledgments was made
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over an interval of 27;. The estimation equation can thus be rewritten as

Wi=G x AL,(1) = € x W

pos

3.3.4 Duration of the idle period

An established connection may become idle temporarily, but the users may
wish to maintain the connection. When such users restart transmission, the
window size and the estimate of the excess window before the connection
became idle need to be modified to reflect the current state of the network.
This is due to the fact that changes in the network are fast and the load in the
network may have changed considerably depending on how long a connection
has been idle. We introduce a limit Ty, of how long a connection that is
temporarily idle is considered to be still active. Ty, is set to n x 7, where
n is a factor determined experimentally. A user that becomes temporarily
idle may resume transmission after the idle period with the window size
unadjusted if the duration of the idle period is less than Tjy.. When the idle
period is greater than Ty, the user is required to resume transmission with
a window size equal to ihie initially negotiated size, W;,. The user also resets
the estimate, W, = 0.

Users that have window sizes in excess of their requirement will be able
to transmit all their traffic within the assigned capacity. If the duration of

congestion at intermediate nodes or routers is short, then a sufficient number
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of cells from such users may pass the points of congestion without having their

congestion notification bit set to 1 for two reasons:

1

f)

r4

. The interval of transmission of successive frames by such users may be

long compared to the duration of congestion at intermediate nodes.

. Since there is usually no shortage of credits, a frame is transmitted as
soon as it arrives at its source. Therefore, frames are equally spaced
apart. in time. Since congestion is usually short-lived, very few frames
may encounter it. Therefore, the number of negative acknowledgments

received is insufficient to cause such users to reduce their window sizes.

If such a situation occurs, the users will receive acknowledgments, a majority

of w

hich will carry positive feedback. This may result in a monotonic increase

in the window size of some users while for others the window sizes may

fluctuate. Such an occurrence is undesirable because

1

-~
.

. Occasionally. users with large window sizes may have sufficient traffic
to fill their window size, causing a huge burst of traffic in the network.

This may result in big losses.

The LW permits transmission of marked cells on condition that they
may be discarded at congested nodes. Users with disproportionately
longer windows will be allowed to transmit a big percentage their traf-

fic unmarked, which may result in an increased number of marked cells
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being discarded. This may be considered an unfair allocation of avail-
able transmission capacity and may also degrade the performance of

the LW mechanism.

Based on these arguments, a user whose window size is in excess of its re-
quirement will have to reset its window size to its required capacity after a

time Tresers L0 prevent a monotonic increase in the window size.

3.4 Summary

I this chapter. the LW mechanism was proposed and its principle operations
discussed in detail. This mechanism should be implemented at the ATM
adaptation layer. The CLP and the PTI fields in the ATM cell header enable
the LW to provide the functionality discussed in this chapter.

The LW mechanism uses the same prineiples as the window mechanism
with the modification that it permits cells in excess of the window size to be
transmitted by users. The number of ‘e,\'cess cells that a user may transmit
at any given time is based on an estimate of the network load.

Excess cells are transmitted on condition that they may be discarded at
any congested node. The user is therefore required to distinguish excess cells
by setting the C'LP to 1 for excess cell and to zero otherwise. On arrival at
a congested router, a cell with the CLP set to 1 may be discarded.

The network load is measured by routers using an average length of the
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cell queue. The averaging interval is determined adaptively by each router.
Whenever the average queue length exceeds a set threshold, the PTI field of
arriving cells is modified to indicate congestion experienced. In addition, the
router discards all cells which have the CLP bit set to 1 when the instanta-
neous queue length exceeds the threshold.

At the destination, cells are- accumulated to reconstruct frames from the
received cells. Complete frames that ave error free are positively acknowl-
edged, while incomplete frames or frames received in error are negatively
acknowledged. The destination determines the sign of the congestion feed-
back to be sent to the source by a majority sign of the congestion indications
in the PTI fields of cells in the frame.

Users periodically adjust their window sizes based on the feedback in the
received acknowledgment. In addition, an estimate of the excess capacity is

made every 27.



Chapter 4

Simulation model and results

In this chapter. the implementation of the LW mechanism and the network
architecture used to test it are studied using a simulation model. The simula-
tion model implements both the user and the router functions. A description
of the implementation window mechanism and the virtual leaky bucket. Fi-
nally, results of performance of the LW and comparisons to other schemes

are presented.

4.1 Description of the model

In this simulation model. a two phase traffic generator with geometrically
distributed active and silence periods is used for traffic generation by each

user. First, we shall define the terms used in this chapter.

98
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4.1.1 Definition of terms used

message.queue: queue of messages with frames that have not been ac-

knowledged

access_queue: pointer to the next frame awaiting transmission in the mes-

sage_queue
retransmit_queue: queue of framme sequence numbers to be retransmitted
current_time: the clock or global value of time
s window size
Wier: maximum permitted window size
Wiin: minimum negotiated window size
W, excess window size

W,: number of frames transmitted which have not been acknowledged (out-

standing frames)
Wn: number of outstanding frames that are marked

W;,: initial window size of the connection, which may be different from the

minimum window size



CHAPTER 4. SIMULATION MODEL AND RESULTS 100

T.gie: the maximum duration of time an established connection may be idle
and on resumption of transmission may continue using W, the window

size at the start of the idle period

Theser: the maximum duration of time an active user may transmit at a rate
less than that permitted by the current window size without being

required to readjust its window size to its current rate of transmission

Apsst number of positive frame acknowledgments received by a user in an

estimation interval

fback: number of positive congestion feedback indications received in a win-

dow adjustment interval
b: number of rower cell buffers occupied at any time instant
By: buffer threshold
¢ ot estimation factor
0t Window reduction factor
B7': mean of duration of the traffic generator in the active state
a~': mean duration of the traffic generator in the silent state

4~1: mean inter-arrival time of frames in active state
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When each of these terms refers to an individual user, it is to be understood

that it will be implicitly indexed by the user number.

4.1.2 Message generation

The active and silent states of the two phase traffic generator are geomet-
rically distributed with means 377 and a~', respectively. A single message
consisting of a number of frames is generated in one active period. In the
active state, frames are gencrated according to a geometrically distributed
inter-arrival tinié ¢;, with mean 4~!. The frame length is chosen to be either
2 or 20 cells with equal probability. This is the nature of traffic in diskless
work stations on an Ethernet [27]. After initialization. the traffic generator
schedules an active period for each user 7 to begin at a randomly chosen time,
t,. A geometrically distributed active period, lasts for ¢, time units. Frames
of length 2 or 20 cells are generated during the active period and queued at
the users message_queue. At the end of the active period, a geometrically
distributed silence period 1, starts. The next active period is scheduled to
start at the end of the silence period. Traffic generation is summarized by
the pseudocode in Figure 4.1 which uses a random number, u, between 0 and
I. Each frame is assigned a sequence number upon generation. The sequence

numbers used are in the range of 0 to 231,
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Procedure: Generate message

time := {,
message.queue := NULL
access.queue := NULL
retransmit_queue := NULL
begin

repeat

u := random()

current_time := time

— Intu)
la = I.lnzilrd)]

while (current.time < time + {;) {
u := random()
it (u> 0.5)
frame.size :
else
frame_size := 2
queue_frame(message.queue)

u := random()

! In(u)

= Tin(l=9)

sleep(t;)

current.time := current_time + {;

}

u := random()

) ,__I- In{u)

T ln(l-a)

sleep (I,)

time := current.time + {,
until(doomsday)

end

20

Figure 4.1: Message generation
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4.1.3 Frame transmission

We will assume that each user has a transmission buffer which stores the
frame being transmitted. The transmission buffer is assumed to be of suffi-
cient size to accommodate a frame. The user partitions a frame and adds the
required header to form ATM cells before the start of transmission. As de-
picted in the state diagram in Figure 3.5 and, as already discussed in chapter

3, a user may start transmission when one of the following events occur:

o When a new frame is received from the message generator. and trans-

mission credits are available,
o When a retransmission request for a frame is received. or

e \When additional unused capacity becomes available due to the arrival
of an acknowledgment which increases the number of available credits

or additional excess capacity.

There are two modes of transmission. The first, which will be referred to
as strategy A, allows for transmission of a mixture of marked and unmarked
cells within a frame. The second method distinguishes between credits and
excess credits. All cells within a frame are transmitted using either credits
or excess credits. We shall refer to this method as strategy B. The trans-
mission algorithm for the strategies A and B are given in Figures 4.2 and

4.3. respectively. The two algorithms are the same except for the control
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of cell transmission. Before describing these algorithms, the following addi-
tional terms are defined first. The procedure felch_frame acquires a frame
from a specific queue into the transmission buffer and advances the pointer
(access_queue or retransmit_queue) to the next frame awaiting transmission.
The procedure transmit_cell queues one cell per time slot at the transmis-
sion link. zmif_count is the number of cells in the transmission buffer. The
flag restricted is used in strategy B to indicate that transmission using excess
capacity (marked cells) is in progress. The flag is reset after an entire frame
has been transmitted.

Retransmission requests are given a higher priority than newly generated
frames. \When fetching a frame to be transmitted, the retransmission queue
is inspected first. The transmission buffer is loaded with a frame requested
for retransmission if the retransmit queue is not empty. When the retrans-
mitqueue is empty. the frame pointed to by the access_queue is loaded into
the transmission buffer. Transmission of a frame is subject to the availabil-
ity of credits. Marked cells are transmitted in strategy A only when excess
capacity is available and all the credits are exhausted. From the instant
that credits become available until all credits are exhausted, all cells trans-
mitted are not marked.. In other words, transmission using excess capacity
stops when credits become available and may resume only when credits are

exhausted.
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In strategy B however, arrival of additional credits does not necessarily
pre-empt transmission using excess capacity. If on arrival of additional cred-
its, transmission of a frame using excess capacity is in progress, then the
remaining cells in the frame will all be transmitted using excess capacity.
Thus all the cells in the frame are marked. Cells transmitted subsequent
to the end of a frame whose cells are marked will be transmitted without
marking until the credits are exhausted. In both transmission strategies, the
PTI field in the cell header is set to 000 except for the last cell of the frame
that this field is set 1o 001 to mark the end of frame.

When credits as well as excess credits are exhausted, retransmission re-
quests or newly gencrated frames will wait in the retransmit or access queue
respectively. until additional credits or excess credits becomes available. A
user may become idle because there is nothing to transmit. which corresponds
to the wait state in Figure 3.5. On resumption of transmission activity, if a
user has been idle for a time period longer than Ty, it resets the window size
to Hin. As discussed in Chapter 3. an active user that has been transmitting
at a rate less than that permitted by the current window size for longer than
a preset time interval, T,.se. is required to reduce its window size. In the
implementation. the window size is reduced to the maximum size used in
the interval T, 4. Until the transmission buffer becomes empty, cells are
transmitted to the router at the access line speed. We assume that the prop-

agation delay from the user to the router is zero and the access line speed is
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the same as the trunk line speed. Therefore one cell is queued at the router
per time slot until the entire frame has been transmitted. The transmission

buffer can be loaded with another frame when it becomes empty.

4.1.4 Receive cell

Cells received by the ATM layer at the destination are passed on to the adap-
tation layer for frame reconstruction and error detection before being passed
on to higher layers and before an acknowledgment is sent to the source. Fig-
ure 4.4 is the algorithm executed by the cell receiver. In this algorithm,
the operations performed to reconstruct frames from received cells, conges-
tion feedback generation. request for retransmission of incomplete frames or
frames received in error are included. The other operation belong to the
adaptation layer and are outside the scope of this thesis. Frame sequence
numbers are transmitted as part of a frame and are recovered after a frame
is reconstructed.

The terms used in the algorithm will be defined fisst. bits_set counts the
number of cells within a frame which have the PTI field indicating no con-
gestion. cell_count is the number of cells of a frame that have so far been
received. cell.rec is the total number of cells received at the destination for
complete frames. cell.rec is used to calculate the average link throughput at

the end of the simulation run. frame.delay() computes the average and the
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Procedure: Transmit {frame

W = W,
We := W, =W, :=0
begin
repeat
it (W, > IV and Wy, > W,) Wait, no credils

vait.event{credits or excess bandwidth)
if (retransmit_queue # NULL)
fetch.frame(retransmit_queue, xmit_buffer)
else if(access_quiéue # NULL)
fetch.frame(access.queue, xmit_buffer)
else
wait_event (frame_arrival)
xmit.count := frame_size

while (xmit.count > 0) { Transmil frame, cell by cell
if(xmit_count = 1) Not end of frame
PTI := 000
else End of frame
PTI := 001
it (1, < 1) Cell nol marked

transmit_cell(xmit_buffer)
smit.count := xmit.count - 1
if (xmit.count = 0)
W, =W, +1

else if (W, < 1¥) Cell marked
mark.cell
transmit_cell(xmit_buffer)
xmit.count := xmit.count - 1
if (xmit.count = 0)

Wi 1= Wy, + 1
}
until(doomsday)
end

Vigure 4.2; Strategy A frame transmission algorithm
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Procedure: Transmit frame
W .z W,
We 12 W, 1= W, := 0
restricted := 0
begin
repeat
it (W, > W and W, > W)
wait_event(credits or excess_bandwidth)
if (retransmit_queue # NULL)
fetch_frame(retransmit.queue, xmit_buffer)
else if(access_queue # NULL)
fetch_frame(access.queue, xmit_buffer)
else
vait_event(frame.arrival)
xmit_count := frame._size

108

Wait, no credits

Not end of frame

End of frame

while (xmit_count > 0) { Transmit frame, cell by cell
if(xmit_count = 1)
PTI := 000
else
PTI := 001

if (M, < I} and restricted = 0)
transmit_cell(xmit.buffer)
xmit_count := xmit.count - 1
if (xmit.count = 0)

W, = Wy, +1

else if (11, < 1))
restricted := 1
mark.cell
transmit.cell(xmit buffer)
xmit.count := xmit_count - 1
if (xmit.count = 0)

restricted := 0
W= Wy +1
}
until(doomsday)
end

Cell not marked

Cell marked
Set flag

Resel flag

Figure 4.3: Strategy B frame transmission algorithm
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distribution of the end-to-end frame delay. mar_frame_size is the maximum
number of cells permitted in one frame. Max_frame_size detects loss the cell
that marks the end of frame. Loss of part or an entire frame is detected by the
reconstruction timer, which limits the maximum duration of time, T}, that it
may take to reconstruct a frame. The actual values of T} that may be used
have not yet been standardized. The simulation model used does not imple-
ment the reconstruction timer. but instead uses frame sequence numbers to
determine cell loss. The sequence number is not transmitted as part of a cell
but it is included in the data structure of a cell. Cells are accumulated by the
routine queue_cell(). The end of a frame is detected by the adaptation layer
on arrival of a cell with the P'I'T field in the header set to either 001 or 011.
'The acknowledgment signs for complete and incomplete frames are positive
and negative. respectively, The routine make_ack() makes acknowledgments
based on the cell received in a frame. Congestion feedback carried by the
acknowledgment is based on bits_set, the number of cells received which have
the PTI field equal to 000 or V01. The routine make_feedback() determines
the congestion feedback sign. Cells of an entire frame discarded at congested
nodes will result in missing sequence nuinbers at the destination. We shall
refer to such frames as missing frames. The order of sequence numbers of re-
ceived frames is checked to determine whether there are any missing frames.
Retransmission requests for the missing frames are submitted by the desti-

nation. The sequence numbers of the frames requested for retransmission by
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the destination are queued in the missing frames queue in the order of the
expected arrivals of retransmissions. That is, the sequence number at the
head of the missingframes queue is expected to arrive first and the sequence
number at the tail of the queue is expected last.

We assume that the reception of an unexpected retransmitted frame im-
plies the loss of frames preceding the received frame in the missing frames
queue within the network. Therefore, when a retransmitted frame that is
not at the head of the missingframe queue is received, all sequence numbers
in the missing_frames queuce that precede the received frame are placed at
the tail of the queue and another retransmission request for these frames is
made. Tn the model. we assume that the loss of cells, and hence frames, in
virtual channels occurs only because of discarding at congested routers. This
justifies the assumption that frames that arrive out of the expected order are

due to lost frames.

4.1.5 Receive acknowledgment

When an acknowledgment is received, the major operation performed is to
update the window control parameters. The parameters include W, W, Wy,
Fy. Aps. and fback. The operations performed when an acknowledgment is
received are shown in Figures 4.5 and 4.6. Window adjustments are done

every 2. Feedback received in the last W of those 2W received acknowl-
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Procedure: Receive cell
cell_count := bits_set := 0 Initialize variables
begin
repeat
wvait.event(cell. arrival)
queue_cell()
cell.count := cell.count + 1
if (cell.count + 1 < max framesize and  /Is frame size > mazimum
timer < T}) Jrame size or incomplete?
it ( PTI = 000 or PTI = 001 )
bits.set := bits.set + 1
if (end of frame ) Adaptation layer checks end of frame
if (frame error-free ) and frame error
make_feedback(bitset)
make._ack()
transmit(acknowledgment)
frame_delay()
cellrec = cell.rec + cell._count
bits_set := cell.count := 0
else Error 1 frame
transmit(retransmissionrequest)
queue_seq-no(missing sequence)
cell_count := bits_set := 0

if (frame not in sequence) Mussing frame, request relransmit
it (retransmitted frame)
remove.seqno(missing sequence) Remove from queue

it (frame not in sequence)
transmit(retransmissionrxrequest)
queueseq.no(missing.sequence)
else
transmit(retransmission.xrequest)
queue.seqno(missing_sequence)
else Frame too long or incomplete
transmit(retransmission.request)
queue.seqno(missing sequence)
cell.count := bits.set := 0
until(doomsday)
end

Figure 4.4: Receive cell and make ack when frame is complete
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edgments are used to decide how to adjust the window size. adjust_flag
identifies when to make the window adjustment. If the acknowledgment
received is negative, the frame with the sequence number in the received
acknowledgment is queued for retransmission.

We note that only feedback from positive acknowledgments is accumu-
lated in fback for the purposes of window adjustment since negative acknowl-
edgments are due o discarded cells at intermediate nodes resulting in incom-
plete frames heing received at the destination. Feedback from such frames is
therefore is ignored. This is equivalent to assuming the feedback from such
frames is negative.

Every 27 time units. the excess window size is estimated. Estimation is
done by the function estimatc_excess in Figure 4.6. This is the estimation
formula discussed in Chapter 3. Finally, messages that have successfully been

transmitted are removed from the message_queue at the source.

4.1.6 Router activity

The operations of the router will be presented in terms of the receiver and
the transmitter. The operations of the receiver are given in Figure 4.7. Upon
a cell's arrival to the router, il b, the number of cell buffers occupied is less
than By, the incoming cell is queued for transmission. When b > Br, all

marked cells are discarded. while cells that are not marked are queued for
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Procedure: Receive acknowledgiment
vstimate_time := 27
Apos = Jback :=0

begin
repeat
if (ack = positive ) Positive Acknowledgment
Apos = Apos + 1 Increment positive acknowledgments
if( feedback = pogitive)
fback := fback + 1 Increment posilive feedback
it (W, > 0) Increment credids
W=, -1
else if ( W, >0)
Wy =i, ~1
Fo=F.+1
if(message successfully transmitted) Remove message
remove message () successfully transmitled
else Negalive acknowledgment
it (W, >0)
Wy, = ”‘,m -1
Fri=F, 41
it (F, 2 1) Adjust window parameters
it (adjust.flag = 0)
adjust.vindow.size()
adjust_flag := 1
else
adjust.flag := 0
tback := 0
Fr:=\0
if (current_time > estimate_time) Estimate excess bandwidth
W, := estimate_excess()
estimate.time := current.time + 27
Apos := 0
until(doomsday)
end

Figure 4.5: Receive acknowledgment
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Procedure: estimate_excess()
begin
W, 1= GX Apos — €gaet X W

end
Procedure: adjust.window_size()
begin
it ( fback > I1'/2)
it (‘/V < ”""NH' )
W =W +1
else
W o= W/
it (W< W)
W= Wi
end

Figure 4.6: Estimate excess and adjust window size routines

transmission. 1f the buffer is full, arriving cell that are not marked will
replace marked cells in the buffer. otherwise. the arriving cell is discarded.
The probability of cell loss is calculated from the number of marked cell
discarded when b > By and the number of unmarked cells that are discarded.
The routine compule_loss() computes the probability of loss for a given buffer
size By, and buffer threshold By iy accumulating the number of marked cells
that exceed the threshold By and the number of cells that exceed the buffer
size By in the array Li. The probability of loss is then computed from
the number of discarded cells Ly and the total number of cells transmitted.
computedoss() is shown w F igll;'c 4.8. cycle_start, regen_time, regen-count
and cum_count are used to implement regeneration. As discussed in Chapter

3, regeneration occurs at the end of a busy period. cycle.startis the beginning
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of the first busy period while regen_time is the beginning of the second busy
period. regen_count is the total number of cells received in the first busy
period. cum_count is the total number of cells received in the first and the
second busy periods. Using these variables, regeneration is performed by
regeneration(), the routine shown in Figure 4.8.

The average queue length is calculated at the beginning of an arrival
or transmission slot. We use the variable timelasi_change to note the time
when the average was computed last. The average is then computed by the
function arg() . also shown in Figure 4.8.

Another performance measure used to analyze congestion at the router
is the distribution of duration of congestion. The router is congested when
b, the number of cell buffers occupied, is greater than Br. We measure the
distribution of congestion. as the time interval from the onset of conges-
tion, that is when b exceeds By, to the time when there is no congestion.
starl_cong marks the onset of congestion. At the end of congestion, we com-
pute the duration of congestion and increment the number of occurrences of
the appropriate interval. buff_dist[i] by one. congestion_dist(), the routine
which computes congestion histogram is given in Figure 4.8. Figure 4.9 is
the cell transmission algorithm at a router. Transmission is fairly straight-
forward and may employ either a FCFS or a round robin service discipline
for cells in the router buffer. Fach user 7 is assigned a buffer bi]. On arrival

at the router, cells from user i are stored in bfi]. In the round robin service
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discipline, one cell from bfi], 0 < ¢ < n, where n is the number of active
" connections, is transiitted in a round robin fashion. In the FCFS case, the
cell arrival time is noted, and the cells are transmitted according to their

arrival time.

4.2 Network Architecture

First, we will give a description of the single node shown in Figure 4.10.
‘T'his architecture will be used to test the LW mechanism. The choice of this
architecture will be justified after its description. The router, Ry shown in
Figure 4.10 as a single server queue, has N users connected to it. Each user
is connected to the router by an access line that is assumed to operate at
the same speed as the trunk' line. The users are denoted by s;. 0 < < n,
the router is denoted by Ry and the destination by Do. We assume that
an admission control mechanism that regulates the number of connections at
any time to give the desired GOS is used in deciding whether to accept a new
connection or not. For the purpose of simulation, a number of identical users,
N, and an average cumulative rate of message arrival, J, is dimensioned to
give a desired network throughput, p. The router has a shared buffer of size
B. The router and the destination are interconnected by unidirectional links
with a one way propagation delay of 7. The propagation delay from the users

to the router is zero. Each source generates traffic of the type described in



CHAPTER 4. SIMULATION MODEL AND RESULTS

Procedure: Router receiver

b := timelast_change := @
cyclestart := regen_time := 0
cum_count := regen.count := 0
start.cong := -1
begin

repeat

it (b=0 ) wait_event{cell.arrival)
if( average.length > By)
it (PTI = 000) PTI := 010
else 1f (PTI = 001) PTI := 011
it (b=0 ) wait_event(cell.arrival)
if ( b< By)
queue_cell()
if (timelast.change < turrent.time)

avg()
timelast.change := current.time
b:=b+1
else if (6> Br and CLP = 1)
compute.loss()

discard_cell
else if (b < buffersize )
queue.cell()
if(timelast.change < current_time)
avg()
timelast_change :
b:=b+1
else if ( b= buffer size )
if ( marked cell in buffer)
discard.marked_cell
queue.arriving.cell
if (timelast_change < current.time)
avg()
timelast_change :
b:=b+1
else
discard_cell()
compute_loss()
else
discard.cell()
compute.loss()
it (b > Br and start.cong = -1)
start.cong := current.time
until(doomsday)
end

current.time

current.time

Figure 4.7: Router receiver
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Procedure: compute_loss()

begin
Li=L+1
end
Procedure: regeneration()
begin

cycle_start := regen.time
regen_time := current.time
cum_count := cum.count - regen_count
regen.count := cum.count

end
Procedure: congestion_dist()
i=(
duration = 0 Congestion duration
begin
while (i < buf.dist.max) do
begin
if (current_time - start.cong > duration and
current.time - start.cong < duration + step )
buf dist[i] := buf.disti] + 1
break
else
izi+l
duration = duration + step
end
end
Procedure: avg()
begin
cum_count := cum.count + b
average length := cum.count / (current.time - cyclestart)
end

Figure 4.8: Window update routines
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Procedure: Router transmitter
begin
repeat
it( 6=0)
wait.event(cell.arrival)
transmit.cell()
it (timelast._change < current.time)
avg()
timelast.change = current.time
bi=b-1
it (b < By) and (start.cong # -1)
congestiondist()
start.cong = -1
it (b=0)
regenerate()
until(doomsday)
end

Figure 4.9: Router transmitter
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Figure 4.11: Three node network

Section 4.1.2. Traffic generated by a source is queued at the network node at
an input speed equal to the access line speed as long as the number of frames
transmitted by the user that have not been acknowledged does not exceed the
W. When the number of unacknowledged frames equals W, arriving frames
are queued at the access queue until additional credits become available. The
access queue is assumed to be of an infinite size. Our objective is to measure
the performance of router Iy, which may experience congestion because of
traffic from the users.

To justify the use of a single node as a good approximation for testing the
LW mechanisin, let us consider the network with a configuration shown in
Figure 4.11. This network has three routers, Ro, R; and Ry, represented by

rectangles. Router Ry is connected to users so, 81, ..., S, and R, is connected
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to users #o,1y,...,¢;, and to router Ry by links L; and L;. Router R; is
connected to users wug, uy, ..., %, and to router R, by links Ls and L,. Each
of the routers Ry, Ry and R; may become congesied because of traffic from
the users and links from other routers connected to it. Let us consider what
happens at router R, during congestion. Suppose congestion is because of
traffic whose virtual circuits are routed through Lz. Traffic from L, whose
destination is either s; or {4 will not affect congestion at R; since all arriving
cells from L4 need not be buffered at R, if the links on which these cell are
to be transmitted are not congested. Traffic from link L1 that are to be
routed through Ly will contribute to congestion at R;. L, may however be
considered as one of the sources directly connected to Ry. Callit 1,4y, with an
access link operating at the same line speed as L; and carrying traffic whose
characteristics match those of the superposition of the process of sources s;
through s;. Router R, operates at the line speed of Lz. Transfer of cells
from L3 to the router R, therefore, does not introduce additional congestion
at R;. The single congested node of Figure 4.10 can therefore approximate

a congested node such as Ry with the appropriate traffic process chosen for

each source.
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4.2.1 Dynamic window mechanism

The dynamic window mechanism is implemented by turning off the estima-

tion and transmission of excess cells.

4.2.2 VLB

The implementation of the VLB is similar to the LW except for the flow
control technique, i.e. the assignment of credits and excess capacity that
a user is allowed to utilize. In the VLB, when the number of credits is
exhausted. transmission is not suspended. In this case, all arriving frames
are marked and transmitted. The main difference between the LW and the
VLB is therefore in the method of credit assignment and the excess capacity
that may be utilized by a user. In the LW, the number of excess frames is
limited to W, while in the VLI, there is no limit.

Credit assignment in the VLB is rate-based. The definition of “rate”
may be one of the following: each credit may permit transmission of one
frame or one cell in an average interval of time. The average interval over
which a credit is assigned is based on the negotiated transmission rate, and
this interval will be referred to as the credit-interval. Therefore, the “rate”
specifies the number of cells or frames that may be transmitted within a
credit-interval. When the “rate” specifies the number of cells that may be

transmitted in a credit-interval, it will be referred to as cell-rate, otherwise,
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Rate Frame-rate { Cell-rate || Frame-rate | Cell-rate
Buffer threshold Br 200 200 300 300
Utilization 0.7200 0.8834 0.7139 0.8160
Throughput 0.7023 { 0.4293 0.7023 | 0.5215
%Retransmission 6.0% 86.2% 3.92% 79.9%
Marked frames received 52.0% 47.7% 52.7% 52.2%
Mean end-to-end delay 2730 15681 5281 9225
(Cells)

Maximum Buffers 117 363 471 516

Table 4.1: Rate based on cells and frames per credit-interval (VLB)

if it specifies the number of frames, it will be referred to as frame-rate.

The need to distinguish between cell-rate and frame-rate arises because a
user subdivides a frame into ATM cells before transmission. Control of traffic
injection into the network is implemented by the user by transmitting cells
whose number is equal to that of the available credits without marking. All
cells transmitted when credits are exhausted are marked. Thus the definition
of “rate” influences transmission of marked and unmarked cells within a
frame. Using either frame-rate or cell-rate, strategies A and B of frame
transmission already discussed for the LW in Chapter 3 may arise.

To decide on which definiiion of rate to use, we experimented with frame-
rate as well as cell-rate using strategy A. The results are presented in Ta-
ble 4.1. The experiments were performed at a load of 0.7 using a round robin
service discipline at the router.

Inspecting the percentage of retransmissions, the throughput and the
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average end-to-end frame delay for By = 200 and Br = 300 reveals that
frame-rate is superior to cell-rate. This performance may be due to the
following reasons. When some of the cells in a frame are marked while
others are not marked, there is no guarantee that a complete frame will
arrive at its destination. The VLB does not limit the number of marked
cells transmitted. A high rate of discarding of marked cells means that the
frames with cells that were unmarked may also have to be retransmitted,
and the credits used in transmitting the unmarked cells are wasted, hence,
the long end-to-end delay. The high percentage of discarding marked cells
at the router and the subsequent retransmission of incomplete frames that
are received at the destination, is also reflected in the utilization and the
throughput of the transmission link. Note that since the frame size used
in this simulation is not fixed. assigning average rates which actually hold
after a large number of transmissions is not fair, since this average may not
hold on a frame by frame basis. We shall therefore use frame-rate for the

comparison of the perforance of the VLB to that of the LW mechanism.

4.2.3 Network specification

In this section we define the parameters used in the simulation model. These
are the traflic generation parameters, window control parameters and the

network characteristics. Links L, and Lj in the single node model shown in



CHAPTER 4. SIMULATION MODEL AND RESULTS 125

Figure 4.10 are unidirectional, and operate at 45 Mbits/s, with a propagation
delay 7 = 20 milliseconds. This is approximately 2200 cells (one cell = 424
bits). We use 8 = 2000 cells, a = 17857 cells and 4 = 111 cells, to generate
traffic with a burstiness factor equal to 10. The number of users N is chosen
to achieve the desired throughput p. We test the LW under throughput
values of p = 0.7 and p = 0.8. This throughput is carried out for N = 70 and
N = 80 users, respectively.

The results to be presented are obtained using the following control pa-
rameters. A window reduction factor. o equal to 0.5 that has been chosen
based on results in [2] which compare the probability of loss for different
reduction factors. The initial window size, W,, = 3 frames, the miniml;m
window size. W, is equal to 1 frame, the estimation factor ¢y, = 0.0, and
the gain (i = 2. These parameters were chosen after a number of trials to
determine values that give a reasonable performance. Simulation time limits
the number of factors that may be tested, so the results presented are not
exhaustive.

First the performance of the window mechanism is compared to the LW
under the same condition. It would also be interesting to know how the
LW performs compared to rate-based control mechanisms such as the VLB.
The VLB is also chosen because it is one of the most promising congestion
control techniques in broadband networks [22]. Therefore, we compare the

performance of each of the LW network configurations to the VLB. The
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VLB is simalated with credits assigned at an average rate to each user, the
valuer: eing 1 frame in 1100 units (cells) per user. Each user is permitted to
accumulate & maximum of Q = 10 credits, which accommodates traffic with

a burstiness factor of 10.

4.3 Results

We measure the probability of cell loss at the router, mean end-to-end frame
delay, and the link throughput using the LW congestion control mechanism.
We also measure the distribution of end-to-end frame delay and the distri-
bution of buffer occupancy during congestion at the router. Each of the
performance measures of the LW is compared to that of the VLB. Results
for the FCFS as well as the round robin (RR) service disciplines at a load
of 0.8 are presented. Only the RIt service discipline is examined under load
{evels of 0.7. because. as will be seen in the results obtained at this load using
the RR service discipline. congestion is not significant and it is unlikely that
we would observe anything different using the FCFS service discipline.
Results for the two frame transmission strategies, namely, allowing trans-
mission of a mixture of marked and unmarked cells within a frame, which is
referred to as strategy A and the case where such a mixture is not allowed,
referred to as strategy B, are presented. In the tables, we denote the results

of strategy A by FCFS-A and RR-A, and for the B strategy, we use FCFS-
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B and RR-B. For the graphs, the labels LW-A and VLB-A denote results
obtained using strategy A while the labels LW-B and VLB-B denote results
obtained using strategy B. To obtain probability of loss in the order of 10-¢,
simulation runs with more than 10,000,000 transmitted cells were performed.

First we show the performance of the window mechanism in Figure 4.12.
We observed that the probability of loss using the window mechanism is much
higher than the LW. Table 4.2 is a summary of other performance measures.

These results indicate two things:

I. The lack of sufficient credits and hence low throughput and high end-

to-end delay of the window mechanism (Table 4.2).

2. The slow response of the window mechanism resulting in a high prob-

ability of loss (Figure 4.12).

For the remainder of this chapter. we shall be considering the LW mechanism

ouly.

Results for a 0.7 load level

Tables 4.3 and 4.4 summarize the observations made for the LW and the VLB
at a load level of 0.7, respectively. Results for Br = 100 and Br = 200 are the
only ones shown at this load level, since, at higher values of Br, congestion
is not detected. First, comparison of results of RR-A and RR-B in Table 4.3

indicates that for Br = 100, RR-B has a higher throughput. The higher
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Figure 4.12: Probabilty of loss for LW and W indow mechanisms , for Br=
200, Load =0.8

Mechanism | Window LW
Service discipline - RR RR
Buffer threshold 200 200
Initial window size 3 3
Minimum window size 1] 1
Estimation factor 0.0 0.0
Reduction factor 0.5 0.5
Utilization 0.6908 § 0.7627
Throughput 0.6893 | 0.7421
Mean end-to-end delay (cells) 7212 4319
Buffer size 600 580 '

Table 4.2: Summary of results for the Window and LW mechanisms for p =
0.8
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throughput in RR-B may be because of loss of credits in RR-A, which may
happen as follows. When a mixture of marked and unmarked cells within a
frame are transmitted, the entire frame may have to be retransmitted should
any of the marked cells be discarded at the router. In addition to having to
retransmit a frame that is received at the destination with some cells missing,
the credit used to transmit unmarked cells is wasted since the entire frame
including the unmarked cells will have to be retransmitted. The fact that the
lower throughput in RR-A occurs only at Br = 100 is not surprising since,
at this threshold, there is a higher chance of a marked cell being discarded.

For Br = 100. the perecentage of retransmission in RR-B is higher in
RR-A. The higher throughput in RR-B compared to RR-A despite a higher
percentage of retransmission is because of the following reason. Link utiliza-
tion in both transmission strategies is less that the transmission link capacity.
In RR-B it is equal to 0.7194. which means 0.2806 of the trausmission ca-
pacity is unused. Retransmission may utilize the unused capacity without
causing a decrease in throughput as might be expected. At this same value
of threshold. the mean end-to-end delay in RR-B is higher than in RR-A.
This confirms the fact that in RR-B, more retransmitted frames are received
at the destination than in RR-A.

At Br = 200. a higher throughput is attained by RR-A compared to
RR-B, but with a higher percentage of retransmission. The percentage of

retransmitted frames at By = 200 is about 50% less than that retransmitted
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at By = 100.

For RR-A, the throughput and the percentage of frames received at the
destination that are marked are higher at By = 200 than at Br = 100. The
percentage of retransmissions is lower for the respective value of threshold.
A higher percentage of marked frame successfully transmitted has a two fold
effect. First, it increases throughput and secondly, it decreases the percentage
of retransmission. As expected in RR-B, the percentage of retransmissions at
By = 200 is lower than at By = 100, while the percentage of frames received
at the destination that are marked is higher. The average end-to-end delay
increases with the number of retransimissions, which is also expected.

Results of the VLB in Table 4.4 show no significant difference between
the performance of RR-A and RR-B. All users are allocated the required
transmission capacity when required, and because of little or no congestion,
the frame transmission strategy does not affect performance.

In these two tables, the percentage of retransmitted frames by the LW
is of the same order of magnitude as that of the VLB. The VLB however,
attains a higher throughput at Br = 100 in RR-A than the LW. This may
be because of the fact that there is no limit to the number of excess cells
that may be transmitted by the VLB unlike the LW which limits the number
of marked cells. Therefore. despite a similar percentage of cells that are
discarded. the VLB does not suffer delays similar to that of the LW which

has to wait for credits in the form of arrivals of acknowledgments to frames
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Service discipline RR-A| RR-B| RR-A}| RR-B
Buffer threshold 100 100 200 200
Initial window size 3 3 3 3
Minimum window size 1 1 1 1
Estimation factor 0.0 0.0 0.0 0.0
Reduction factor 0.5 0.5 0.5 0.5
T,eses 10 10 10 10
Utilization 0.6581 |{ 0.7194 | 0.7124 | 0.7043
Throughput 0.6348 | 0.6925 | 0.6977 | 0.6923
ZRetransmission 10.3% | 121% | 6.5% | 5.9%
ZMarked frames received 41.0% | 38.9% | 43.9% | 44.1%
Mean end-to-end delay (cells) | 4600 | 5004 | 3863 | 3755
Buffer size 500 500 500 500

Table 4.3: Summary of result for LW for p = 0.7

transmitted. some of which may have heen discarded. The average end-to-
end delay at both the threshold values for the VLB is lower than for the LW.
The percentage of marked frames received at the destination using the VLB
is higher than that for the LW mechanism; an indication that the VLB relies
more heavily on the successful transmission of marked cells compared to the
LW. For the same values of Br and buffer size at the routeg, the results
presented in Tables 4.3 and 4.4 show that the maximum number of buffers
used by the LW is equal to the buffer size while for the VLB, it is less than
the huffer size. This, again may be attributed the availability of credits in
the LW mechanism. In the VLB, there is no backlog of traffic waiting for

transmission because of there is no shortage of credits, which may happen
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Service discipline RR-A| RR-B| RR-A | RR-B
Buffer threshold 100 100 200 200
Utilization 10.7274 | 0.7292 | 0.7106 | 0.7144
Throughput 0.6933 | 0.6966 | 0.6927 | 0.6994
%Retransmission 11.2% | 9% | 7.2%) 5.2%
% Marked frames received 50.3% | 5¢ "% ; 1Y f 52..%
Mean end-to-end delay (cells) | 3117 1 31ii ;. 594 ;. 2708
Maximum buffers 324 394 378 I 400

Table 4.4: Summary of result for VLB for p = 0.7

in the LW scheme. If credits become available to users that are backlogged
at the same time. simultancous transmission may results in a burst of traffic
to arrive at the router which may cause overflow of the buffer size in the
LW. This is less likely to happen in the VLB. Thus the maximum number of
buffers that may be occupied in the LW is higher than in the VLB.

Figures 4.13 and 4.14 show the probability of loss for increasing buffer
sizes at a fixed buffer threshold. By, equal to 100 and 200, respectively. In
these two figures, the VLB exhibits a lower probability of loss. Inspection of
the graphs labelled L\W-A and LW-B in the two figures shows that graphs
labelled LW-A have a lower probability of loss. Graphs labelled VLB-A and
VLB-B do not show a consistent behavior, as is seen in the two figures.

To understand the operational aspects of both the LW and the VLB, we
shall examine the distribution of duration of congestion and the distribution

of end-to-end delay. Figure 4.15 shows the distribution of buffer occupancy
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Figure 4.13: Comparison of probability of loss for LW and VLB for Br= 100,
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0.1 ] T 1 ] ] | T T
. VLB-B 90—
2 0.01 N VLB-A ~=+-
8 Q- LW-B -
=° LW_A ..x....
8 oo
[=}
2>
= 0.0001
L
% "\
£ le-05 e
0]
1606 | \ L1 ! ) L1
200 250 300 350 400 450 S00 5SSO0 600 650

Buffer size (Cells)

Figure 4.14: Comparison of probability of loss for LW and VLB for By= 200,
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FFigure 4.15: Distribution of duration of congestion for LW-A and VLB-A for
Br= 100, Load =0.7

al By = 100. In this figure, it is clear that the duration of the congestion for
the VLB-A is shorter than for the LW-A,

Figure 4.16 shows the distribution of the end-to-end delay at Br = 100.
In this figure. both the L\W-A and the VLB-A have the same range of delay
and in addition. the VLB-A exhibits a notable characteristic that we shall
now point out as it recurs in the distribution of end-to-end delay at all other
levels of load and buffer threshold values.

We observe in Figure 4.16 that the arrival of frames at the destination
when the VLB-A is used can be divided into two groups. The first group of
frames arrive at the destination after a delay of 7 (equal to 2200). Those are

the frames with a delay in the range 0-3000 cells in Figure 4.16. The rest
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Figure 4.16: Distribution of end-to-end delay for LW-A and VLB-A for Br=
100. Load =0.7

of the frames arrive at the destination after a delay of 37 (> 6000), which
is the minimum delay experienced by a frame that is retransmitted. This
behavior should be expected from the VLB-A because it permits all frames
to be transmitted upon generation. with some slight delay because of access
line speed. Some of the frames are transmitted using the available credits,
and others are marked and transmitted. Some of the marked cells may
be discarded, and the frames that such cells belong to will be retransmitted
when a negative acknowledgment is eventually received from the destination.
The shortest time a retransmission request may be received is 27, the round
trip propagation delay. Therefore, a retransmitted frame may arrive at the

destination after 37, from the time of generation. This is why in Figures 4.16,
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Figure 4.17: Distributi ration of congestion for LW-B and VLB-B for
By= 100, Load = 0.7

there is a gap in the range of delay that frames experience in the VLB-A. The
LW mechanism does not explicitly exhibit a similar behavior, an indication
that there isn't a sufficient number of credits to transmit all frames upon
generation.

Figures 4.17 and 4.18 are for frame transmission strategy B. These figures
have a similar pattern as Figures 4.15 and 4.16, except in Figures 4.17, the
maximum duration congestion of LW is higher.

Figures 4.19 and 4.20 are the distribution of duration of congestion and
the distribution of end-to-end delay at Br = 200, for strategy A. These
results are similar to those obtained for Br = 100. Figures 4.19 shows that

the duration of congestion for the VLB-A is shorter than for the LW. The
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Figure 4.19: Distribution of duration of congestion for LW-A and VLB-A for

Br= 200, Load =0.7
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Figure 4.20: Distribution of end-to-end delay for LW-A and VLB-A for Br=
200. Load =0.7

distribution of the end-to-end delay in Figure 4.20 shows that frames may
take lunger to reach the destination than the measured interval for both the
ViB-A and the LW-A.

Figures 1.21 and 4.22 are for observations made using transmission strat-

cgy 3. These figures are similar to Figures 4.17 and 4.18
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Figure 4.21: Distribution of duration of congestion for LW-B and V LB-B for
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Figure 4.22: Distribution of end-to-end delay for LW-B and VLB-B for By=
200, Load = 0.7
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Results for p = 0.8

When the load level reaches 0.8, the degree of congestion is higher than at a
load level of 0.7. The results obtained at this load level, are therefore more
indicative of the congestion cantrol ability of the mechanism. Results for the
two frame transmission strategies are presented under the titles RR-A and
FCFS-A for strategy A and RR-B and FCFS-B for strategy B.

Table 4.5 is a summary of observations for the LW mechanism using
the FCFS-A and RR-A service discipline at values of Br equal to 200 and
300. At By = 200, FCFS-A has a lower throughput than FCFS-B. At this
same value of threshold, RR-A also has a lower throughput than RR-B. The
lower throughput in FCFS-A and RR-A compared to FCFS-B and RR-B,
respectively, may be hecause of similar reasons given for RR-A having a lower
throughput tha + RE: B at the load level of 6.7. In FCFS-A and FCFS-B,
the throughput. percentage of retransmitted frames and the mean end-to-
end delay are approximately equal to those in RR-A and RR-B, respectively.
This indicates that the L\ is not sensitive to the service discipline at the
router.

At a higher value of threshold, Br = 300, although performance in terms
of throughput and retransmissions in FCFS-B are better than those in FCFS-
A. the performance of FCFS-A is closer to FCFS-B at this threshold com-

pared to result obtained at Br = 200. The performance in RR-B at this
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Service discipline | FCFS-A | FCFS-B | RR-A | RR-B || FCFS-A | FCFS-B | RR-A | RR-B
Buffer threshold 200 200 200 200 300 300 300 300
Initial window size 3 3 3 3 3 3 3 3
Min window size 1 1 1 1 1 1 1 1
Estimation factor 0.0 0.0 0.0 0.0 0.0 0.0 0.0 0.0
Reduction factor 0.5 0.5 0.5 0.5 0.5 0.5 0.5 0.5
Treset 10 10 10 10 10 10 10 10
Utilization 0.7689 0.8151 | 0.7627 { 0.8198 0.8082 0.8101 | 0.7814 | 0.8175
Throughput 0.7474 0.7905 | 0.7421 | 0.7956 0.7885 0.7933 | 0.7659 | 0.8003
%Retransmission 9.4% 1N8% | 89% | 11.7% 8.7% 68% | 62% | 83%
%Marked frames 41.7% 39.4% | 41.9% | 39.6% 42.2% 43.6% | 44.0% | 42.1%
Mean end-to-end 4336 4945 4468 4898 4120 4283 3988 4241
delay (cells)

Buller size 380 HuY 58U 600 (1] 700 700 700

Table 4.5: Summary of results for LW for p = 0.8

threshold is also better than that of RR-A. The lower throughput in RR-A
and FCFS-A compared to RR-B and FCFS-B, respectively, may again be
because of cell discarding which results in wastage of credits when a mixture
of marked and ummarked cell are transmitted within a frame. Some delay
may be incurred before the destination detects the loss of cells in a frame
which results in additional delay before a NAK arrives at the source.

For threshold of 300, RR-B has a throughput that is higher than RR-A
vet the percentage of retransmissions in RR-B is higher than in RR-A. This
can be explained in a similar way as at the load value of 0.7. As in the case of
the load level of 0.7. the utilization is lower than the transmission capacity of
the links. Retransmission may therefore utilize the unused capacity without
causing a degradation in throughput.

Table 4.6 is a summary of observations made for VLB at a load level of
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0.8. also using the FCFS and RR service discipline at buffer threshold shown
in the table. First, the FCFS and RR service discipline show a notable
difference, especially the percentage of retransmissions and the mean end-to-
end delay. From this observation, we can say that the VLB is more sensitive
to the service discipline at the router than the LW.

At Br = 200, the percentage retransmissions, and the mean end-to-end
delay of the FCFS-A is better than that of RR-A. The higher percentage of
retransmission in RR-A as compared to FCFS is because of having more cells
discarded in RR-A. FCFS-A transmits cells in the order of their arrival at
the router. Using FCFS-A. marked cells queued for transmission will have a
higher chance of being transmitted than RR-A for the following reason.

In RR-A. cells already queuw ¢ for transmission at the router may be
superseded by arrivals in channels that have shorter queues at the router.
Therefore, marked cells quened at the router are more liable to being dis-
carded than in the FCFS-A. For example, if the buffer becomes full, a marked
cell that has been waiting for service long enough may be discarded in order
to accommodate an arriving unmarked cells in the RR-A. Thus in the RR-A,
the longer a marked cell has to wait for service at the router, the higher the
probability of being discarded.

At By = 200, results for FCFS-A are worse than those for FCFS-B. The
result for RR-A arce also worse than those for RR-B, for the same value of

threshold. This may be because of wastage of credits by strategy A, when a
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Service discipline | FCFS-A | FCFS-B | RR-A | RR-B || FCFS-A | FCFS-B | RR-A | RR-B

Buffer threshold 200 200 200 200 300 300 300 300
U:ilization 0.9354 0.9257 | 0.9685 | 0.9037 09711 0.8595 | 0.8641 | 0.8762
Throughput 0.7899 0.8030 | 0.7840 | 0.7990 0.7917 0.8000 | 0.7934 | 0.8003

%Retransmission 55.1% 50.6% | 69.5% | 45.4% 64.7% 26.0% | 32.0% 5%
% Marked frames 38.0% 39.5% | 30.0% | 41.7% 32.7% 47.5% | 46.6% 45%

Mean end-to-end 14573 1300G | 23197 | 10532 20694 5517 6832 7958
delay (cells)
Buffer size 600 600 600 600 700 700 700 700

Table 4.6: Summary of results for VLB for p = 0.8

mixture of marked and unmarked cells within a frame are transmitted. This
is similar to the observation made at a load level of 0.7. At By = 300, except
for FCFS-A. there is an improvement in performance of all schemes compared
to their corresponding values at By = 200. The results of the FCFS-A at this
threshold is unexpected. This may be due to the method of cell choice for
discarding when an unmarked cell arrive at the router when the buffer is full.
A simple discarding procedure that removes the first marked cell at the head
of the queue is used. This can have an adverse effect on the FCFS service

discipline. Further experimentation is required in order to fully explain this.

Figures 4.23 and 4.24 show the probability of cell loss for increasing buffer
size at Br = 200 and By = 300. respectively, for both the LW and VLB-A.
In both of these figures. we observe that the LW-A has a lower probability
of loss than the VI.B-A. We also notice in both the figures that as the buffer

sizes get larger. the probability of loss labelled LW-A and VLB-A approach a
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bound that is lower that than LW-B and VLB-B respectively. It appears that
by using frame transmission strategy A, the buffer size required for a bounded
loss is smaller than that of frame transmission strategy B. The observation is
made at a buffer size 600 for By = 200 and at a buffer size of 700 for Br = 300.
Once the number of cells in the router buffer exceeds the buffer threshold, the
cells admitted into the buffer are all unmarked. For the buffer to overflow,
a number of users must transmit unmarked cells within an interval less than
7/2 (r = 2200). This suggests some kind of “synchronized” transmission of
unmarked cells by a number of users with cumulative transmission capacity
in excess the buffer size at the router. The chance for such an occurresie
seems to be higher for strategy B than strategy A. This may be because
strategy A permits a mixture of marked and unmarked cells within a frame,
which reduces the chances of unmarked cells occupying buffers in excess of
the size mentioned above.

The distributions of buffer occupancy during congestion are shown in
Figures 4.25 and 4.26 for By = 200 and By = 300, respectively, for the
transmission strategy A. In this two figures, the maximum duration of con-
gestion of LW-A is smaller than that of VLB-A. Figures 4.27 and 4.28 which
are the distribution duration of congestion for frame transmission by strategy
B also show that the maximum duration of congestion of LW-B is marginally
smaller than that of VLB-B. Comparing the duration of congestion & “he

LW in Figures 4.25 and 4.26 and Figures 4.27 and 4.28 it is clear that by
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Figure 4.23: Comparison of probablity of loss for L\W and VLB for Br= 200,
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Figure 4.25: Distribution of duration of congestion for LW-A and VLB-A for
Br= 200. Load = 0.8

using strategy A. the maximum duration of congestion is smaller than using
strategy B. The VLB does not have a similar trend.

And finally, the distribution of end-to-end delay for strategy A are shown
in Figures 4.29 and 4.30. Figures 4.31 and 4.32 the distribution ~f end-to-
end delay for strategy B. This figures follow a similar pattern as those of
load level of 0.7 discussed carlier. We note here that the end-to-end delay of
some frames exceed the measurement interval of about (1007). In all these
figure, we observe that the percentage of frames that exceed the measurement

interval is lower for the L\V.
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Figure 4.26: Distribution of duration of congestion for LW-A and VLB-A for
By= 300. Load = 0.8
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Figure 4.27: Distribution of duration of congestion for LW-B and VLB-B for
By = 200, Load = 0.8
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Figure 4.28: Distribution of duration of congestion for LW-B and VLB-B for
Br= 300, Load = 0.8
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Figure 4.29: Distribution of end-to-end delay for LW-A and VLB-A for Br=
200, Load = 0.8
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Figure 4.30: Distribution of end-to-end delay for L\W-A and VLB-A for Br=
300, Load = 0.8
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Figure 4.31: Distribution of end-to-end delay for LW-B and VLB-B for Br=
200, Load = 0.8
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4.3.1 Response to change

In this section the results of responsiveness to load changes of the LW are
presented. Only strategy A of {rame transmission is used in this test. The re-
sponse to load changes of both the LW and the VLB are tested by simulating
a network in which the offercd load varies with time. The result presented
here is for the case where the offered load is decreased from a value of 0.8 to
0.4. The network is allowed to run at the reduced load until a steady value
of throughput is attained. then the load is set to the original value of 0.8.
Results for this test are given in Figures 4.33, 4.34 and 4.35. The through-
put curve shown in Figures 4.33 show that the LW mechanism responds to
changes at the same rate as the VLB but with some time lag when the load
increases. This time lag may he because of the method used to obtain the
results. The changes in offered load is made after a fixed number of frames is
successfully transmitted. The graph in Figures 4.33 is a plot of time versus
throughput. 'T'he actual time when the offered load changes for the two mech-
anisms may not be the same. therefore we cannot draw a definite conclusion
from the relative transitions of offered load from high to low and back to high
again, for the two mechanism. Figures 4.34 shows that the average queuc
length at the router at the reduced load value is lower for the VLB than
the LW. Both mechanisms reach their minimum queue length value at about

the same time indicating a faster rate of change for the LW compared to
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Figure 4.33: Througput variation with time for LW and VLB for Br= 200,
Load =0.8

the VLB. The response when the load increases are almost the same for the
two mechanism, but the LW settle at a lower average queue length than the
VLB. The end-to-end delay in Figure 4.35 show that at low load, the VLB
deliver frames with a minimum delay. Delay of the L\ may be attributed

to msufliciem credits,
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4.3.2 Fairness.

To determine the fairness of the LW, we measure the throughput and the
mean end-to-end delay in a network where a number of virtual circuits have
a propagation delay of 7 and others have a propagation delay of 2r. The
results presented in Tables 4.7 and 4.8 are for 7 equal to 1100, and frames
transmitted using strategy A. Node 1 in the tables has a propagation delay
of 7. while Node 2 has a propagation delay of 2r. The results in Tables 4.7
is for 0.4 of the offered load addressed to Node 1 and 0.3 addressed to Node
2, making the total offered load level equal to 0.7. The throughput for each
of the nodes at this load is close to the offered load for both the LW and the
VLB. The incan end-to-end delay for the VLB is slightly greatei than the
propagation delay for each of the nodes. which shows that traffic destined
to cach node is allocated the required capacity. The mean end-to-end delay
using the LW is about twice that experienced using the VLB. This indicates
that the LW has a deficiency of credits.

Table 1.8 are results for a network in which 0.4 of the offered load is
destined to each of the nodes. For the VLB at this load, the throughput of
Node 1 is equals 0.4 which is equal to the offered load, but the utilization level
of 0.542 shows a high percentage of retransmission. Node 2 has a throughput
of 0.3365 which is lower than the offered load. The average end-to-end delay

shows a great disparity of transmission time for frames destined to each of the
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LW-A VLB-A

Source throughput 0.6906 0.715
Buffer size 500 500

Node 1 [ Node 2 | Node 1 | Node 2
Utilization 0.3944 | 0.2962 { 0.4104 | 0.3052
Throughput 0.3897 | 0.2918 | 0.4026 | 0.2998
Node delay 1204 2209 1181 2279
End-to-cnd delay 2066 4495 1387 2639
9% Retransmission | 2.17% 2.3% 2.4% 2.1%

Table 4.7: Througput. delay for nodes with propagation delay 7 and 2r,
By =200 and p = 0.7

nodes. The percentage of retransmissions for Node 2 is an order of magnitude
greater than that of Node 1. an indication of gross unfairness at heavy load.

Let us now take a look at the performance of the LW in Table 4.8. The
throughput of Node 1 is equal to the offered load while that of Node 2 is
lower than the offered load. The mean end-to-end delay however, follows a
pattern similar to that in the case of a load level of 0.7, which is about twice
the propagation delay for cach of the nodes. The percentage of retransmitted
frames to each of the nodes is of the same order of magnitude. Comparing
the mean end-to-end delay and the percentage of frames retransmitted for
the two node using the L\ and the VLB, it is clear that the LW has a better
performance in these two respects.

The results in presented in Tables 4.9 and 4.10 are obtained using strategy

B. They show a similar trend as the result obtained by strategy A.
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Source throughput
Buffer size

Utilization
Throughput
Node delay
End-to-end delay
% Retransmission

LW-A VLB-A
0.7919 0.9645
600 600

Node 1 | Node 2 | Node 1 | Node 2
0.3985 | 0.3935 | 0.5420 | 0.4222
0.3929 | 0.3869 | 0.4009 | 0.3365
1320 2216 1461 2432
2449 4832 | 14902 | 66469
2.5% 3.2% | 14.9% %

Source throughput
Buffer sizc

Utilization
Throughput
Node delay
End-to-end delay
% Retransmission

LW.-B VLB-B
0.6895 0.7267
500 500

Node 1 | Node 2 | Node 1 | Node 2
0.3935 | 0.2960 | 0.4151 | 0.3116
0.3896 | 0.2924 | 0.4007 | 0.3025
1204 2209 1170 2265
2035 4324 1593 3041
20% 1 21%| 50%| 4.6%
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Table 4.8: Througput. delay for nodes with propagation delay r and 27, Br
= 300 awd p = 0.8

Table 4.9: Througput, delay for nodes with propagation delay 7 and 27,
distingiushed credits at By = 200 and p = 0.7



CHAPTER 4. SIMULATION MODEL AND RESULTS 157

LW-B VLB-B
Source throughput 0.7950 0.9998
Buffer size 600 600
Node 1 | Node 2 | Node 1 | Node 2
Utilization 0.3891 | 0.4059 | 0.5434 | 0.4563
Throughput 0.3844 | 0.4001 | 0.3928 [ 0.3876
Node delay 1327 217 1501 2467
End-to-end delay 2510 4926 | 12782 ] G867Y
% Retransmission 25% | 34% | 172% | 70.4%

Table 4.10: Througput. delay for nodes with propagation delay + and 27,
using distinguished credits, By = 300 and p = 0.8
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4.4 Summary

In this chapter, the simulation model used to test the LW mechanism was
presented. The model uses a two phase generator with active and silent
states whose durations are geometrically distributed. The parameters used
to generate traffic by each source is the same as that observed in an Ethernet
with diskless work stations. Frame transmission is implemented in terms of
ATM cells. The number of frames permitted to be outstanding is controlled
by the window size and the excess capacity W.. The receiver accumulates
cells of a frame until an entire frame is received. If the received frame is
complete and error free. a positive acknowledgment is sent. Otherwise, a
negative acknowledgment is transmitted. The destination keeps track of the
sequence number of frames that have been received. A retransmission request
is made for missing frames. The source accumulates traffic and adjusts the
window size after receiving 21" acknowledgments. An additive increment
with a multiplicative decrement policy is used in adjusting the window size.
An estimate of the excess capacity s made every 27,

The first simulation results compare the performance of the LW to that
of the sliding window mechanism. The results show that the LW is superior
to the window mechanism, in with respects to both end-to-end delay and the
probability of loss.

The behavior of the LW is investigated further and its performance com-
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pared to that of the VLB, which is one of the candidate congestion control
mechanisms for practical implementation. The VLB is a rate based control
mechanism. The rate of transmission can be defined in ierms of the number
of cells or frames that may be transmitted in a given interval of time. By sim-
ulation, it was determined that the rate-based on the number of frames that
may be transmitted in a given interval, has a superior performance compared
to the rate based on the number of cells in a given interval.

The two methods of frame transmission proposed in Chapter 3 are sim-
ulated. The first one permits transmission of a mixture of marked and un-
marked cells in a frame. The second method does not allow a mixture of
cells within a single frame. Simulation results are presented for nominal load
levels of 0.7 and 0.8 for both methods of frame transmission. The perfor-
mance measures of interest are the probability of loss at the router, the mean
end-to-end delay. and the percentage of frames retransmitted. A histogram
of the duration of congestion at the router is also used to study the distribu-
tion of congestion. Similarly. a histogram of the end-to-end delay is used as
a measure of delay distribution before a frame is successfully received at the
destination. Simulation at a load level of 0.8 is performed for both the FCFS
and the RR service discipline. At a load level of 0.7, only the RR service dis-
cipline is simulated since, at this load, congestion is not very significant. No
noticeable difference would result if either of the service disciplines is used.

Other performarce tests conducted are the response to load changes, and
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the fairness of the LW mechanisit in a network that has virtual circuits with

different propagation delays.



Chapter 5

Conclusions and future

research

In this thesis, a congestion control technique for HS-\WANs named the Leaky
Window (LW). hias been proposed and its performance studied using a sim-
ulation model. The LW is a modification of the sliding window mechanism.
In addition to a window of frames allowed to be outstanding by the sliding
window mechanism. the LW allows a finite excess number of frames to be
transmitted at any time. The excess is based on an estimate of the network
load. Excess cells are marked before being transmitted into the network.
Marked cells may be discarded at any congested node. The LW can therefore
be categorize ' as a hybrid of both the preventive and reactive approaches.

Comparis=n between the performance of the window and the LW mech-

161
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anisms shows that the modifications introduced into the window mechanism

achieve the following objectives:

1. Faster response to network load changes through the used increased
rate of transmission, therefore, bandwidth utilization is higher because

of increased statistical multiplexing.

2. 'T'he marking of excess cells as eligible for discarding at congested nodes

enables the router to take decisions locally when congestion occurs.

Further tests of the LW and comparing to the VLB mechanism indicate that
at a load level of 0.7. the VLB has a better performance both in terms of
the probability of loss and the mean end-to-end delay. The distribution of
the end-to-end delay in the VLB indicates that all frames are transmitted
upon generation. The LW does not exhibit this behavior which indicates
that frames may be delayed at the source because of lack of sufficient credits.

At higher load levels where congestion prevails, the performance of the
VLB degrades dramatically. The probability of loss and the mean end-to-end
delay in the VLB are worse than that of the LW mechanism. The distribution
of buffer occupancy during congestion shows that a greater number of buffers
is required by the VLB compared to that required by the LW mechanism.
Although the value of the maximum end-to-end delay for the two mechanisms
is within the same range, the distribution of end-to-end delay shows that in

the VLB, a high percentage of frames are delayed for longer periods of time
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than in the LW.

From these observations, we conclude that at lower loads, there is no
harm in making bandwidth available on demand as long as cells in excess of
the negotiated rate are marked as eligible for discarding at congested nodes.
At higher loads however, the effects of using this principle can be detrimen-
tal. The probability of discarding cells is higher, so a higher percentage of
frames may have to be retransmitted. A higher percentage of retransmission
results in a greater aggregate offered load. which aggravates the problem of
congestion and may lead to congestion collapse. By controlling the amount
of excess bandwidth, the L\ achieves a better performance than the VLB
at high loads.

The findings of the study of the use of different frame transmission strate-
gies reveal a few interesting observation. Strategy A, which allows a mixture
of marked and unmarked cells within a frame, does not look promising at
first sight. However, comparing the trend of the probability of loss at a load
level of 0.8 indicates it may have a lower bound on the number of buffers
required to achieve a probability of loss of below 10=% compared to strategy
B, which distinguishes between excess and normal credits.

Tests performed to determine the fairness of bandwidth allocation to vir-
tual circuits with varying propagation delays indicate that the LW allocates
bandwidth more fairly than the VLB. The response to load changes of the

LW is comparable to that of the VLB.
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In addition to the counters required in the implementation of the sliding
window mechanism. the estimation process in the LW requires a timer, a
counter to keeps track of the number of acknowledgments received within
the estimation interval and one more counter that keep track of the number
of excess credits. This is a modest addition to the requirements of the sliding
window mechanism that is justified by the performance improvement.

The LW has been shown to be a viable alternative technique for con-
gestion control in HS-WANs. However, the algorithm presented is still far
from optimal. For example, the results obtained, particularly at lower loads,
indicate that there is a time lag from the instant of message arrival to the
time a sufficient munber of credits becomes available for transmission of the
entire message in the LW, A better estimation algorithm may overcome this
problem.

Further tests to determine the buffer size required to achieve a lower
probability of loss than those presented in this thesis need to be carried out.
Experimentation with real time traffic and other forms of traffic that do not
require retransmission need to be performed.

The stability or smoothness of the rate of window size variation also
needs further study. In the LW mechanism. if the window size is smaller the
require capacity to for the offered load, the addition transmission capacity in
form of excess credits is available. The total transmission capacity utilized is

therefore modified by the offered load at the transmission time. If we observe
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the total transmission capacity of a source at any time, that is the sum of
window size and the excess capacity, it will vary according to the offered load.
The window size variation is therefore not smooth over the entire duration of
the call, but varies according to the offered load and the network conditions.
Thus, the smoothness property of the window variation should be redefined
to take into consideration the fact that in a high speed network carrying
bursty traffic. it is more important to have the required window size at the
time of occurrence of the burst. rather than a smooth variation of the window
size for the entire duration of the call.

Finally. there is a modification proposed in {62] to the method of handling
marked cells at the router that niay have significant effect on the congestion.
In that modilication. if a cell of a frame is discarded. all arriving cells up to
the end of that frame are discarded. A further modification to this proposal
that could be implemented is to discard all the other cells of that frame

already in the buffer. il there are any.
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