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ABSTRACT

The IEEFE 802.6 commiltee has adopted the DQDB as the standard
metropolitan arca network. Studies of this nctwork have shown that the be-
havior of the DQDB medium access control is unpredictable in the sense that
bandwidth may be distributed unfairly among nodes. This anomalous behav-
ior is not only present under unipriority type of opcration, but also between
nodes opcraling at different priority levels. Remedial corrections to the MAC
protocol have becn proposed in the litcrature, in addition to alternative net-
work protocols.

This thesis proposes a novel network protocol, the High-Performance
Distributed Quene (HPDQ). The network is based on the double bus topology
and is capable of operating at a rale of mulli gigabils per sccond. The ob-
jectives behind the design of this protocol are to provide equitable access and
reliable operation. Fluctuations in network activitics should have negligible
impact on the network operation by redistributing the bandwidth winong the
active nodes within the same priority level. The protocol also implements pri-
ority by allowing higher priority nodes to discriminale againsl lower priority
ones in terms of bandwidth offering. The protocol should also subscrive Lo the
class of network protocols offering integrated access and service of mulliple

services.

The principle of operation of HPDQ protocol is fundamentally differ-



ent from other protocols. It requires nodes to maintain essential information
about activities downstream, such as the number of active nodes, and their
aggregale bandwidth requirements. Additionally, the network nodes must be
cquipped with active taps, which allow the modification of data observed on
the bus. Through the proper handling of this pair of information items by the
protocol, the protocol is capable of satisfying the above objectives.

To demonstrate the validity of the above claims, a simulation study
was underlaken to assess both the steady state performance and the transient
behavior of the HPDQ. By analysing scveral important scenarios, it is shown

that the results establish that the objectives of the protocol have been met.
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Chapter 1

INTRODUCTION

Since the beginning of time, man has been pushing back the barriers
of reality. We have migrated from the stonc age, through the machine age
into the information age. Indecd, the twenticth century is about gathering,
processing and distributing information. The unprecedented growth of the
computer industry is a definite manifestation of a new era.

During the first couple of decades of this computer age, comput-
ers were of a centralized nature. They were accessible to a small privileged
portion of the world population. Today, besides becoming more accessible,
computers are getting more decentralized. The decentralization is closely
linked to the merging of computers and communications. This bonding has
permanently influenced the way the computer system is organized and has

led to the merger between the communication and the computer industries



creating what has become known as the computer network.

In general terms a computer network can be defined as an intercon-
nection of a collection of autonomous computers [18] and its purpose is to
share resources, provide a higher reliability and extend the scale of cost ef-
fectivencss.

In the early days of computers, the computer industry had to advertise
for the services that computers are able to provide as people were unaware of
its potential. Today, the computer industry has overwhelmed people who are
willing to pay for the many services that it provides [1]. These services can
be integrated together and an International Committee has been set up to
look into this integration. The CCITT (Consultive Committee for Interna-
tional Telephony and Telegraph) has been developing and standardizing the
ISDN (Integrated Services Digital Network) since mid 1970’s {5, 21, 1] which
has eventually evolved into BISDN (Broadband Integrated Services Digital
Network) (21, 6, 1]. The following (incomplete) list depicts the services that
BISDN would provide to the different applications in the future:
Communication of data, text, graphics.

- Data transfer (burst, stream)

- Document transfer

- document filing and retrieval

Person to person video communications.

- Yideo telephony (including showing documents etc)

o



- Video conference

- Broadband message handling

Access to video information.

- Broadband videotex

- Video on demand

Broadcast of programs and data.

- Common TV

- Pay TV (pay per channel, pay per view)

- High-definition television (HDTV)

- Cabletext

In order to be able to provide this impressive list of services in a cost ef-
fective manner, a unified data transport service must support all these ap-
plications. Among other alternatives, a new multiplexing scheme known as
Asynchronous Transfer Mode(ATM) [16, 3, 20], has been adopted as the
transport mechanism BISDN. ATM can be thought of as a multiplexing and
switching techniques confined to layer 1 and basic functions of layer 2 of the
OSI model. ATM is based on the use of fixed length packets, 53 octets called
cells. Out of these, 48 octets are used for data, while 5 octets are used as
a header. One of the main features of ATM is its use of highly simplified

protocols, which is useful in high speed network.



1.1 Computer Networks

From a geographical-coverage viewpoint, computer networks can
be classified into three main classes, namely Local Area Networks(LAN),
Wide Area Networks(WAN) and the more recent Metropolitan Area Net-
works(tMAN). A LAN is a communication network that provides intercon-
nection of a variety of devices such as computers, terminals and peripherals
within a limited geographical arca(e.g. LAN can be used to connect sev-
eral machines on different floors in a building). LANs are based on a shared
medium that runs at a sufficiently high speed to accommodate needs of many
users at once. LANs differ from the other networks in that they span shorter
distances, typically a few kilometers, have high data rates, low error rates,
simpler routing, are owned and used by a single organization and have lower
communication costs [4]. At the other end of the spectrum, we have the WAN
which spans several hundred kilometers. For WANs the RS-232 interface has
served as a fixed point through which the great bulk of data transmission has
passed in the past two decades. WANs have lower data rates, more complex
routing mechanisms and are not necessarily used by the central body that
owns it. LANs and WANSs shall not be discussed any further as the rest of

this thesis is concerned with M ANs.



1.2 Introduction to MANs

Metropolitan Area Networks inherit characteristics from LANs and
WANSs. MAN started as an extension of LAN, but its size and scope dictate
that it be operated by a central body. In essence, a MAN is a large LAN with
access protocols less sensitive to network size than those used by LANs. As
MAN will serve more users, interconnect both LANs and large computers, it
must provide higher bandwidth. With high data rates, it will be capable of
supporting data, voice and video communication services.

In this section the MAN architecture shall be described followed by
a review of some of the earlier proposals for a MAN standard. Therealter,
the current standard for metropolitan area networks shall be discussed and

end with more recent proposals for medium access protocols for MANs,

1.2.1 Architecture of a MAN

MAN installation can be either public or private {14]. The private
MAN is analogous to the dedicated line; it is leased to a single company to
connect a number of sites in a metropolitan arca. Large organizations can af-
ford a dedicated line but this is not justifiable for small ones. A public MAN is
divided into two parts: an access network and a transport network, as shown

in Figure 1.1., [14]. The access network terminates at the customers’ premises

(¥}
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application application
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Figure 1.1: MAN with access and transport subnetworks




and is bridged to the transport network at the Medium Access Control level.
The transport network is therefore invisible to the customer’s equipment.
The bridge must recognize present addresses on the transport network and
selectively pass the data on to the access network. Similarly, outgoing data
are transferred to the transport network. The access network can he another
segment of the MAN network, or can be an IEEE 802 LAN (such as covered
by standard IEEE 802.3 which applies to the ETHERNET system) that in-
ternally serves the building’s occupants. Because of the growing importance
of MANSs, the need for a standard for metropolitan arca networks was recog-
nized as early as 1981 by the IEEE’s Project 802, the standardization body
for LANs. The specific standard for MAN s is now designated IEEF, 802.6.
Several proposals to be covered have been considered for inclusion in a MAN

standard over the last decade. Some of those proposals are reviewed next.

1.2.2 Early proposals for a MAN standard

Unless a standard interface between the network and the customer
premises equipment exists, interconnection of different vendor equipment be-
comes impossible. MANs are therefore being standardized under Project
802.6 whose goal is to come up with a MAN standard that will provide a

two-way interchange of digital bit streams using a shared medium between



nodes located within an area that is typically up to 50 kilometers in diame-
ter. A standard should support services that require guaranteed bandwidth
and constrained delay. The range of transmission rates should extend from
1 Mbps to the appropriate limits of the medium used.

The first proposals for MANs were based on time division multiplex-
ing protocols, similar to those used by multiple ground stations to access a
satellite channel. Unfortunately, this protocol’s original growth or profitabil-
ity expectation were never reached. Another proposal that was also based n
a radio system which is already in production was brought in by Motorola
but was rejected because its data rate fell below the Project 802 threshold of
1 Mbps. Yet, another proposal used the FDDI token ring protocol for data
packets and superimposed a set of 64 kilobits/sec slots for isochronous traffic.
The fixed 100 Mbps speed of FDDI was modified to match the speeds of the
telephone industry’s transmission hierarchy, ranging from 1.544 Mbps for T1
to approximately 155 Mbps which is the T channel of the SONET standard.

Telecom Australia submitted a competing proposal at the same time.
The protocol that they put forward, called QPSX for Queued Packet for
Synchronous Exchange, was unique. It is based on two unidirectional busses
running in opposite directions. Writing to the bus is only possible in unused
slots. Scheduling is done by sending reservations upstream when a station
wants to transmit downstream. Each station has a pair of counters which

forces stations to transmit under specific conditions only, as will be discussed



in the next section 1.2.3.

In November 1987, a consensus emerged within the IEEE Project 802
to use a modified version of QPSX, better known as the Distributed Queue
Dual Bus(DQDB) as the medium access protocol to be used for standardiz-
ing MANs. A few years later, the IEEE 802.6 committee approved DQDB
network as the standard Metropolitan Area Network. The media access pro-
tocol for DQDB will now be described in detail, followed by a discussion of
some of its anomalous aspects of behavior. Figure 1.2 shows how the DQDB
network fits in the communication system. In this example, it is shown that
two 802.6 MANSs can be connected by bridges. Gateways are used to connect

802.6 MAN to LAN or WAN.

1.2.3 Media Access Protocol for DQDB

The network configuration of the DQDB protocol is shown in Figure
1.2. It consists of a pair of unidirectional busses serving opposite directions.
Since the operation of the node is the same on hoth busses, only the op-
eration of the node on one bhus, bus A, shall be considered without loss of
generality. Bus A shall be referred to as the forward bus, while bus B shall
be called the reverse bus. The operation is slotted and at the head of each

bus a special station referred to as the head end station is responsible for
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Figure 1.3: DQDB network configuration

generating frames which are subdivided into fixed length slots. The duration
of a frame is 125 pus (sampling period used in digital telephony). A frame is
subdivided into fixed length slots. The slot format is shown in Figure ..4.
The busy bit indicates whether a slot is used or unused. The SL.Type bit
indicates whether the slot is a Queued Arbitrated (used for asynchronous
transmission) or Pre_Arbitrated (used for isochronous transmission). The
PSR bit indicates whether the segment in the previous slot may be cleared
or not. A request bit is set to indicate that a station is requesting a slot
on the other bus. Three such bits exist to implement three different priority
levels. The slots can be used to transmit both synchronous and asynchronous

traffic. The network controller (head station) reserves some slots of a frame

11



for synchronous use and allocates them to stations that have requested syn-
chronous packets. Slots not reserved for synchronous circuits are available
for packet switched communication. The access to the slots is determined
according to the DQDB medium access protocol. In this section only Queued
Arbitrated traffic is considered.

The unipriority DQDB medium access protocol is discussed first. On
both busses, a node can send data to downstream nodes and receive data
from upstream nodes, or vice versa. Therefore, nodes need to maintain in-
formation about their relative positions on the network. Existence of the two
busses running in opposite directions allows nodes to send requests on one
bus to inform the upstream stations on the other bus of their intention to
send data on the latter. User data is segmented to fit into slots and are kept
in a local queue. Segments are transmitted on a FIFO basis. The segment
at the top of the local queue is moved to the transmission queue, once the
latter is empty. At the same time a request is enqueued for transmission on
the reverse bus. The transmission queue can hold only one segment, Figure
1.5.

In the DQDB protocol [3] a distributed queue is implemented by a
pair of Request and CountDown counters foe each bus. When a node has a
segment ready for transmission, it enqueues a self request for transmission on
the reverse bus. The request is transmitted in the next empty request field

on the reverse bus. A node also observes request bits on the reverse bus and
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increments the value of its Request Counter by 1 to keep track of the number
of segments ready for transmission by downstream stations. This implements
a distributed queue. To insert its own segment in the queue, a node transfers
the content of its Request Counter to the CountDown counter, and resets
the former to zero. An empty slot on the forward hus causes the CountDown
Counter to be decremented by one until it reaches zero. At this point, the
node is allowed to transmit its segment in the next available empty slot.
After doing so, another segment from the local qucue may be moved to the
transmission queue and the whole process will be repeated. Under light load,
the basic DQDB protocol behaves reasonably well and is fair to all nodes.
Unfortunately problems emerge as the load becomes heavier [22, 27, 8].
According to the latest version of the standard, DQDB supports three
priority levels [3]. This is achieved by placing three request bits in each slot
and having a set of counters for each level of priority. The basic DQDB
protocol is extended by letting a free slot decrease the counters of all three
priority levels. At the same time, a passing request of priority i increments
the request counter for that priority level, but increments all Request Coun-
ters of lower priorities for which no data is scheduled and all CountDown
Counters for which data is scheduled. Just like in the basic protocol, under
light load the priority mechanism works but is inefficient under heavy load
22, 27, 8, 12]. Thus, the priority mechanism fails to work properly. In the

-y

next section we shall elucidate on these problems and discuss some of the



proposed solutions.

1.3 Problems with the DQDB MAC

protocol

Under light load, the DQDB protocol behaves reasonably. Unfor-
tunately, its behavior is not flattering at heavier loads. We shall define a
network to be under heavy load if the number of segments queued up for
transmission is enough to keep the entire bus busy. In the following section,
we have chosen various scenarios to bring up the drawbacks of the DQDB

protocol.

1.3.1 Heavy loading by an initial heavy user

In this section, heavy load nodes at different positions on the network
with different starting times are discussed. These cases were investigated in
references [22, 10, 27, 2, 7, 13]. As reported in those references, the initial
heavy user is definitely the largest consumer of the bandwidth. This unfair
behavior becomes more severe the closer the initial heavy user is to the head-
end. Besides, the faster the speed or the shorter the bus length, the higher
the throughput of the initial heavy user node.

The reason for this unequal distribution of throughput is due to the

18



incremental effect which is explained in detail in {22, 27, 13). Basically, after
the initial node has flooded the forward bus with its segments and the re-
verse bus with its requests, the other nodes are forced to transmit in a certain
pattern. Upstream stations from the initial heavy user record requests while
transmitting their segments. When upstream station let empty slots pass by
on the forward bus for anwnstream stations, upstream stations record more
requests on the reverse bus from initial heavy user stations. Consequently,
upstrecam stations transmissions are scheduled further apart after each of
their transmissions. This process is repeated for some time and is subse-
quently partially suppressed by requests sent from nodes downstream from
the initial heavy user. Eventually these two opposing forces stabilize the
system and provide the initial heavy user with the largest share of through-

put. The steady state throughput rate for two nodes can be described by the

following equations [10]:

m =2/(2 =D - C(8) + ((D — C(6) + 2)* + 4DC(6))"/?)

Ye=1-m

7 and v, are the nodal throughputs at nodes 1 and 2, respectively. D is
the distance in slots between the two nodes. é represents the phase differ-
ence in the arrival times at the slots from the two nodes, measured in slot

times. Note that if D=0 or =0, the nodal throughput is evenly distributed
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between the two nodes.
It has also been reported in [22] that the same kind of dominance,
though to a lesser extent, prevails if there is a group of nodes at light load

and a single heavy user bursting in.

1.3.2 Heavy Loading Initiated by a group of users

Next, we consider the case where nodes start quasi simultaneously
(within a small time interval) such that a node starts before secing either
busy slots on the forward bus or requests on the reverse bus. In [22, 9, 26],
it was reported that in such cases the end nodes hold the largest share of the
bandwidth, more or less equally divided amongsti them. Intermediate nodes,
on the other hand, consume a significantly lower share of the bandwidth.
This share increases with increasing speed.

[22, 9, 26] provides a detailed description of why the system behaves
in this way. Suffice to say that the unfair behavior is an extension of the
effect discussed in the previous section. Intermediate nodes are suppressed
by both downstream and upstream stations. Requests from downstream sta-
tions forces intermediate nodes to increment their Request counters. On the
other hand, segments from upstream stations prevent intermediate nodes
from transmitting segments. Therefore, segments transmission from inter-

mediate nodes are delayed further and their throughputs fall below those of
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nodes at the ends of the network.

1.3.3 Node Stopping Transmission

In this last case, we shall report the effects of a dominating heavy
user stopping transmission. This case was studied and results reported in
[22] and it was found that the bandwidth released is equally divided between
the two adjacent nodes. The adjacent nodes acquire a considerably greater
bandwidth share than the other active nodes. It is plausible to infer that
they shared the released bandwidth by the stopping node. The other nodes
do not seem to henefit considerably from that node’s completion of transmis-
sion. Reference [22] provides a detailed explanation of how the bandwidth
redistribution happens. The redistribu‘ion is attained by the dynamic rela-
tion that builds up between the bandwidth released by the node stopping

transmission and the adjacent nodes’ requests.

1.3.4 Unfair behavior in the priority mechanism

The unfairness problem associated with the DQDB network is per-
sistent even when dealing with priorities [22, 11, 3, 19, 17]. Upstream nodes
of lower priority can grab more bandwidth than downstream higher priority

nodes, under heavy load. Also, it might happen that changing to higher
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priority inadvertently causes low priority initial heavy user to get even more
bandwidth. Next, we shall demonstrate these cases.

Consider the case where we have a 150 km network of 5 nodes that
are evenly spaced. Assume that we have node 1 as a low priority dominat-
ing heavy user. Furthermore, let us assume that node 4 is the high priority
would be heavy user, Figure 1.6. Despite node 4 being a higher priority user,
it cannot attain its fair share of the bandwidth. Since the bus is already
flooded with segments from node 1 when node 4 starts, node 4 is inhibited
from transmitting which in turn inhibits requests from being issued on the
reverse bus. The only time node 1 lets an empty slot go by is when it iden-
tifies a request of a higher priority. It increments its CountDown counter
(rather than its Request counter) by one which enforces node 1 to let one
slot pass by untouched. This clearly demonstrates that node 4’s throughput
is dependent on the round trip propagation delay between these two nodes.

In addition to the aforementioned problems, it may also happen that
when a node changes its priority level form low to high, the node witnesses
a decrease in its throughput. This phenomenon is called the inverse priority
effect which is caused by the bunching effect [22]. Bunching effect usually
happens when heavy users start quasi simultaneously and it so happens that
the free slots on one bus and the requests on the reverse bus forms a special
time relationship. This allows the low priority heavy user node closer to the

high priority heavy user node to transmit more slots in a batch mode at the
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expense of the high priority node.

All the scenarios and investigations presented clearly show that the
basic DQDB protocol is unfair under heavy load. Since bursty traffic is un-
predictable, it is hard to anticipate the behavior of the node. The unfairness
seems to become more profound as the network speed or the network size
increases, because the throughput dominant nodes can exert a greater domi-
nation as there are more slots available to them or there are more slots they

can take from the vulnerable nodes.

1.3.5 Bandwidth Balancing Mechanism

In this procedure, a node is allowed to transmit only a fraction, «,
of the time before it artificially increments the Request counter by one for
every M segments that it transmits. This M is referred to as the BWB mod-
ulus and its value influences the system hehavior. The increment operation
is achieved by using an additional counter called the trigger counter which
keeps track of the number of segments transmitted. As reported in [10], this
scheme does prevent throughput dominance by a single user when other users
have heavy load traffic demands. However, a fraction of the bandwidth is
lost due to passing extra empty slots downstream, which may not be nec-
essarily used. The fraction of bandwidth loss is given by (1 — a)/(1 + a),

where 0 < a < 1. A small value for @ means that more bandwidth will
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be lost. On the other hand, a greater value of a results in less bandwidth
wastage, but at the same time slows down convergence to a fair bandwidth
distribution among nodes. That is, as the bandwidth balancing modulus
M or a increases, the steady state nodal throughputs increase, but it takes
longer to reach the steady state [13]. Reference [13] contains an example
with 2 nodes separated by a distance D with a = 0.9 (the node will transmit
9 segments out of every 10 times that its CountDown Counter reaches zero).
In that example, it takes 22D slots time for the throughput to reach the 90%
steady state throughput. It was also reported that the convergence to a fair
distribution of the bandwidth among nodes depends on a only. The mech-
anism can still maintain unfair behavior owing to long transients needed to
achieve balancing {21, 8, 21, 13]. However, the BWB mechanism provides a
definite improvement over the basic DQDB protocol [10]. This is achieved
at the expense of losing some bandwidth. In fact, wasting a small fraction
of the bandwidth allows implicit coordination among the nodes. The BWB
mechanism is in a way a rate control procedure.

Bandwidth balancing was originally proposed for single priority traf-
fic. In [12] modifications to adapt the BWB mechanism to multi-priority
traffic is discussed. The three modifications that are described in [12] are
bandwidth balancing over nodes using local priority information, bandwidth
balancing over parcels using local priority information and finally bandwidth

balancing over parcels using global priority information. In this case local
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information means that nodes will transmit segments of priority P using a
modulus Mp based on the traffic load of that priority level, whereas in global
information, nodes will transmit segments of priority P using a modulus of
M. Among these, bandwidth balancing over parcels using global priority in-
formation is the most effective and it will be the only scheme presented here.
Unfortunately, Global priority information does have more communication
and computation overhead than the others. In this scheme, every node can
determine the bus utilization due to traflic of each priority level. Each parcel
is forced to limit its throughput to some multiple M of the spare bus capacity
not used by parcels of equal or greater priority. A node with less demand can
have all the bandwidth they desire. The IEEE 802.6 committee has not yet
adopted any scheme for multi- priority operation and this issue is therefore

still an open area of research.

1.4 Other Proposals

In this section, new proposals based on DQDB for media access pro-
tocols for Metropolitan Area Networks will be discussed. As it is not possible
to review all proposals, since there are too many of them, a sample of the
more prominent and relevant ones are included in this section. All these new

protocols have one basic set of objectives. They would like to achieve:
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- full bandwidth utilization,
- fairness among nodes,
- minimum possible access delay, and

- efficient priority implementation.

1.4.1 Distributed Queue Multiple Access (DQMA)

Distributed Queue Multiple Access (DQMA) protocol is a generaliza-
tion of the DQDB protocol. In the DQDB protocol, a node can enqueue at
most one request in one slot, whereas in DQMA, a node can enqueue several
requests in the same slot. In order to do so, DQMA has an access control
field of two bytes out of which eight bits are for requests. Therefore, a node
can transmit up to 255 requests. When a node has a packet to transmit, it
has to send requests on one bus and segments on the opposite bus. Requests
can be sent only if the request ficld of a slot is empty, otherwise the request
transmission is delayed until such a slot is found. After sending a request,
a node will enqueue the local request in its request queue. This queue also
holds external requests. which are enqueued if the node identifies a slot with
a nonzero request field. The request queue is served on a FIFO basis. If an
external request is at the top of the queue, then every time an empty slot

passes by, the erternal request is decremented by one until it reaches zero.
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On the other hand, if the local request is at the top of the queue, the node
uses all empty slots to transmit its segments. It also decrements the local
request by one for every segment that it transmits. When the request at the
top of the queue reaches zero, the request is deleted. Since the average num-
ber of requests per slot is greater than one, some constraints are necessary to
keep the request bounded. This is achieved by having an access window that
monitors the number of request transmissions. In DQMA, although nodes
send multiple requests in a single slot, there is still no guarantee that the
segments will be transmitted in contiguous slots. In order to obtain contigu-
ous transmission, DQMA has a request delay equalization scheme [28]. In
short, every external or local request which is read in is delayed by at least
one round trip propagation delay with the headend before they are moved
to the request queue. This enables nodes to make contiguous transmissions.

As reported in [28], this protocol enables the system to achieve fairness
in throughput distribution even at high speeds and large distances. Reserva-
tion of multiple consecutive slots is a new concept introduced by this kind of
network and makes segment labelling unnecessary. It also facilitates reassem-
bly significantly as segments from the same node are received consecutively.
To provide contiguous slots, it was necessary for nodes to have consistent
view of the state of the network. This was achieved at the cost of intro-
ducing a delay before local request and ezternal request before they can be

moved to the request queue. Since the delay has to be at least one round trip
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propagation delay, this means that the minimum access delay for a segment
would have to be at least one round trip propagation delay too. For some
types of data traffic, e.g., voice and video, such a delay could be detrimed to
the applications. DQMA can be extended to enable segments for immediate

access. However, that will leave the system with no guarantee of transmit-

ting slots consecutively.

1.4.2 Cyclic Reservation Multiple Access protocol

Cyclic Reservation Multiple Access (CRMA) is yet another scheme
for a metropolitan area network based on slotted unidirectional bus struc-
ture. The bus can be either a dual or a folded one. The 2 bytes access control
field contains a 13 bit access command subfield. Out of the remaining three
bits two are unused and one is used to indicate the status (busy/{ree) of the
slot. There are two main access commands: reserve and start. The reserve
command contains cycle number and cycle length as its arguments. The
headend generates periodically reserve commands by setting the cycle length
to zero. In this scheme a node can reserve multiple slots. This is attained
by increasing the cycle length by the number of segments a node intends to
send. A node also keeps track of the cycles it has requested to transmit by

placing such cycle numbers in its local queues. It is to be noted that a re-



serve command is not considered successful until confirmed by the headend.
In order to provide fair access to all nodes, a limit is imposed on the number
of slots a node can reserve in a cycle [28, 15]. When the headend receives
the reserve command back, it adds the cycle length to a global reservation
queue which is served according to a FIFO discipline. The headend station
serves every reservation by issuing a start command containing a cycle num-
ber, which indicates the start of such a cycle, followed by as many empty
slots as requested by the stations for transmission in that cycle. When active
nodes observe a start command, they check the local queue for a matching
cycle number. If it is a matching one, segments are sent consecutively. Oth-
erwise, transmission is delayed until a start with a matching cycle number is
observed. In order to monitor the total number of slots in the cycles queued
at the headend, including the slots in the outgoing cycle which have not left
the headend, a back pressure mechanism is employed [28, 15]. As explained
in [28, 15], if the cycle length in the global queue exceeds the round trip
propagation delay in slots, the generation of reserve commands is inhibited.
Furthermore, all reserve commands which have been issued but which have
not yet returned are cancelled. The reserve generation is resumed when the
number of reserved slots drops below the threshold.

In order to implement p priorities, the CRMA access protacol, both
at the headend and nodes, must be replicated p times. These protocols run

in parallel. An access command has precedence over another if it belongs to
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a higher priority. Also, a cycle can preempt any other cycle of lower priority.

CRMA, just like DQMA, provides throughput fairness even at high
speed and large distances. In addition, it also allows transmissions of con-
tiguous segments. This slot contiguity property facilitates packet reassembly.
When a folded bus is used, then DQMA has a lower access delay than CRMA.
This is because CRMA has a reserve command to travel to the folded end
of the bus, back to the headend. Then slots must be issued by the headend
to the node. Recall that for DQMA, the requests are transmitted on the
reverse bus immediately. Thercfore, in the case of DQMA with synchronous
mechanism for contiguous segments transmission, the minimum access delay
is equal to the round trip delay between the node and the headend. In any
case, the DQDB medium access protocol seems to have a better immediate

access delay than either DQMA or CRMA.

1.4.3 Cyclic Reservation Multiple Access II protocol

Cyclic Reservation Multiple Access IT (CRMA II) [23, 24] is based on
the experience gained from a 1 Gbits/s implementation of CRMA [28, 15].
Slots are accessed through two distinct mechanisms:(1) immediate access of
gratis slots and (2) access of previously reserved slots. In both cases, the

busy/free flag needs to be free for a slot to be accessible. The gratis access



mechanism, which is simply based on inspecting the busy/free decisions gives
fast access and fully exploits spatial reuse of slots. The principle of reser-
vation is as follows. A special node known as the scheduling node issues a
reserve command by transmitting a start/end delimiter pair back-to-back.
Nodes that wants to send a request do so by inserting a slot in the passing
reserve command, thereby increasing its length. The network latency is also
enlarged by switching a delay register into the data path. Upon return of the
reserve command, the scheduler copies the request entries into its memory
while the command passes for a second round trip to eliminate the request of
the additional network latency. Nodes successively remove their entries. The
scheduler analyzes the requests made by the nodes and sends out a confirma-
tion command. This command contains a threshold value. A node cannot
transmit more than that threshold value in slots. Immediately after sending
the confirm command, the scheduler starts to mark all passing gratis slots as
reserved until the number of such reserved slots corresponds to the nuniber of
confirmed requests. Subsequently, the reserve command is issued to collect
the request entries for the next cycle.

The priority implementation of CRMA II is analogous to what has
been described for CRMA. Just like CRMA, CRMA II provides through-
put fairness even at higher speeds and longer distances [28, 15]. Since slots
are being transmitted contiguously, the reassembly at the receiving end is

easier while the segments labelling at the transmitting end is less complex.
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However, adding buffers does increase the complexity of the network. Nodes
have to send the requests with the reserve command, followed by removing
the request from the confirm command, and only after receiving the start
command that nodes are allowed to transmit. Obviously, all this adds con-

siderably to the access delay.

1.4.4 Fair Distributed Queue protocol

The Fair Distributed Queue (FDQ) [25] is a more recent medium ac-
cess protocol for MANs. FDQ is a slotted system based on the unidirectional
bus topology. Slots of fixed duration are generated by a headend station. In
this section the terms outbound and inbound channels are analogous to a
forward and reverse bus with a folded end connecting the busses. In FDQ,
each node has the capability of reading from both the outbound and the
inbound channels and writing to the outbound channel only. A slot header
contains a busy/free bit, and active (A) bit, and an Inactive (I) bit which
are all initialized to a value of zero when the slots are generated. When a
slot is written by the node, the busy bit is set to one. When a node becomes
active it sets the next unset (A) bit, and after it has completed transmission
it sets the next unset (I) bit. These bits enable upstream stations to deduce

the status of downstream stations. The (A) and (I) bits can only be set
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when the slot is in the inbound channel. Nodes keep track of the number of
active nodes downstream by an Active Downstream node (AD) counter that
operates even when the node has no packets to transmits. The AD counter
is incremented by one for every (A) bit detected on the reverse bus while it
is decremented by one for every (I) bit observed by the node. When a node
becomes active, it sets the first unset (A) bit it encounters to cne. At the
same time, the contents of its AT) counter is transferred to a second counter
which is known as the Count Down (CD) counter. The CD counter is decre-
mented by one for every free slot passing by the node on the forward bus.
When CD counter reaches zero, a segment from the node can be transmitted
in the first free slot. When a node becomes idle, it sets the first free I bit
observed on the reverse bus to one.

Priority implementation in FDQ is an extension of the basic protocol.
The counters are replicated for each priority level. In addition, there is a dif-
ferent active and inactive bit for each level of priority. The access mechanism
is the same with preference given to segments of a higher priority. If a node
has an AD counter of higher priority level with a non zero value, it refrains
from transmitting and waits for AD counters of higher priority to drop to
zero.

It is reported in [25] that this new protocol achieves throughput
efficiency independent of the bus length, the transmission speeds and the

number of nodes. FDQ allocates equal bandwidth under heavy load to all
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active users in a time period less than or equal to the round trip propagation
delay without wasting bandwidth. The priority mechanism is effective as
the bandwidth is shared fairly among nodes of same priority level. However,
there is a delay involved between a high priority message at the top of the
local queue and the time it gets transmitted. In the worst case, this delay
could be as long as the round trip propagation delay. Bearing this in mind,
the delay is still dependent on the size of the network. Another drawback of

this protocol is that there is slot wastage with FDQ due to the time it takes

for the (I) bit to propagate upstream.

1.5 Summary

Before discussing the main objective of the thesis, we recapitulate the
current technological situation. BISDN wants to provide a means by which
data from diverse services can be transported in a unified way. The com-
mittee in charge has decided that ATM shall be the multiplexing technique.
Besides, the IEEE 802.6 has adopted the DQDB protocol as the medium
access protocol for MANs. Studies have revealed that DQDB possesses sev-
eral inherent problems. Unfairness was manifested for unipriority as well as
multipriority traffic. To partially overcome these problems, the IEEE 802.6
committee adopted the BWB mechanism to deal with the unfairness prob-

lem. The cost was to sacrifice some bandwidth to help coordination among
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nodes. Unfortunately, new problems popped up as the balancing convergence
is severely influenced by the speed and size of the network. As the network
speed and size increase, it takes longer for the network to converge to the
anticipated breakdown of bandwidth. The BWB mechanism is therefore
ineffective if the convergence takes so long that the condition it intends to
remedy disappears before the operation converges to its final steady state. To
fulfill the requirements of BISDN, it is vital to have a protocol that is reliable
and fair to all the nodes independent of the time the transmission started.
More importantly, since BISDN provides services that are delay sensitive, it
requires a protocol that can implement a reliable priority mechanism. Un-
fortunately, the current standard does not fulfill such objectives. The other
newer protocols (DQMA, CRMA, CRMA II, FDQ) that were discussed pro-
vide solutions to several of the problems encountered by the DQDB protocol.
Unfortunately, they have just stopped short of satisfying the entire objective

list.

1.6 Thesis Overview

The purpose of this thesis is to propose a new protocol, the High Per-
formance Distributed Queue, (HPDQ). Just like DQDB and the newer proto-
cols, HPDQ is implemented on a slotted unidirectional bus system. This bus

topology has been chosen since high speed transmission require optic fibers
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as it supports transmission of several Gbits/sec. This bus topology also com-
plies with ATM specifications of bus systems. The principles of operation of
HPDQ are fundamentally different from the other protocols proposed. The
primary goals of HPDQ is to achieve full bandwidth utilization and to be fair
to all the nodes, independent of the bus length, transmission speeds, number
of nodes and starting time of transmissions. In implementing priority, HPDQ
aims at providing a reliable service in addition of being robust, i.e. HPDQ
intends to provide minimum insertion delay for higher priority nodes. It shall
also be shown that in the worst case, redistribution is achieved in a round
trip propagation delay. The hardware implementation of the switch is a bit
more complex as the switch requires some buffering capabilities. However,
this is not a severe disadvantage as most implementations of  high speed

bus networks use such a switch, e.g., DQDB, DQMA, and CRMA I and Il.

1.7 Thesis Outline

In Chapter 2, the basic version of the new protocol High Perfor-
mance Distributed Queue is described together with an enhanced version.
In Chapter 3 performance of the basic and enhanced protocols is studied
through simulation. In Chapter 4 the priority implementation on HPDQ is

considered. Simulation of the priority implementation of HPDQ is reported
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in Chapter 5. Chapter 6 concludes the thesis with a summary, remarks and

directions for future research.
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Chapter 2

MEDIUM ACCESS
PROTOCOL FOR HPDQ

2.1 Objectives

Despite the efforts made in designing and implementing efficient net-
work protocols for operation in the metropolitan environment, it is unfor-
tunate that none of those protocols is problem free. Such problems can be
either technological, economical, behavioral or performance related. To solve
those problems, further research efforts is needed in this area.

This thesis extends yet another effort whose goal is to design a net-
work protocol that is efficient, cost effective, and above all problem free,

by proposing a new protocol: The High Performance Distributed Queue



(HPDQ). This protocol is defined on a dual unidirectional slotted bus sys-
tem with active taps. Slots are generated at equal intervals by the end nodes.
The HPDQ protocol has been designed while bearing in mind the problems
that were encountered by previous protocols defined on a similar bus topol-
ogy. The protocol reduces and in fact eliminates most of those problems.
To be efficient, a protocol must make use of the total bus capacity.
In order to prevent any node or group of nodes to take control of the net-
work, a protocol must provide fairness among nodes. These are two of the
objectives of the HPDQ protocol. In addition, the HPDQ protocol intends
to provide the minimum access delay to segments. Since minimizing band-
width wastage is another important issue considered in numerous protocols,
the HPDQ protocol made that issue an additional goal. Next we describe

how the HPDQ protocol attains these goals.

2.2 Description of HPDQ

In this section the basic HPDQ protocol for unipriority operation is
described and will be extended later to multipriority. Although this proto-
col suffers from a certain deficiency that will be remedied by the enhanced
version, it is described in order to explain the principle of operation.

Since HPDQ operates on two unidirectional busses serving two oppo-
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Figure 2.1: HPDQ network configuration.

site directions and, since protocols for both busses are identical, the protocol
for bus A only will be described. Bus A will be referred to as the forward
bus while bus B will be called the reverse bus. The nodes are tapped onto
the busses through active switches, see Figure 2.1. Through such switches,
nodes can buffer slots and modify them with a minimum delay and then
release them back onto the bus. Just like several other protocols defined
on this bus topology, the HPDQ protocol is implemented through the use
of counters. A node will have two basic counters: the number of Active
Nodes Downstream counter, AND_ctr and the Count Down counter, CD_ctr.
The finite state machine of the basic protocol is shown in Figure 2.2. The
AND _ctr keeps track of the number of nodes that are active downstream.

It is to be noted that the AND_cir is not essential for the operation of this
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If transmission queus is not empty
CD_ctr = AND_cir

If slot on reverse bus then
AND_ctr = NAND

If empty slot on forward bus then
fCD_ctr>0
CD_ctr—

.

if transmission queue is @
NAND++

If empty slot on forward bus and CD_ctr==0 then

Transmit segment

Figure 2.2: Finite State Machine for Basic HPDQ protocol.
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Figure 2.3: Slot format for basic HPDQ.

protocol and ite sole purpose is for ease of understanding of the protocol.
In fact the AND_ctr is numerically equal to the value in the NAND field
which shall be described later. The C D_ctr holds the number of unused slots
that the node should let go before consuming one. If the CD_ctr is equal
to zero and the transmission queue is not empty, the node transmits in the
next empty slot. Then, the CD_ctr is used in a manner similar to that in the
DQDB protocol. This protocol relies on the reverse bus to provide informa-
tion about the status of the nodes downstream. In order to do so, the slots
nced a field which will enable the upstream nodes to know the number of
active stations downstream. \Ve shall refer to this field as the NAND (Num-
ber of Active Nodes Downstream) field and the slot format is given in Figure
2.3. When a station has segments to transmit, it will increment the value

of the NAND field of the next slot on the reverse bus by one. This can be
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implemented with a single bit delay per node. The NAND field is updated
as long as the transmission queue is not empty. Since the value contained
in the received NAND indicates the number of active nodes downstream, its
value is copied to the AN D_ctr. The minimum length of the NAND field is
[logz(N)] bits, where N is the number of stations on the bus. Since a typical
MAN nowadays can contain up to 1000 stations, it shall be assumed that N
is 1000. Therefore, a NAND ficld of 10 bits will suffice for a MAN,

In this protocol, nodes copy the AN D_ctrs to the C' D_ctrs everytime
the CD_ctr reaches zero. Therefore, CD_ctrs hold the number of slots re-
quired hy downstream stations. The CD_ctr is decremented by one for every
empty slot that a node observes on the forward bus. When the C)_clr is
equal to zero, the node transmits its segments into the next empty slot. The
CD_cir is then reinitialized to the new AND_ctr value.

To illustrate the operation of the HPDQ protocol, consider the fol-
lowing example where there are 5 nodes out of which only nodes 1, 2 and 4
are active. The internode distance is 5 slots. Figure 2.4 shows a snap shot
of the contents of the NAND fields, the AN D_ctrs and the C' D_ctrs of the
five nodes. Notice that the value of the CD_ctrs of nodes 3 and 5 are zero.
However, since they are not active, they will not transmit. Nodes I and 3
will transmit segments after letting two empty slots and one empty slot go
by, respectively. Since the AND_ctr of node 4 is zero, it will transmit in every

empty slot.
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Figure 2.4: Basic operation of HPDQ

" The protocol as it stands might attain 100% channel utilization when

a group of stations are active for a long time. Unfortunately, HPDQ cannot
maintain this level of utilization when stations start switching between the
active and inactive states frequently. This is due to the effect of propagation
delay. To illustrate this problem, the transient behvior of 2 nodes that are
20 slots apart is studied. The network configuration is shown in Figure 2.5.
Upon completion of its transmission, node 2 stops updating the

NAND ficld on the reverse bus. This means that the next 20 slots that node

1 will read in, will have a value of 1 in the NAND field. Node 1 wil} therefore
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Figure 2.5: Node 2 stops updating at completion of its transmission
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assume that node 2 still requires empty slots to complete its transmission.
This is clearly an erroneous interpretation. Hence, node 1 will release ghost
slots which will not be consumed by node 2. Therefore, bandwidth is lost
which leads to a transient wastage of the bandwidth when utilization drops
below the 100% level while some nodes are still active. The transient be-
havior of the node in this example is shown in Figure 2.6. Note that time
is measured in slots. Node 2 terminates its transmission at 520. Node 1
acknowledges that at 540 by consuming all the empty slots, thus reaching a
utilization of 1.0. In the transient period between 520 and 540, node 1 was
allowed a maximum utilization of only 0.5 although the other 50% of the
bandwidth was wasted. It should be pointed out that, in general, bandwidth
is wasted only when the most active downstream station completes its trans-
mission.

Due to this, a modification to the original HPDQ protocol to over-

come the above mentioned problem will be introduced next.

2.3 The Enhanced HPDQ Protocol

As has been illustrated in Section 2.2, the completion of transmission
by the most downstream active node results in a possible loss of bandwidth

due to the effect of the propagation delay. This can be reduced, if not elimi-
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Figure 2.6: Bandwidth loss due to stopping of transmission.

nated through the use of a special counter.

To implement the enhanced version of the HPDQ protocol, each
node needs to have an additional counter, the Cumulative Request counter
(CumReq.ctr) and each slot should contain an additional field, namely the
Request bit field shown in Figure 2.7. The CumReq.ctr keeps track of the
number of requests needed by downstream stations. The Request bit field
differs from the NAND field in that, the former conveys requests from ac-
tive stations whereas the NAND field indicates the number of nodes that
are active downstream. The Request bit is set as it passes through an active
node with pending requests, on a per segment basis. If the incoming Request

field is already set then the node has to wait for the next available Request

45



ACCESS CONTROL FIELD SEGMENT

e,
« e,
H LY
. v
. L LT
.
vau

BUSY REQUEST NAND

1 bit 1 bit n bits

n =l'-592N—|

Figure 2.7: Slot format for enhanced HPDQ.

field. When a node has sent all its requests, it stops setting the Request
field. However, it updates the NAND field as long as the segment trans-
mission is incomplete. The finite state machine is shown in Figure 2.8. The
CumReq.ctr is decremented by one for every empty slot that the node lets go
by on the forward bus. It is incremented by one for any requests arriving on
the reverse bus. In fact, as long as CumReq.ctr is greater than zero, the node
will pass a number of empty slots that is equivalent to the value of the NAND
field for every segment that the node transmits. When the CumReq-ctr of a
node reaches zero, the CD_ctr is set to zero and that node will consume all
empty slots on the forward bus regardless of the value of the NAND field.
A value of zero in the CumReq.ctr implies that stations downstream have
completed all transmissions. As active nocizs with a CumReq_ctr of zero will

consume all empty slots, this means that no bandwidth is lost.
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If request bit is set on reverse bus
CumReq_ctr++

If transmission queue is not empty
CD_ctr = AND_ctr

If slot is empty on forward bus
If CumReq_ctr m= 0

f slot is empty on the forward bus
if CumReq_ctr > 0 then
CumReq_ctr—

If empty slot on forward bus and CD_ctr==0

Transmit segment

or CD_ctra0

else
CumReq_ctr--

CD_ctr—-

-

It transmission queue is not empty
NAND++

Figure 2.8: Finite State Machine of Enhanced HPDQ protocol.
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Figure 2.9: Operation of the CumReq.ctr counters.

Figure 2.9 illustrates the outcome of this approach. The 3 nodes
numbered 1 to 3 are 10 slots apart. Only nodes 1 and 3 are active. Node
1 has its CumReqctr with a value of 2 in it, whereas node 3 has a 0 in its
CumReq.ctr. At the next slot time, node 1 will pass an empty slot down-
stream. Meanwhile, it will read the request from node 3 on the reverse bus.
Since its CD_ctr will be equal to zero at this instant, it will transmit in the

next free slot. At the end of this transmission the CumReq.ctr would have
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Figure 2.10: Bandwidth distribution due to node stopping transmission.

been updated to a value of 3. The CumReq_ctr of node 1 will not increase
any more since there are no more requests from node 3 on the reverse bus.
For the following six slots, node 1 will use every other slot and let an empty
slot propagate downstream to node 3. Afterwards it will consume all free
slots on the forward bus.

In order to understand the gain brought about by the introduction
of the Cumulative Request counter, let us examine the scenario as described
in Figure 2.5 but with the new set of rules.

Node 2 updates the Request field cn the reverse bus for every seg-
ment that it has to transmit. The CumReq_ctr of node 1 is incremented

by one for every Request field that node 2 has modified. For every empty
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slot that node 1 & k2 forward bus, node 1 reinitializes the C D_ctr
to 1, as the 2IANi. s 1, and decrements the value of the CumReq_ctr
by 1. Since CumReq-c r keeps track of the exact number of slots that the
downstream node require, there is no need to let any more empty slots pass
by once the CumReq.ctr value reaches zero. Consequently, node 1 will con-
sume all incoming slots. This enables the system to reduce, if not eliminate
all sources of bandwidth wastage. The transient utilization shown in from
Figure 2.8 clearly illustrates the performance gain that the enhanced HPDQ

protocol provides. The total transient utilization stays at 100% and there

are no more ghost slots.

2.4 Network Aspects

in this section we shall discuss the performance and implementation
aspects of this new protocol. This will he done in order to gain an insight

into the protocol. Therefore, no comparison to other networks will be made.

2.4.1 Performance issues

In order to investigate the effects of the HPDQ protocol on perfor-

mance, let us consider an HPDQ network with N nodes. For the sake of this
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analysis, assume that all active nodes have a load that is much greater than
one. In other words, the transmission queue is never empty. Let N* be the
number of active nodes, where N* < N and let X be one of the N* active
nodes. Let us further assume that there are N; active stations upstream from
X and N, active stations downstream from X, such that Ny + No = N* — 1.
Once the system has stabilized, node X consumes one slot out of every N*
slots. Therefore an active node, X, will acquire 1/N* of the available band-
width and an average insertion delay of N* — 1 slots, for N* > 0.

Under the above conditions, the bus utilization reaches 100%. This
is because when the system is active and stable, every slot on the bus is
a dedicated slot. The bus utilization is independent of the actual number
of active stations. It depends only on the load that the nodes offer to the
system, and will reach 100% if there are enough segments queued up.

This new protocol is virtually insensitive to nodes leaving and enter-
ing the system and to their relative positions. At two different time instants,
t; and t;y,, the system can have 2 different sets of N* active nodes. Several
stations of the first group of active nodes may have terminated their trans-
missions and have been replaced by another group of new nodes that become
active. When this happens and the system has stabilized, the average bus
utilization and average access delay of individual nodes remain the same.
This is because the delay is based on the number of active nodes, regardless

of the location of these nodes an the bus. As shown earlier, if we have N*
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active nodes with an infinite number of segments queued up for transmission,
nodes will still transmit in no more than one slot out of every N* slots that
go by, such that the throughput is 1/N*.

The fluctuation in the number of active stations does not affect the
average bus utilizativn as long as there are enough segments to keep the bus
busy. Ilowever, the average access delay is highly dependent on the num-
ber of active stations. A drop in the number o. active stations enables the
remaining nodes to transmit segments more frequently and consequently re-
duces the average access time. Similarly, if the number of stations increases
the average access time will increase too since every node will have to let

more slots go by before consuming one.

2.4.2 Implementation Cost and Complexity

The implementation cost and complexity are very important issues
to consider if we want to implement a protocol. The HPDQ protocol was
designed by giving special considerations to such issues. The performance
gains can be regarded as satisfactory. The enhanced HPDQ protocol will be
the only one considered here since it has all the qualities of the basic HPDQ

protocol together with some additional attractive features.



Counters

In this protocol, for each bus, a node has one Active Number of
Downstream nodes counter, AND_ctr, a CountDown counter, C D_ctr and a
Cumulative Requests Counter, CumReq.ctr. All of these can be implemented
in software. Certainly, it will be faster if implemented by dedicated hardware.
The size of the AND and CD counters has to be at least as large as the num-
ber of nodes that a Metropolitan Area Network can support. CumReq_ctr
should be large enough to hold requests coming from downstream stations
and its size will be dictated by the number of segments that downstream
statiors intend to send. In order to prevent the CumReq.ctr from overflow-
ing, a mechanism that inhibits nodes from transmitting excessive requests is
welcome. A back pressure mechanism is a reasonable choice. The headend
could monitor the number of requests sent by the nodes. It will keep track
of the number of request it receives and if they exceed a certain threshold
value, the headend issues a special stop command demandling stations to stop
request transmission until further notice. When the number of requests has
drop below the threshold value, a speci~! rcsume command could be issued
to notify stations to resume request transmissions. These commands could

be represented by an additional bit in the Access Control Field.

53



Switches

As the HP’DQ protocol makes use of active switches, we should add
the cost of these to the implementation cost. The cost of implementing
counters is considerably less than that of the switches. The special func-
tion which is performed by switches is the modification of the content of the

NAND fields. Updating of the NAND field can be done on a bit by bit basis.

2.5 Summary

In this chapter, a new protocol HPDQ (High Performance Distributed
Quene) defined on dual unidirectional bus topology, has been described. it
provides good performance results and overcomes the problems that other
protocols defined o similar bus topologies encountered. The basic protocol
has been discussed which was later modified to the enhanced version. The
main difference between the basic and the enhanced version is that when the
most active downstream node leaves the system, the bandwidth wastage is

reduced to a minimum in the enhanced version.
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Chapter 3

PERFORMANCE ASPECTS

In this chapter the performance of the basic and enhanced versions of
the HPDQ protocol is studied. The average bus utilization and the average
access delay to the bus will be our performance measures. With the average
bus utilization we can get a better understanding of how the bandwidth is
divided among ~odes under various conditions. Similarly, the average access
delay to the bus enables u. to anaiyze the average length of time a node
has to wait before completing transmission of a segment under various con-
ditions.

A simuiation model for the HPDQ protocol was considered more ap
propriate than & theoretical mnodel. The main reason being the complexity
of a theoretical model and its analysis. The performance results contained

herein are based on simulations of several scenarios. First, we discuss the



steady state analysis of the basic protocol, followed by the transient analy-
sis. It is to be noted that under steady state and heavy load, either version of
the protocol will yield the same results. Therefore steady state analysis of the
enhanced ver:'on of HPDQ shall not be considered. However, the transicut
behavior of nodes leaving the system shall be analyzed for both versions.

In order to test the goals of our basic and enhanced protocol, a simula-
tor that models the behavior of both protocols was implemented in software.
The simulator was designed in such a way that it is flexible and the relevant
parameters could be modified easily. Such p.iameters are: the number of
nodes on the bus, the internode distance, the time at whichk transmission
should start and stop, the packet arrival process per node, the distribution
of packet lengths, the slot duration, the message and slot overhead and lastly
the phase difference in slot generation on both busses. In order to be able
to compare the HPDQ to the protocols proposed in the literature, we have
chosen cur message arrival process to follow a Poisson arrival. The start and
stop time of transmissions were controlled whenever the transient behavior

of the nodes was of interest.
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3.1 Simulation of the Basic Protocel

3.1.1 Steady state analysis

In this section, it is shown that the basic HPDQ nrotocol divides the
bandwidth fairly among all nodes independent of the time instants at which
they started transmission Moreover, this is done without bandwidth wastage.
It will also be shown that this protocol has a reasonable a vrage access delay.
Where relevant, the drawbacks of the basic HPDQ will be . ght up. It will
also be shown that convergence is achieved within the round trip propagation
delay.

In the first scenario, the network has five active nodes. We shall
assume that the transmission queue is always nonempty - a condition which
is sometimes referred to as nonelastic traffic. The nodes start transmission
at random times. The distances between the nodes were varied to represent
transmissions at the speeds shown in Table 3.1 and nodes are equally spaced
on the bus. As expected, when the systein stabiiizes, the results are exactly
the same for the different speeds. Table 3.2 summarizes the results for dif-
ferent bus loads that are evenly distributed among all nodes. From Table
3.2 we can see that the bandwidth is equally and fairly distributed among
all active nodes under all loads. In fact, under steady state and heavy load,
it does not make any difference whether it is the basic or enhanced version

of the p:utocol.
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BUS NDISTANCE OCCUPIED BY
SPEED SLOT(53 OCTETS)
4.7 Mb/s 1896 m
155.5 Mb/s 546 m
622 Mb/s 137 m
1244 Mb/s 69 m

Table 3.1: Maximum bus length for throughput fairness

Bus Load Utilization

1 2 3 4 5
50 0.10 | 0.10 | 0.10 | 0.10 | 0.10
60 0.1210.1210.12 | 0.12 1 0.12
70 0.14]0.14 | 0.14 | 0.14 | 0.14
80 0.16 | 0.16 | 0.16 | 0.16 | 0.16
90 0.18 1 0.18 1 0.18 1 0.18 | 0.18
100 0.20 | 0.20 | 0.20 | 0.20 | 0.20
110 0.20 | 0.20 | 0.20 | 0.20 | 0.20

Table 3.2: Node utilization.

In our sccond scenario, a group of nodes start transmitting earlier
fromn tue rest of the nodes. The objective hers is to see how the nodes adapt
to the addition of a new node. In order to investigate the behavior of the
protocel under vhe above nientioned conditions, a simulation was run with
5 nodes that are 10 slots apart from each other. The utilization and the ac-
cess delay of the nodes for various bus loads was then recorded when steady

state was reached. The results were the same independent of the position of
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Bus Load Average Access Delay (slots)
1 2 3 4 5
50 36.2 | 37.1 | 38.2 | 39.1 | 394
60 421 | 424 | 43.5 | 448 | 448
70 46.2 | 504 | 50.6 | 51.6 | 51.5
80 59.3 | 61.1 | 61.6 | 62.7 | 62.8
90 755 | 76.1 | 75.5 | 76.7 | 77.5
100 119.7 1 119.5 | 119.5 | 119.6 | 119.6
110 119.7 | 119.6 | 119.6 | 119.9 | 119.9

Table 3.3: Access Delay

the new node and match those of Table 3.2. for utilization and Table 3.3.
summarizes the results for average access delay at various loads. Table 3.2
shows that the nodes have the same utilization for a given bus load, whercas
Table 3.3 illustrates that the average access delay of the nodes are not too
far apart from each other.

In order to investigate the behavior of our system new heavy users
are added to a system, simulation results were collected from a network oper-
ating with the transmission for the speeds shown in Table 3.1. The network
starts with one heavily loaded node, and the four other nodes are gradually
added to the system. The results were again the same for all speeds. The
utilization of the nodes after the system had stabilized was evenly distributed
among all nodes. The results are summarized in Table 3.4. As can be ob-

served, the system remains fair to all the nodes and they get equal shares of
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Initial node Utilization

0 1 2 3 4
0.2]021021]0.2]0.2
0.2/021021}10.2]0.2
0.2102(021}02]0.2
0.21021{02(020.2
0.21021{02(02]02

D] W —] O

‘able 3.4: Utilization for different initial heavy users.

the bandwidth.

In the scenarios discussed above, the results were obtained under
steady state and after the system has stabilized. The stabilization process
itself could take a time that is long enough for nodes to conclude their trans-
missions. In this case the protocol fails to provide efficient service if it re-
sponds to changes very slowly. Next, we study the transient behavior of the

HPDQ protocol in order to investigate its responsive property.

3.1.2 Transient analysis

We shall demonstrate that with the basic HPDQ protocol, the net-
work stabilizes within a reasonable time interval. Special considerations shall
be given to the mean access delay.

We shall consider an example in which the networl consists of 5 nodes
that are equally spaced on the bus and are 10 slots apart. All nodes are inac-

tive and start becoming active one at a time, starting from the most upstream
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station. Table 3.5 shows the time(in slots) at which messages arrive to vari-
ous nodes. The transient results were recorded and are summarized in Figure
3.1. Figure 3.1 shows that it takes a short time 20 slot time for a node to
gain access to the bus and a full round trip propagation delay with the most
active upstream station for the system to attain stability. To understand
how bandwidth is assigned, we trace the life cycle of some of these nodes
until they start transmitting. Node 2 enters the system at time 640. At time
660 the utilization distribution is as shown in Table 3.6, where node 1 shares
its bandwidth equally with node 2. Since node 0 does not kuow about the
presence of node 2 at first, it sill consumes 0.5 of the bandwidth. It will
take 20 slots for node 0 to become aware of node 2's start of activity. At
this moment, node 1’s utilization will immediately drop to 1/3. Twenty slot
times later, the utilization will be equally distributed among all other nodes
as shown in Table 3.7. In summary, a new active node has to wait for a total
of 20 slots before it can start transmitting. This waiting time is equivalent to
the round trip propagation delay between the new node and its immediate
upstream active node. The system will stabilize only after the most upstream
active station has acknowledged the presence of the new active station. The
stations utilization will even out as the empty slots propagate downstream.
This means that in the worst case the system will stabilize in one round trip

propagation delay.
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Figure 3.1: Transient utilization of nodes starting from left to right

Node 0 1 2 3 4
Start time (in slots) | 160 | 400 | 640 | 880 [ 1120

Table 3.5: Summary of system.

Node 0 1 2
Utilization | 0.5 | 0.25 | 0.25

Table 3.6: Utilization at 660

Node 0 1 2
Utilization | 1/3 | 1/3 | 1/3

Table 3.7: Utilization at 680
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Node 0 1 2 3 4
Distance (in slot times) - 50 | 100 | 150 | 200
Start time (in slot times) | 1000 | 2000 | 3000 | 4000 | 5000

Table 3.8:

Summary of system.

10 |
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Avg access 5 |
delay 4+
3L
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Figure 3.2: Transient behavior of nodes at different distances from each other.

To verify that the access delay is dependent on the distance be-
tween the node and its immediate upstream active station, a simulation was
run with nodes at various distances from each other. The location of the

nodes rel:..ve to the previous active node and their starting times are sum-

marized in Table 3.8.

Figure 3.2 shows that nodes that are further apart from the immedi-

ate upstream active node have to wait longer to access the bus initially. This

Slots
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is because nodes need a full round trip propagation delay with the immedi-
ate upstream active node before they can start transmission. Since stations
do not acknowledge the presence of a new node at the the same time, long
waiting time will persist for a while. After a round trip propagation delay
with the headend node, the access delay in slots will converge t. 4 s :.ady
value that is equal to the number of stations. In addition, Figure 3.2. also
shows that as the number of stations increases, so does the access delay.

Although redistribution is attained fairly quickly when a new active
node is added to the system, the loss incurred when nodes leave the system
is still not justifiable. Under such circumstances, the system loses bandwidth
depending on the relative position of the node. To investigate and quantify
the loss, a network of 5 nodes with an internodal distance of 100 slots was
simulated. Two cases were considered. In both cases the nodes leave the
system at 11500 slot times after transmitting 2000 slots. We shall assume
that the other nodes are always active. In the first case, nodes 3 leaves the
system at 11500 after transmitting 2000 slots. Node 2 acknowledges this
change in system only at 11600. The next 40 ghost slots dedicated to node
3 remain untouched as the node is no longer active. However, they are not
completely lost as the downstream nodes will end up consuming them. This
case is nresented in order to compare it to the second case.

When the most downstream station leaves the system at 11500 slot

times as snown in Figure 3.3 which depicts the transient behavior of the sec-
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Figure 3.3: Transient utilization of node 5 leaving the system.

ond case, the effect is more profound as slots are lost forever. By the time
node 4 acknowledges the completion of node 5’s transmission, 200 slots would
have already gone by. Unfortunately in this case, the 40 ghost slots left for
node 5 are not consumed by any other node. Figure 3.3 shows that node
5's utilization drops at 11500 slot time, at which time the 40 slots are lost
forever. This loss will be repeated everytime the most downstream active

node completes its transmission.
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3.2 Simulation of the Enhanced Protocol

3.2.1 Transient analysis

The enhanced protocol does not change the performance obtained by
the basic HPDQ protocol under steady state. Only when the most down-
stream active node leaves the system that the 2 protocols differ. In the last
scenario of the previous section it was shown that bandwidth is lost whenever
the end active station completes its transmission. The bandwidth released
is not consumed by other nodes. This loss can be overcome through the use
of the enhanced protocol. The transient behavior of the nodes was recorded
under the same scenario but with nodes implementing the enhanced HPDQ
protocol. End results are unchanged when node 3 leaves the system when
compared to the previous case. The effect of node 5 leaving the system was
different. The upstream nodes know exactly how many empty slots they
should pass. After they have provided downstream stations with the num-
ber of slots requested, they start consuming all empty slots. Therefore, no

bandwidth is lost as shown in Figure 3.4.
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Figure 3.4: Transient utilization of node 5 leaving the sysiem (Enhanced

HPDQ).

3.3 SUMMARY

In this chapter, we have analyzed the pwiformance of both versions
of the HPDQ protocol using a simulation model. Steady state analysis as
well as transient analysis were performed on the HPDQ protocol. Since the
enhanced version produces results similar to that of the i-asic version under
steady state, the steady state behavior of the basic version was the only one
discussed in this chapter. The steady state analysis showed that the uti-
lization is divided equally among active nodes and the access delay is equal
regardless of the time these nodes became active, their locations on the bus

and the load offered by the nodes. Also, nodes entering a system with dom-
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inating heavy load users were easily integrated into the system. Those new
nodes forced the dominating heavy load users to share the bandwidth equally
with them and the access delay converged to a value that corresponds to the
current number of active nodes.

“rom the transient analysis of the case where new nodes become ac-
tive, the results produced herein show that newly active nodes . in access
to the bus within a round trip propagation delay frem their immediate up-
stream active node. However. it takes a full round trip propagation delay
from the headend node for the utilization and access delay to converge to
the steady state value. Tiese results hold for both versions of the HPDQ
protocol. It has also been shown that when nodes lea.e the system, there
is some bandwidth loss in the case of the basir HPDQ protocol. The en-
hanced version remedies this phenomenon by recording the number of slots

that downstream users need. In conclusion, the results obtained illustrate

the merits of the HPDQ network.



Chapter 4

Priority Implementation

4.1 Introduction and Background

Farlier in this thesis, we listed some of the pos ™ e appiicat-ons of the
Broadband Integrated System Digital Network. Some of these applications
are delay sensitive. For example, excessive delz. in . ire packet delivery
could adversely affect the quality of the speech pl:vsack. Likewise, in the
case of video transmission, the inability to deliver frames within certain time
bounds could introduce flickering in pictures, thereupon d«teriorating the
picture quality. It is sensible to infer that some types of data should be given
a higher transmission priorit: ve: oltrre. In fact, Network Management
messages shoald fall under the highest priority class.

In a packet based non-precm:ptive priority scheme, segments of lower



priority that are already queued v et :sinirted before incoming higher
priority segments. A node will differcitiate a. favor of the higher priority
segmers when segments are multiplexed into the qu-ue. Therefore, a non
nzeemptive priority scheme will not 1 suitable if the incoming segments are
delay sensitive.

A preemptive priority class scheme is niore advaniageous when deal-
ing with delay sensitive traffic. In this class, segments from lower priority
packets are preempted until all higher priority segments have been trans-
mitted. This class cnsures that highe | _ority traffic is transmitted at the
carlies: sportunity. In this case Network Management messages will get
the proper attention they require. A preemptive priority scheme is therefore
more suitable for multimedia communication.

In [17], two definitions which must be satisfied by all priority schemes
are stated:

Definition (1) If a priority scheme is working then the average access delay
(for a given packel size) is substantially less { half or less) for high priority
traffic as opposed to the low priorily ones.

Definition (2) If there is a certain distribution of high priority traffic on
the bus, then the access delay experienced by the high priority traffic (for a
given size of * jic) should be almost independent at high load of the amount
of low priority traffic on the bus. There should be a predictable access delay

erpericnced by the higher priority traffic for a given distribution of traffic.
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Both dcfinitions state that the high priority traffic should get a lower aver-
age access delay than the lower priority traflic. However, definition(1) entails
that the high priority traffic access delay is heavily dependent on the level of
lower priority traffic. Furtherinore, in definition(1) the higher priority trefic
is not bounded in a predictable way. Definition(2) is more stringent and
provides a clearly defined Quality of Service. To conform to definition(2), a
preemptive priority scheme at the slot level is needed. Hereafter, we shall
use definition (2) for priority.

As specified in definition(2), one of the most important aspects of
a priority scheme is how long it takes for the system to adjust to the high
priority demand. In the priority scheme implemented in the IESEE MAN
Standard, DQDB, the initial problem was its inability, under heavy load, to
respond to high priority nodes when an upstream lower priority heavy user
node starts transmitting before the lownstream ones [22]. A classical exam-
ple is one in which there are two nodes 50 slots apart with the lower priority
node being upstream. If the lower priority node starts more than 100 (the
round trip propagation delay between the two nodes) slots before the high
priority node, the low priority node will consume about 99 percent of the
bandwidth [17]. The bandwidth distribution among the nodes is dependent
on the round trip propagation delay between the high priority node and the
closest upstream low priority heavy user. In any case, the low priority dom-

inating heavy user is virtuaily uraffected by the high priority node [22, 17).
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The only effect that an incomning request from the high priority node has
is that the heavy load low priority node will release a slot immediately re-
gardless of the count in its CountDown Counter. This anomalous hehavior
is somewhat reduced by using the hbandwidth Baiancing (BWB) mechanism.
However, as pointed out in [12], BWB mechanism is ineffective in the pres-
ance of traffic of multiple priorities [17]. FEfforts are now underway to come
up with good priority schemes [11]. However, it seems that the round trip
delay will always govern the response time. Therefore, definition (2) will not
always be satisfied. Our concern here is how reliable will such a system be if
we arc dealing with integrated traffic that is transmitted at Gbit /sec rates.
Applications, such as voice and video which are delay sensitive should not
be delayed by insensitive data. If a certain packet is not transmitted within
certain time bounds, this could result in drastic effects on the whole trans-
mission of delay sensitive data.

The most logical approach to this problem is to have a buffering
svstem that can preempt and hold lower priority segments while the higher
priorily segments are being transmitted. Eventually, the segments that were
previously buffered are released in an orderly fashion. A main concern about
such a system will be the size of the buffer. Next, we introduce a novel pri-
ority scheme that provides the lowest insertion delay for high priority nodes
and is still fair to all nodes of the same priority level. Moreover, the buffer

size needed is always bounded by a function of the propagation delay.
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4.2 Priority Scheme for HPDQ

The HPDQ pricsity scheme, in essence, is the enhanced protocol
replicated several times o establish priority levels. To implement this prior-
ity scheme, it is necessary that the active <witches have buffering capabilities.
The operation of this scheme is simple to conceptualize and the finite state
machines of nodes operating on the reverse and forward busses are provided
in Figure 4.1 and 4.2 respectively. Every node informs the upstream stations
that it wants to transmit at a certain priority level. If a node is notified
through the reverse bus of the presence of higher priority traffic, it preempts
its own transmission on the forward bus until the higher priority transmis-
sions are completed. Thereafter it resumes its transmission. However, if it
has higher priority segments queued up for transmission and the upstream
staticns has already transmitted on the forward bus, it delays the lower pri-
ority ones by buffering them and ov~:w. .ting the slots with its own segments.
At the end of its transmission, it will retransmit the segments that it had
buffered. Lastiy, if its segments are of the same priority level as all other
nodes downstream, it enforces the upstream stations to evenly redistribute
the bandwidth allocated to nodes of that priority level. Next, we shall eluci-

date on the implementation of the HPDQ priority scheme. To simplify the

73



description, we shall impose the following constraint which will be relaxed
later. The constraint is that all the buffers from ail nodes are always empty.
This means that no slots have been buffered at any time. We shall describe
the scheme using twn priority levels, but it can be easily generalized to multi-
ple levels. Since we have 2 priority levels, we shall assume that a is of higher
priority than a;. The slot format is shown in Figure 4.3. In addition to the
NAND field, each slot will have one Request bit field for each priority level.
Request(q;) represents the request bit for priority level i. The Request(a:)
field is updated on a per segment basis for segments of priority level ;.

The HPDQ priority scheme herein is described with respect to the
enhanced protocol. Nodes will havi: an AND_ctr, a CD_ctr and a CumReq.ctr
for each priority level. The AND_ctr(a;) counter represents the number of
active nodes downstream transmitting at priority level a;, CD_ctr(«;) is the
CountDown counter for priority level o; and the CumReq.ctr(c;) is the num-
ber of segments of priority level o; queued up by downstream stations.

The node updates the NAND and the Request fields based on the
values in the Request bit fields and the priority level of the segments queued
up at the nodes for transmission. The NAND field is updated differently
depending on the value of the priority level of the highest Request field with
a bit set. This value, referred to as a is summarized in Table 4.1. The pseu-
docode for updating the CumReq_ctr, the Request bit field and the NAND

field of a slot is given next:
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TRANSMITTING SEGMENT

TRANSMISSION

STATE
QUEUE NOT EMPTY

packet arrival_at priority j
UPDATE
if segment queue
is em|
Update il
completed

UPDATE = conditions are as
indicated in the
pseudocode

Figure 4.1: Finite state machine for nodes’ operation on the reverse bus.
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WAITING PREEMPTED

TRANSMITTING
STATE STATE STATE

Transmit segment
in slot

BUFFER
NOT EMPTY

Unconditional return &
S1ATE

at end of slot

if ( (empty slot) or
(Slot priority <j)) then

CD_ctr —-

f CumReq_ctr(k) >0 Packet arrival at priority j
wait for next CD_ctr(j) ~ AND_ctr(f)

— T

If CumReq_ctr{k) == 0 &&
If CumReq_ctr(k) == 0 8& €D_ctr()) > 0 Transmission
CD_ctr(j) ==0 &&
SlotPriofity <j  then queue empty
BUFFER slot  Buffer .1

empty

If CumR otr(l2 == 0 &&
CD_ctreaE--o &
| empty slot
Q Transmission completed
CD_ctr(j) = AND_ctr(j)
NOTE : priority level k is

Transmit in next higher than priority level ].
empty slot

Figure 4.2: Finite state machine for nodes’ operation on the forwaid bus.
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UPDATE.REVERSE_BUS()
{
int PriorityLevel, HPD ;
For (PriorityLevel=1 to 2 )
if IS_IT_SET(SLOTLR >Request[Priority i.>1;}
/* if the request bit is set */
CumReq.ctr[PriorityLevel]++
If (S~gmentRequestQ[SegmentPriority] > 0 )
/* request priority is not empty*/
if (! IS.IT_SET(SLOTLR->Request[Segmen*Priority]})
/*request bit not set*/
SET(SLOTLR->Request[SegmentPriority])
SegmentRequestQ[SegmentPriority] - -;
If (SegmentTransmissionQ{SegmentPriority] > )
HPD = HighestPriorityDownstream();
If (SegmentPrioriy == HPD) /* Case 1*/
NAND++;
If (SegmentPriority < HPD) /* Case 2 */
NO CHANGE
If (SegmentPriority > HPD) /* Case 3 */
NAND = 1;
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Request(a;) | Request(as) | e
0 0 0
0 1 2
1 0 1
1 1 2

Table 4.1: Summary of o

a | AND_ctr(e;) | AND_ctr(ag)
0 0 0

1 NAND 0

2 | Unchanged NAND

Table 4.2: Summary of AND_ctrs update

It is to be noted that when case 2 occurs, the node is prevented from
doing any further transmission on the forward bus. In case 1, downstream
nodes are transmitting at the same priority level. In case 2 downstream nodes
are transmitting segments of highe priority and lastly, in case 3, downstream
nodes are transmitting segments of lower priority. i a node wants to set
a Requesi bit of matching priority as the SegmentPriority but that bit has
been set already then it tries to set that same bit in the next slot. This is
repeated recursively until the operation is completed. Table 4.3 summarizes

the update of the AND._ctrs before the NAND field is modified.
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Aficr every segment transiission or at the beginning of a message arrival
to an empty queue at the node, the AND_ctr(SegmentPriority) is copied into
CD_ctr(SegmentPriority). Th: CD_ctr(SegmentPriority) is decremented by
one for every empty slot or a lower priority slot that pi.ses by on the re-
verse bus. Since az is of higher priority than ¢y, a; priority level traffic can
. =empt e, priority level traffic. When the CD_ctr(SegmentPriority) reaches
zero, the node schedules a transmission in the next empty slot. Also, if the
next slo! is of lower priority, the node will transmit its segment by overwrit-
ing the segment in that slot, after it has been buffered. This will be explained
in more details in the next section.

The CumReq._ctr for each priority level operates in exactly the same
way as the one in the unipriority system. CumReq.ctr(a;) is incremented
by one for each Request(a;) bit field which is set. The CumReq.ctr(cy) is
decremented by one for every slot of priority less than a; passing by on the

forward bus.

4.3 The Buffering System

One of the objectives of a priority scheme is that high priority seg-
ments should encounter considerably smaller delay than the lower priority

ones [17]. In addition to this, the throughput of higher priority traffic should
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be independent of lower priority ones. These are the objectives behind the
employnien . of -he buffering system. Now, we shall explain how the buffering
system werhe

If station ¢ wants to send segments at priority level o where o > oy,
with oy being the priority level of the slots on the forward bus, then in order
.to minimize the insertion delay, station ¢ must buffer lower priority segment,
and then overwrite them with its own segments. At the same time, it will
notify the upstream stations of its priority level by updating the NAND field
and Request field associated with «; as explained in the previous section.

Active stations operating at priority level less than «; will stop trans-

mission after being informed that there are higher priority stations active
downstream. In addition to stopping transmission, they also buffer any in-
coming slots on the forward bus of a priority lower than their own, which
effectively implements a buffer insertion scheme. A snap shot of the system
after the most upstream station gets the high priority request will reveal that
all lower priority stations have shut off their own transmissions and might
have buffered some segments. too. Under heavy load traffic conditions, the
high priority stations are the only ones operating. The bandwidth is equally
divided among them and they are the sole consumers.

After the high priority node has transmitted all its segments at prior-
ity level ;, it stops updating the NAND field on the reverse bus. Thereafter,

it transmits the buffered segments. The incoming empty slots or slots of lower
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priority are interchanged with previously buffered slots. The above procedure
is recursively repeated to relcase the buffered slots of the upstream nodes.
To remove any ambiguity about this new priority scheme, we con-

sider an example with two nodes separated by 20 slots. Let us assume that
station 1 sends low priority traffic and station 2 sends high priority traffic.
At 1o, station 1 is active and has flooded the system with its segments and
requests, Figure 4.4(a). Station 2 becomes active at to+30. Since station 2 is
a high priority station, it buffers the segments from station | and overwrites
them with its own segments. meanwhile, it will transmit its high priority
requests on the reverse bus. As station 1 is unaware of cvents downstream,
it will keep on transmitting its segments for a while. Figure 4.4(b) shows a
snap shot of the network at ¢y + 50. Just after this instant, station 1 becomes
aware of the transmission of higher priority traffic by the downstream sta-
tion, and it refrains from any further transmission. In the mean time, station
2 has huffered 20 slots and will buffer 20 more in the next 20 slot times. At
to + 70, the network configuration looks like that in Figure 4.4(c). In the
worst case, the downstream node will need a buffer of size [2D7], where D is
the propagation delay between those two nodes measured in slots.

Next, let us consider what. happens when the high priority station
completes its transmission. After doing so, the high priority station has the
responsibility of releasing the huffered slots.

To understand how the buffer is emptied, let us assume that station 2
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83

I

Empty slot

NAND

priority level of
the highest Request
field which is set

NAND

priority level of
the highest Request
field which is set



Source node

-
7]
o
D e
58 & e
o [ved -
~ =0
+ 2o +
o QDO ©
- SEE - a
G g £23 : 2
- 2 223 3
4 ass

hest Request

level of

riori
?he hg
field which is set

-—

;

W%

W%

84

NAND, Prority level

NAND

: High priority node in operation.

Figure 4.4.

Source node

111111111111111'1[,111111'1'1110000

222220ooooooooololoooooololooooooo

111111111111111111111111110000

212§2|2|2]2|2]2|2]|2|2|2]|2]2]2|2]|2]2]|2|2{2}2]2]2{2 |20 |olo|O

(c)
@



L]

Source node

(e) 111441 |4

[
O
\

40

t=t  +130

NAND

111111ooooooooooooloooooooooooo priority level of

the highest Request
< NAND field which is set
Source node -
)
ololofoloft b bbb Dl bla bl bt Jrierivfei1
- D -
1 2 0 ot 180
1
1|11 | |1} lolololo oIoooooooIoooooooooooo NAND
1Tt ooooolooooooo'ooooooo 0]ojo]o] priority level of
B the highest Request
< NAND field which is set

Figure 4.4: High priority node leaving the system

85



from the previous example stops sending requests on the reverse bus at 14+90.
Figure 1.4(d) shows the state of the system at 1o + 110. As this information
propagates upstream, the slots propagating downstream and dedicated to
the a, priority class traffic are used to retransmit the buffered slots, shown
in Figure 4.4(e). Note that when these free slots reach node 2, their priority
is set to that of the buffered slots. When the CumReq_ctr(az) of node |
is zero, node 1 takes it for granted that node 2 will not require any more
empty slots. Hereafter, node 1 will consume all passing slots. Figure 4.4(f)
shows the network configuration at o + 150. In this simple example, node
2 would have emptied its buffer by the time the clear signal (last updated
NAND field from node 2) propagates to the upstream node followed by the

node resuming transmission immediately and the first slot reaching node 2.

4.4 Summary

In this chapter we have proposed a new priority scheme for the basic
HPDQ protocol. This scheme is novel in the sense that it requires active
switches with buffering capabilities. This one is fair to all nodes of the same
priority. Additionally, it provides the minimum insertion delay to higher pri-
ority traffic. It is also sensitive to ncither the internodal distances nor the

activity patterns of the nodes. In order to provide the minimum insertion
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delay, higher priority nodes are allowed to buffer lower priority segments.
Then, the former nodes overwrites the lower priority segments by their own,
while buffering the lower priority ones. The segments buffered are deterred

for later transmission after the higher priority nodes have completed their

own.



Chapter 5

Performance of the HPDQ

priority scheme

In chapter 5, a number of simulation results are presented. The goal of
these simulations is to demonstrate that the HPDQ protocol with its priority
scheme attains a reasonable performance and maintains fairness among nodes
when compared to the DQDB protocol. The simulator presented in chapter
3 was modified to accommodate priority. Although the simulator was built

for multiple levels of priority. we shall herein study the two priority levels

case.

88



5.1 Nodes with different starting time and

positions

In this section we investigate the behavior of the network when a
low priority heavy user node enters the system after the system has stabi-
lized. In order to show that the throughput distribution is independent of
the position and starting time of a heavy load low priority node, and that
the convergence time of bandwidth redistribution is very small and minimal,
a simulation study was conducted. The network under study consists of 5
nodes. Two scenarios were considered. In both scenarios, all nodes generate
statistical traffic consisting of 24 slot packets including an overhead of 0.17%
per slot. All nodes operate at the low priority level except for node 3 which
generate low priority traffic in the first case, and high priority traffic in the
second. The first message from the high priority node is transmittcd after the
bus has been filled with lower priority data. The results were similar for the
various speeds and are summarized in Table 5.1. From the above simulation
results shown in Table 5.1, for the case when node 3 is in high priority mode
one can conclude that once the system reaches steady state, the high priority
node obtains all the bandwidth it needs, as expected. In this particular case,
when the high priority station node 3 becomes active, it shuts off all other
nodes completely. The same experiment was repeated for the nodes start-

ing in diffcrent orders and at different times. As expected, the steady state
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Measurement | Priority of Utilization
node 3 0 1 2 3 1
Average L 0.2 102¢102]021}0.2
Utilization H 00]00[00]1.0]00
Average L 120 [ 120 [ 120 ] 120 | 120
Access time H 0 0 0 [24 ] 0

Table 5.1: Average utilization and average access delay for various speeds.

behavior was the same in all cases and similar to that in Table 5.1, Tt can
therefore be concluded that the steady state behavior of this priority scheme
is insensitive to the nodes positions and actual transmission times. The table
also reports the average access time which is defined as the time required to
transmit the message once it reaches the head of the queue until its trans-
mission is complete. It is clear from the table that node 3 has a lower access
delay when it operates at a higher priority level. This means that the buffer-

ing system is helpful in decreasing the access delay of the high priority nodes.

5.2 Nodes of the same priority level

Another important issue which must be considered is how the band-
width is distributed among nodes of the same priority level. To illustrate
that fairness is still achieved amongst high priority nodes, two different sce-

narios were experimented with. In the first one, taken from [17], there are
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8 stations with the two extreme ones generating high priority traffic. The
second scenario considers a group of high priority nodes that falls between
lower priority ones. Just like in the previous case, the nodes gencrate statis-
tical traffic consisting of 24 slot packets.

In our first scenario, the high priority nodes uniformly generate traffic
that occupies 50% of the bandwidth. Gradually, the lower priority nodes uni-
formly increase the load they offer to the system. Tables 5.2 and 5.3 provide
the results of simulating scenario 1. They show the utilization and average
access delay figures, respectively. Note that nodes of the same priority class
achieved the same utilization level. This indicates that the protocol is fair
to all nodes of the same priority class. Besides, if there is extra bandwidth
available after the high priority stations have satisfied their needs, the ad-
ditional bandwidth is equally shared by all lower priority nodes. Similarly,
the mean access delay of higher priority stations are considerably lower than
that of the lower priority ones. Within the same priority class, the average
access delay of the high priority node remains more or less unchanged. It
can be inferred from this behavior that under this priority scheme, high pri-
ority demands are almost inscnsitive to lower priority ones. Tables 5.4 and
5.5 show the average access delay figures of nodes 6 and 7 implementing the
DQDB protocol with priority, with and without the Bandwidth Balancing
Mechanism. It is to be noted that when the BWB mechanism is used, the

global information priority scheme is assumed. As can be observed, the ac-
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Bus l.oad Utilization

0 1 2 3 4 5 6
H H L L L. L H I
50 0.125 1 0.125 | 6.000 | 0.000 | 0.000 | 0.000 | 0.125 | 0.125
70 0.125 { 0.125 | 0.050 | 0.050 | 0.050 | 0.050 | 0.125 | 0.125
90 0.125 | 0.125 | 0.100 | 0.100 ] 0.100 | 0.100 | 0.125 | 0.125
94 0.125 [ 0.125 ]| 0.110 | 0.110 | 0.110 | 0.110 | 0.125 | 0.125
97 0.125 [ 0.125 ] 0.118 { 0.117 | O.118 | 0.117 { 0.125 ] 0.125
100 0.125 [ 0.125 } 0.125 | 0.125 | 0.125 1 0.125 { 6.125 | 0.125
107 0.125 [ 0.125 § 0.125 1 0.125 { 0.125 | 0.125 [ 0.125 { 0.125

-1

Table 5.2: Utilization for scenario 1.

cess delay under HPDQ is considerably better than that under DQDB with

global information priority scheme, especially if the BWB is tot used.

In the second scenario, the system consists of five nodes offering the same
load to the system. Out of the five nodes only nodes 1, 2, and 3 generate
high priority traffic. In order to demonstrate that the low priority nodes do
not affect the access time of the high priority nodes, a similar simulation
model was constructed in which the low priority nodes offer no traffic at all.
Performance results are shown in Table 5.6 and 5.7.

Table 5.6 shows that the high priority nodes equally share the bandwidth.
The remaining bandwidth, if any, is distributed evenly among low priority
nodes. In this respect, the amount of bandwidth received by the high pri-

ority nodes does not depend on the presence of low priority ones. Table 5.7
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Bus Load Average access delay(slots)

01 2 3 4 5 6 |7

H{n|L|L|L|L{H{H
50 36|36 0 0 0 0 | 37|37
70 36 (36| 8 | 85 | 83 | 81 |37]37
90 36|36 141142 | 140 | 135 [ 37 | 36
9 36 [ 36| 162|162 | 161 | 157 | 38 | 36
97 36 |36 [179 179|178 174 | 37 | 36
100 36| 36(2001) 197|194 {192 |37 ] 35
107 36 | 36]200] 198 | 196 | 192 | 38 | 36

Table 5.3: Average access delay for HPDQ under scenario 1.

Total Load on Bus | Average Access delay
Node 6 Node 7
50 % 30 32
70 % 42 47
90 % 7 87
94 % 94 107
97 % 102 121
100 % 123 145
107 % 141 169

Table 5.4: DQDB with priority and without Bandwidth Balancing Mecha-
nism.
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Total Load on Bus | Average Access delay
Node 6 Node 7
50 % 38 38
70 % 45 47
90 % 61 66
94 % 65 73
97 % 68 75
100 % 68 T
107 % 68 78

Table 5.5: DQDB protocol with Global priority scheme.

Bus Load Utilization

0 1 2 3 4
L H H H L
50 0.10 ] 0.10 | 0.10 | 0.10 | 0.10
100 0.2010.20 { 0.20 | 0.20 | 0.20
150 0.0510.30 | 0.30 { 0.30 | 0.05
200 0.0010.330.33]0.33 | 0.00
500 0.00]0.33]0.331{0.33 | 0.00

Table 5.6: (a) Low priority node active .
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Bus Load Utilization

[0 1 2 3 4
L H H H L
30 (.00 { 0.10 | 0.10 | 0.10 } 0.00
60 0.00 | 0.20 | 0.20 | 0.20 | 0.00
90 0.00 | 0.30 { 0.30 | 0.30 | 0.00
120 0.00 { 0.33 | 0.33 | 0.33 | 0.00
300 0.00 | 0.33 { 0.33 | 0.33 { 0.00

Table 5.6: (b) Low priority nodes inactive.

Table 5.6: Utilization for HPDQ under scenario 2.

Bus Load | Average Access delay(slots)
0 11243 4
L|H|H|H L

50 40 {2929 |29 39
100 127 | 38 | 38 | 38 120
150 545 | 56 | 56 | 57 424
200 272 | 72172 T2 166
500 0 | 7272172 0

Table 5.7: (a) Low priority node active.
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Bus Load | Average Access delay(slots)
ot 1213 4
L{IH|HJH L

30 0129129 (29 0
60 0]|38{38](38 0
90 0| 56|56 |56 0
120 0727272 0
200 017272172 0

Table 5.7: (b) Low priority node inactive.

"able 5.7: Transfer time for IPDQ under scenario 2.

indicates that the access time decreases with increasing priority level. Also,
comparing Tables 5.7(a) and 5.7(b), it can be additionally deduced that the
average access delay encountered by the high priority nodes is similarly un-
affected. As stated earlier, this is an attractive feature of this network.

We can therefore conclude thai the protocol properly discriminates
against lower priority traffic in favor of the higher priority one. It is also fair
to all nodes within the same priority level. Fairness is even achieved between
lower priority nodes over the bandwidth left over by the high priority ones.
This is not surprising since nodes of similar priority levels know exactly how

many stations of the same priority level are active downstream.
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5.3 Effect of distances on performance of nodes

under heavy load

In this section we investigate how the network performance is af-
fected when the internodal distances increases. In DQDB if a low priority
node that is upstream from a high priority one has a headon start over the
latt.or,. increasing the distance between these nodes is closely related to an
increase in the access time and a difference in the bandwidth achieved by
the higher priority node. This is understandable as the requests from a high
priority node will take longer to propagate to the upstream low priority sta-
tion hefore the latter allows one free slot to go by. Surely, as the internodal
propagation delay increases so will the access delay.

Since, the operation of HPDC is fundamentally different from that
of DQDB and its priority mechanism employs a buffering mechanism, the
performance results under steady state are unaffected by the internodal dis-
tances. To verify this statement, a network of 5 nodes with the internodal
distances shown in Table 5.8 and a message length of 20 slots was simulated.
The high priority nodes were located at different distances downstream from
the headend. The simulation results are summarized in Table 5.9. The high
priority node shuts off the low priority ones regardless of the node positions.
Clearly, this is the case since the lower priority nodes preempt their trans-

missions in favor of high priority ones as soon as they receives an indication
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Node 5
Position on the bus (in slots) | 0 [ 20 | 30 | 40 | 50

—
tw
[
—

Table 5.8: Internode distances of network of 5 nodes.

Priority Utilization Average Delay
Node 1 | Node 2 | Node 3 | Node 4 [ Node 5 | Node 1 | Node 2 | Node 3 | Node 4 | Nade 6§

LLLLL 0.2 0.2 0.2 0.2 0.2 100 100 100 100 100
HLLLL 1.0 0.0 0.0 0.0 0.0 20 0.0 0.0 0.0 0.0
LHLLL 0.0 1.0 0.0 0.0 0.0 0.0 20 0.0 0.0 0.0
LLHLL 0.0 0.0 1.0 0.0 0.0 0.0 0.0 20 0.0 0.0
LLLHL 0.0 0.0 0.0 1.0 0.0 0.0 0.0 0.0 20 0.0
LLLLH 0.0 0.0 0.0 0.0 1.0 0.0 0.0 0.0 0.0 20

Table 5.9;: Performance results for nodes at different internode distances.

of high priority traffic from the high priority node on the reverse bus.
Table 5.9 also shows that the average delay is independent of the nodes
positions and the internodal distances.
In [21], the effect of the different priority node positions were studied.
The experiment was carried out on 7 nodes with the BWB_MOD = 8. All
nodes were operating at overload. A similar scenario was recreated to test
the behavior of HPDQ. Tables 5.10 and 5.11 provide simulation results for
both DQDB and HPDQ, respectively. The comment field provides observed
trends. These tables show that the HPDQ protocol is capable of achicving
100% utilization whereas the DQDB protocol is not. Table 5.10 also shows
that for the DQDB protocol higher priority nodes closer to the headend seem

to be more favored than those further down [21]. On the other hand, Table
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5.11 shows that the high priority nodes of the HPDQ protocol do not behave
as those of the DQNB protocol. The high priority nodes implementing the
HPDQ protocol, divides the bandwidth fairly among nodes of the same pri-

ority level, independent of their locations on the network.
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Priorities 1 2 3 4 5 6 7 Total | Comments

[
LLLLLLL 14.03 | 14.03 | 14.03 | 14.03 | 14.03 | 14.03 | 14.03 | 98.21 | H-uners at the end have same
LLLLLLH 14.03 | 14.03 | 14.03 | 14.03 | 14.03 | 14.03 | 98.21 | throughput as L-users.
LHHHHHH 14.03 14.3 14.03 | 14.03 | 14.03 | 14.03 | 98.21

14.03

14.03
HHHHHHH 14.03 | 14.03 | 14.03 | 14.03 | 14.03 | 14.03 | 14.05 | 98.21
HLLLLLL | 88.89 | 1.82 1.82 1.82 1.82 1.82 1.82 | 9981 | Leading H-user
HLLLLLH | 87.00 | 2.12 212 | 212 2.12 2.12 2.1 99.72 | H-user at the end elevates
HLLLHHH | 80 3.21 3.21 3.21 321 | 3.21 | 3.210 | 99.59 | throughput of L-users.

HLHHHHH | 59.51 | 6.61 6.61 6.61 6.61 6.61 6.61 | 99.17 | Total throughput decreases.
HHLLLLL | 47.06 { 44.06 | 1.15 1.15 1.15 1.15 1.15 | 99.87 | Leading ll-user group

HLLLLLH | 2

4 24.24 | 24.24 | 24.24 | 097 0.97 0.97 | 99.87 | H-users have same throughput
HHHHHHL | 16

4
2 | 16.32 { 16.32 | 16.32 | 16.32 | 16.32 1.81 99.73

HHLLLLH | 46.40 | 46.40 | 1.41 1.41 1.41 1.41 1.41 | 99.85 | L-users have higher throughput
HHHHLLH 3.90 | 23.41 | 23.41 | 23.41 1.41 1.41 1.41 | 99.80 | when additional H-user at the end

p
HLLLHLL 64.95 1.59 1.59 1.59 26,98 1.59 1.59 99.86 | Two Heuser groups
HLHHHLL | 31.61 1.26 | 2148 | 21.48 | 21.48 | 1.26 1.26 | 99.83 | Leading H-user have higher
throughput
HLLLHLH | 7003 | 2.12 2.12 212 | 19.10} 212 2.12 { 99,73 | H-uner at both ends,

HLHHHLH 36.05 2.12 19.10 { 19.10 0 2.12 2.12 99.71
HLHLHLH | 45.34 | 1.82 3.82 1.82 5 1.82 1.82 | 99.80 | Throughputs of H-users decrease
LHLHLHL 1.82 | 45.34 | 1.82 | 30.82 | 1.82 | 16.35 | 1.82 | 99.80 | with increase pasition

LLLLHLL 4.32 4.32 4.32 432 | 73.52 | 4.32 4.32 | 99.44 | Related priority configurations
LLHLLHH 4.32 432 | 73.52 | 4.32 4.32 4.32 4.32 | 99.44 | (Leading L-users and/or
HLLHHHRE | 7352 | 4.32 | 432 | 432 | 432 | 432 4.32 | 99.44 | trailing H-users)

LLLHLHL 3.22 3.22 3.22 | 54.56 | 3.22 | 28.96 | 3.22 | 99.44 | configuration kernel HLL
HLHLHHH | 54.56 | 3.22 | 28.96 | 3.22 3.22 3.22 3.22 | 99.62 | configuration kernel HLHL

Table 5.10: DQDB: Throughput, distribution for different priority configura-
tions (seven users, balancing ratio 8/9).

54 SUMMARY

This chapter provides simulation results that illustrate the behav-
ior of the priority scheme of the HPDQ protocol. The simulation results
demonstrate that the protocol adequately implements priority and in fact
behaves like an ideal slotted preemptive priority scheme. This new priority
scheme is insensitive to the time at which high priority transmissions start.
It provides the minimum access delay to high priority traffic. Bandwidth is

divided fairly and equally among nodes of the same priority level. At light
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Priarities 1 2 3 4 5 6 7 Total | Comments

LLLLLLL 14.28 14.28 | 14.28 | 14.28 14.28 14.28 14.28 100.00 | H-users shut off
LLLLLLH 0.0 0.0 0.0 0.0 0.0 0.0 100.00 | 100.00 | L-users and consume.
LHHHHHH 0.0 16.66 | 16.66 | 16.66 16.66 16.66 16.66 100.00 | all the bandwidth
HHHHHHH 14.28 14.28 | 14.28 { 14.28 14.28 14.28 14.28 100.00

HLLLLLL 10000 | 0.0 0.0 0.0 0.0 0.0 0.0 100.00 | Leading H-user

HLLLLLH 50.00 0.0 0.0 0.0 0.0 0.0 50.00 100.00 | H-user at the end does not
HLLLHHH 25.00 0.0 0.0 0.0 25.00 | 25.00 [ 100.00 | change the throughput of L-users.
HLHHHIH 16.66 0.0 16.66 | 16.66 16.66 16.66 100.00
HHLLLLL 50.00 | 50.00 | 0.0 0.0 0.0 0.0 100.00 | Leading H-user group
HHHHLLL 25.00 | 25.00 { 25.00 | 25.00 0.0 0.0 100.00 | Bandwidth is equally
HHHHHHL | 16.66 | 16.66 | 16.66 | 16.66 16.66 0.0 100.00 | divided among H-users

25.00
16.66
0.0
0.0
16.66
E 0.0 3
20.00 | 20.00 | 20.00 0.0 0.0 20 100.00 | by addition of new ones at the end.
50.00
25.00
33.33

HHLLLLH 33.33 | 33.33| 0.0 0.0 0.0 33.33 | 100.00 | No change in throughput of H-users
HHHULLH | 20.00 .
HLLLHLL 50.00 0.0 0.0 0.0 0.0 0.0 100.00 | Two H-user groups
HLHHHLL 25.00 0.0 25.00 | 25.00 0.0 0.0 100.00 | Throughput is insensitive
to the starting time.
HLLLHLH 33.33 0.0 0.0 0.0 . 0.0 33.33 100.00 | H-user at both ends
HLHHHLH 20.00 0.0 | 20.00 { 20.00 | 20.00 0.0 20.00 | 100.00 | equally divided throughput
HLHLHLH 25.00 0.0 25.00 | 0.0 25.00 0.0 25.00 | 100.00 | Throughputs of H-users decrease

c
°
5]
@ ¢
(%]
(2]
=]
o

LHLHLHL 0.0 3333 | 0.0 33.33 100.00 | with increasing number of H-users

8]
g
o
(=]
o
o

LLLLHLL 0.0 0.0 0.0 0.0 X 100.00 | Related priority configurations
LLHLLHH 0.0 0.0 33.33 0.0 X 33.33 | 33.33 100.00 | (Leading L-users and/or
HLLHHHH 20.00 0.0 0.0 20.00 | 20.00 | 20. 20.00 100.00 | trailing H-users)

[=]
(=]

LLLHLHL 0.0 0.0 0.0 50.00 0.0 50. 0.0 100.00 | Throughput fairly and
HLHLITHH 20.00 0.0 20.00 0.0 20.00 20.00 20.00 100.00 | equally divided

Table 5.11: HPDQ: Throughput distribution for different priority configura-
tions.
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load, the bandwidth that is unconsumed by high priority nodes is divided
equally among nodes with the next lower priority level. This procedure is
recursively repeated until either the bus bandwidth is exhausted or all nodes
have satisfied their bandwidth requirements. At overload, the high priority
stations will shut off the lower priority ones. Our simulation results also
reveal that the new protocol is insensitive to internodal distances. The spec-
trum of simulation covered in this chapter justifies that the HPDQ protocol

with its priority scheme provides an acceptable behavior and performance.
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Chapter 6

CONCLUSIONS and
DIRECTIONS for FUTURE
RESEARCH

In this thesis we have described the problems that typical MAC pro-
tocols designed for BISDN suffer from. The Standard IEEE 802.6 MAC
protocol (DQDB) was taken as an example of many such protocols. The
DQDB protocol seems to distribute bandwidth unfairly in both single and
multiple priority traffic systems. The unipriority system is sensitive to the
order in which nodes start their transmissions. The multi-priority schemes
proposed for DQDB seem to inherit similar problems. The throughput of

higher priority nodes might sometimes depend on the location and starting
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times of lower priority nodes which is an undesirable behavioral feature. Be-
sides, the priority scheme might exhibit an inverse effect which mecans that
the throughput of a lower priority node drops when it changes to a higher
priority level. The IEEE 802.6 commitiec adopted the Bandwidth Balancing
Mechanism (BWB) to alleviate the aforementioned problems, but that did
not solve the problems completely. Under the Bandwidth Balancing Mech-
anism, part of the nctwork bandwidth is sacrificed in order to provide a
coherent coordination among nodes which enable nedes to achieve a fairer
distribution of bandwidth. A derivative of the BWB called global infor-
mation priority scheme has been proposed for problems pertaining to multi
priority traffic. The results obtained do not overcome all the problems, but
the mechanism mentioned above provides a noticeable improvement.

In this thesis we have describcd a novel protocol that we referred to as
the High Performance Distributed Queue. The HPDQ protocol is fair to all
nodes and the bandwidth distribution among nodes is insensitive to the time
at which a node starts its transmission. The bandwidth is divided equally
among nodes of the same priority. The only requirement of the HPDQ pro-
tocol is that active switches be used to tap nodes on the bus. The active
switch should also have the ability to buffer incoming slots and modify them.

A priority scheme based on HPDQ is also described in this thesis. The
proposed priority scheme is fair to nodes of all priority levels. The scheme cf-

fectively discriminates between nodes of diffcrent priority levels in favor of the

104



higher priority nodes, while still being fair to nodes of the same priority level.
Under all loading conditions, high priority nodes satisfy all their bandwidth
requirements without any intervention from the low priority ones. Band-
width distribution among nodes of the same priority level is proportional
to the load of traffic that each node is adding to the bus. Any remaining
bandwidth is assigned to lower priority nodes. The same procedure for band-
width allocation is repeated for nodes of lower priority. Further investigation
showed that the high priority nodes are totally independent of lower priority
ones. Besides, the priority scheme is also insensitive to the time at which
the nodes start transmitting. As a byproduct of the above, the high priority
nodes will shut off the lower priority ones, under overload conditions. To
minimize insertion time a buffering mechanism was proposed. This buff .ng
mechanism requires that the switches be equipped with a buffer of size [2D1,
where D is the end-to-end propagation delay in terms of slots. Simulation
results showed that the objectives of the protocol are fully achieved. In order
to eliminate the loss of bandwidth incurred by nodes leaving the system, an
enhanced version of the basic protocol was proposed. Because of its full use
of bandwidth, fairness among nodes, low access delay and effective priority

implementation, it can be said that HPDQ envelops the qualities of a good

protocol.

Simulation experiments with the HPDQ protocol did not reveal
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any symptoms of any kind of problems. However, the bandwidth utiliza-
tion can be improved by designing an appropriate channel reuse mechanism.
This should not be hard to implement since the hardware configuration of the
HPDQ network includes all the necessary components for slot reuse. What
remains to be done is designing the reuse protocol. We can also improve
the performance of the protocol by decreasing the overhead. Slot overhead
can be reduced if we limit our NAND field to serve less than the maximum
number of stations on the network. In case the number of active stations
exceed the new limit, the system should have a mechanism to assign band-
width. Another possible improvement could be to investigate the possibility

of attaining similar performance results with simpler hardware.
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